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Note for Users Upgrading GV-ASManager

You can keep your current database when upgrading GV-ASManager to the latest version.
Follow the steps below to back up the current database and restore it to the GV-ASManager
after upgrading to the latest version.

1. Go to :\Access Control\ASManager\ASRes\ and there should be four files.

- - -
- | 3 | F
Organize ¥ Include in library = Share with + Burn New folder
& Eavorites Mame Date modified Type Size
Bl Desktop @? ASConfig 12/14/2011 3:15 PM Microsoft Office A.. 1KB
4 Downloads 2] Asconfig 12/14/2011 215 PM  Micresoft Office A.., 628 KB
2| Recent Places @ﬁ ASlLog 12/14/2011 315 PM  Microsoft Office A.. 1KB
] ASLog 12/14/2011 215 PM  Microsoft Office A... 168 KB
= Libraries
3 Documents
dr"- Music

2. Back up the four files in the folder.

3. Uninstall the old GV-ASManager. After uninstalling, only two files remain in the ASRes

folder.
@l\:jv| . v Computer » Local Disk (C) » Access Controll11111 » ASManager » ASRes - | +3 | l?
COrganize = Include in library + Share with = Burn MNew folder
e Mame 2 Date modified Type Size
Bl Desktop @3 ASConfig 12/14/2011 315 PM  Microsoft Office A... 1 KB
4 Downloads @ﬁ ASlog 12/14/2011 315 PM  Microsoft Office A... 1KB

=l Recent Places

4. Install the latest GV-ASManager.

5. Copy and paste the four files you backed up back to :\Access
Control\ASManager\ASRes.

6. Run ASDBManager.exe from the GV-ASManager program folder at :\Access
Control\ASManager.

Vi



7. Select ASManager Database Setting.

i@ Database Tools

Pleaze Select Databasze Tools

wihich tool do you uze for database 7

ASkanager Database Setting :

Installation, setup, upgrade. backup and recoveny.

Settingz fram Source to ASkanager Database :

Set the connection of Source Database, the mapping relations of the
tablez betweem Source and ASManager databasze, the auto-update
request, and the manual update request.

’ Fe-login ] | E xit

8. Select Upgrade to latest database version.

I ASManager: Database Setting @

Setup MDB I MSSGL Database for ASManager

Upgrade to latest datahase version

ASManager Database version incompatible. Please
uporade it first.

Delete ASManager Database

Backup Database

Recovery Database

Database version: 2.1.0.0

9. The GV-ASManager starts upgrading the database. When the upgrade is complete and
the message “Upgrade database successfully” appears, click OK.

Note: After you upgrade GV-ASManager, it is recommended to also upgrade the GV-AS /
GV-EV Controller firmware. To upgrade the controller firmware, use the Update to the
latest firmware version function in the Net Module Utility. See Chapter 17.

vii
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Firmware and Software Compatibility

The GV-DVR / NVR / VMS versions compatible with GV-ASManager V4.2.3 - V5.0.2.0 are

listed below.

GV-ASManager Version

GV-DVR / NVR Version

GV-VMS Version

GV-ASManager V5.0.1.0 —
v5.0.2.0

GV-DVR/NVR V8.7.3.0

GV-VMS V16.11.0.0

GV-ASManager V5.0 GV-DVR/NVR V8.7.1.0 GV-VMS V16.11.0.0
GV-ASManager V4.4.3 GV-DVR/NVR V8.7.1.0 GV-VMS V15.11.3
GV-ASManager V4.4.2 GV-DVR/NVR V8.7.0.0/ GV-VMS V15.10/

V8.7.1.0

V15.11

GV-ASManager V4.4.1

GV-DVR/NVR V8.6.2.0/
v8.7.0.0

GV-VMS V15.10

GV-ASManager V4.3.5 - V4.4

GV-DVR/NVR V8.6.2.0

GV-VMS V15.10

GV-ASManager V4.3

GV-DVR/NVR V8.6.0.0

Not supported

GV-ASManager V4.2.3

GV-DVR/NVR V8.5.9.0

Not supported

viii




The GV-AS / GV-EV Controller firmware versions compatible with GV-ASManager V4.2.3 -
V5.0.2.0 are listed below.

GV-ASManager

Models

V4.2.3

V4.3 V4.35

V4.4

V4.4.1

GV-AS100

V1.08

GV-AS110/120

V1.07

GV-AS200

V2.02

N/A

GV-AS200
Ethernet Module

V2.01

N/A

GV-AS400

V1.06

GV-AS1010

V1.0

V1.1 V1.2

V1.3

GV-AS1110

V1.0

V1.1

V1.2

GV-AS1520

N/A

GV-AS410

V1.23

V1.3

V1.4

GV-AS210/810

V1.23

V1.3

V1.4

GV-AS2110/ 4110
/8110

V1.23

V1.3

V1.4

GV-AS4111/
81111

V1.23

V1.3

V1.4

GV-AS2120

N/A

V1.35

V1.4

GV-CS1320

N/A

V1.0

V1.10

GV-EV48

V1.12

V1.3

V1.4

GV-ASBox /
GV-ASNet
(Optional devices)

V1.07
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GV-ASManager

Models V4.4.2 V4.4.3 V5.0 V5.0.1.0 | V5.0.2.0

GV-AS100 V1.08 N/A

GV-AS110/ 120 V1.07 N/A

GV-AS200 N/A

GV-AS200

Ethernet Module NIA

GV-AS400 V1.06

GV-AS1010 V1.31 V1.32

GV-AS1110 V1.21

GV-AS1520 N/A V2.00

GV-AS410 V1.4 V1.41 V2.00 V2.11

GV-AS210 /810 V1.4 V1.41 V2.00 v2.11

GV-AS2110/ 4110 V1.4 V1.41 V2.00 v2.11 V2.11/

/8110 V2.12

GV-AS4111/ 8111 V1.4 V1.41 V2.00 V2.11

GV-AS2120 V1.4 V1.41 V2.00 V2.11

GV-CS1320 V1.10 V1.11 V2.00 v2.11 v2.11/
V2.20

GV-EV48 V1.4 V1.41

GV-ASBox /

GV-ASNet V1.07

(Optional devices)

Note: The coming firmware V2.12 of GV-AS21 /41 / 81 series Controller and V2.20 of CS1320
support the Auto Sync function.




Naming and Definition

GeoVision Analog and Digital Video Recording Software. The

GV-DVR/ NVR GV-DVR / NVR also refers to Multicam System, GV-NVR System,
GV-Hybrid DVR System and GV-DVR System at the same time.
GV-VMS GeoVision Video Management System for IP cameras.
PC LPR refers to GV-DVR LPR and GV-VMS LPR. A GV-DVR / NVR
or GV-VMS can be turned into a GV-DVR LPR / GV-VMS LPR simply
PC LPR by installing the LPR Plugin and inserting an LPR Dongle. PC LPRs

are capable of comparing captured license plates with the database
from GV-ASManager.

Standalone LPR

Standalone LPR refers to GV-DSP LPR and GV-LPR1200. Both
devices have built-in LPR processor, capable of comparing captured
license plates with the database from GV-ASManager.

Xi



n Introduction

Chapter 1 Introduction

The integration of GV-ASManager and GV-AS / GV-EV Controller offers full control of the
entrances of your premise. Up to 1000 units of GV-AS / GV-EV Controllers can be monitored
and controlled by one GV-ASManager.

The following diagram is an example of how the GV-ASManager and GV-AS / GV-EV
Controller can be set up.

RS-485/ TCP/IP

.-./_W.ie_g?rld._. Door 1 | | Door2 | | Door3 | | Door 4
Reader Reader Reader Reader

M RS-485/ TCP/IP
! ’ / Wiegand Door 1 Door 2 Door 3 Door 4

e \ - -« T T T Reader [ | Reader [ | Reader [ | Reader
S - e
: . a
s o
GV-ASManager

Up to 1000 Controllers

I I,

RS-485/ TCP/IP

__ ./ Wiegand _ | Door1 | | Door2 | | Door3 | | Door 4
Reader Reader Reader Reader

AS410 Controller

Figure 1-1
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1.1

Main Features

GV-ASManager

Control up to 1000 GV-AS / GV-EV Controllers
Up to 256 time zones and weekly schedules

Up to 100,000 cards for GV-AS21 / 41 / 81 Series Controllers and 40,000 cards for other
GV-Controllers

Up to 1,000 system users
Holiday planning for 14 months
Multiple cards per user

Four (4) access mode options: Card only mode, Card and PIN Code mode, Card or
Common mode, Release mode

Enroll cards in batch mode

Door alarms: door held open, door forced entry, tamper, access denied

Anti-Duress operation

Anti-Passback capabilities

Door interlock

Man trap in double door configuration

Import/export of card and user data in Access or Excel file format

User-defined matrix of 16-channel multi-views

User-defined screen layout and dual monitor display support

SMS or E-Mail notification with user-defined content, video snapshot and user photo

Video integration with GeoVision IP devices (GV-Video Server, GV-Compact DVR,
GV-IP Camera) and third-party IP cameras

Support for connecting to third-party IP devices using ONVIF, PSIA and RTSP protocols
Support Microsoft Access, SQL database and Active Directory database
Patrol Tour that requires security personnel to check in at the specified locations

User interface in English, French, Hebrew, Japanese, Portuguese, Russian, Serbian,
Spanish, Traditional Chinese, Turkish

GV-ASRemote

Monitor unlimited GV-ASManagers over the Internet

Remote door monitoring, video playback, door operation



n Introduction

GV-TAWeb
e Flexible workforce schedule arrangement
e Payroll calculation

e Attendance and payroll report search

GV-ASWeb

¢ Remotely watch live view from connected devices

e Remotely control doors and LPR lanes

o Remotely add or delete cards, users, controllers, access groups, cameras

e Remotely set up operator accounts, patrol tours, parking lots, and notification settings
e Web interface for historical log search with corresponding video and snapshot

e Log export in Excel, Text, HTML, Zip and PDF file formats

o View access data on Google Maps in the order of access time

GV-VMWeb
e Web interface for creating visitor database and granting access
e Visitor record search

e Visitor self registration

GV-LPR

e Control up to 255 GV-DVR LPR / GV-VMS LPR / GV-DSP LPR / GV-LPR1200
e Up to 100,000 vehicles

e Multiple vehicles per user

e Import / export of vehicle data in Access or Excel file format

¢ Vehicle hotlist to help locate stolen vehicles or other vehicles of interest

e Parking lot management to control vehicle access, maximum stay time allowed and
number of vehicles allowed

o GV-ASWeb: Remotely enroll vehicles and set up GV-DVR LPR / GV-VMS LPR/
GV-DSP LPR / GV-LPR1200

¢ GV-ASWeb: Remotely search detected vehicles, see license plate snapshots, watch
recordings from connected GV-DVR LPR / GV-VMS LPR / GV-DSP LPR / GV-LPR1200
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GV-Access Mobile Applications

Access up to 5 GV-ASManagers from iOS and Android mobile devices
Watch live view from cameras associated with a door or lane

Lock or unlock a door

Check door status to see if any alarm events have occurred at a door

Open LPR lanes



1.2 Concepts

n Introduction

Understanding the following concepts may help you read through the manual.

Weekly Schedule

A weekly schedule is certain days of the week when a user is granted
access to a secure site.

For details, see 4.4 Setting Weekly Schedule.

Access Group

An access group is a group of users with identical location restrictions
during the same time restraints.

For details, see 4.5 Setting Access Group.

Alarm Condition

An alarm condition is a condition monitored through sensors, and
alarms can be activated when the condition is detected by the
sensors. For example, the AS210 Controller can monitor up to 8
sensors, such as door status sensor, smoke detector and tamper
detector. The AS210 Controller also provides output relays for
activating and deactivating electric lock, siren and emergency door
release when the alarm condition occurs.

Note that GV-AS100/1010/ 110/ 1110/ 120 have built-in sensors to
detect whether the controller is being physically tampered with (i.e.
opening of the controller or sustaining strong impact). For GV-AS210 /
2110/2120/410/ 4110/ 810/ 8110, the tampering alarm sensor
needs to be installed separately and the triggering conditions depend
on the type of sensor installed.

For settings of alarm conditions see Step 4 of 4.2.2 Step 2:
Configuring the Doors. For configuring inputs and outputs see GV-AS
/ GV-EV Controller User’s Manual.

Anti-Duress

If a person is forced to open the door under threat, he or she can enter
his or her PIN plus 1 to activate an alarm and send a signal to the
ASManager to dispatch the police. For example, the PIN is 5555 and
you enter 5556. The door will open normally (access granted) and the
alarm will be activated. The function is enabled by default in the
system.

Anti-Passback

The feature is designed to prevent card sharing and to enforce use of
entry and exit readers. If a card was used at an entry reader, it must
be used at an exit reader before it will be valid at an entry reader
again. For settings, see 4.2.2 Step 2: Configuring the Doors.




Q GeoUision:

Interlock

The feature is also called “mantrap” or interlocking”. The feature
interlocks the selected door with one or multiple doors connected to
the same controller. For example, if door A is set to interlock with Door
B and C, neither of Door B or C will unlock when Door A is opened.
When either of Door B or C is opened, Door A will not unlock.

For settings, see 4.2.1 Step 1: Configuring a Controller.

Two-person A/B
rule

The door unlock only when two assigned cards are presented
together. Two Person Card A must be presented before Two Person
Card B.

For settings, see 4.3.1 Adding a Single Card.

IP device

The video device is connected to the ASManager through the network.
The ASManager enables you to access the live video from not only
GeoVision IP devices (GV-DVR / NVR / GV-VMS, GV-Video Server,
GV-Compact DVR and GV-IP Camera) but also certain third-party IP
cameras. Connections to IP devices through ONVIF, PSIA and RTSP
protocols are also supported.

For details, see Chapter 5 Video Integration.

Data Group

This feature allows the administrator to restrict a user account to only
be able to read, write or execute the controllers, cards, users, access
groups, time zones and weekly schedules assigned under a data
group. For example, the administrator can create a data group for the
sales department and assign sales department-related cards and
controllers under that data group. Employees in the sales department
will only have access to the cards and controllers of their own
department.

For details, see 8.1.1 Adding a New User.

Door Group

When a large number of GV-AS / GV-EV Controllers are connected to
the GV-ASManager, the doors of different controllers can be
organized into different door groups. The door group allows you to
quickly upload fingerprints and user data to the doors installed with
fingerprint and face recognition readers respectively.

For details, see Uploading Fingerprints to Controllers Using Door
Groups section in Chapter 3 of GV-GF Fingerprint Reader User’s
Manual.
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1.3 Optional Devices

Optional devices can expand the capabilities and versatilities of your GV-ASManager.

Consult your sales representative for more information.

GV-FR2020
Face Recognition

Faces can be enrolled through a GV-FR2020 Face Recognition
Reader and GV-ASManager will synchronize the face data using

Fingerprint Reader

Reader TCP/IP connection.
Fingerprints can be enrolled through a GV-GF1911 Fingerprint Reader
GV-GF1911 installed on the computer of the GV-ASManager. The fingerprint data

are distributed through GV-ASManager to the assigned fingerprint
readers installed on GV-AS / GV-EV Controllers for access control.

GV-GF1921/ 1922
Fingerprint Reader

Fingerprints can be enrolled locally or remotely using a GV-GF1921 /
1922 Fingerprint Reader through TCP/IP connection with
GV-ASManager.

For local fingerprint enroliment, the user needs to register his or her
fingerprints onsite using a reader connected with GV-ASManager. For
remote fingerprint enroliment, empty fingerprints can be created on
the GV-ASManager first, and the user can register his or her
fingerprints later at a GV-GF1921 / 1922 with the assigned card.

The GV-10 Box provides 4, 8 or 16 inputs and relay outputs. It supports

Enrollment Reader

GV-10 Box both DC and AC output voltages, and provides a USB port for PC
connection.
The GV-PCR310 is a USB card reader designed to assist with card
enroliment to GV-ASManager / GV-ASWeb. It reads and transfers the
GV-PCR310 identification data of a detected card to GV-ASManager / GV-ASWeb.

The user can conveniently establish user accounts on GV-ASManager
/ GV-ASWeb by inserting the cards in the GV-PCR310 Enrollment
Reader. Starting from GV-ASManager V4.3.5, GV-PCR310 supports
both 26 and 34-bit Wiegand card formats (13.56 MHz).
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Chapter 2 Installation

2.1 System Requirements

For GV-ASManager version 4.2.1 or later, the minimum hardware and software requirements
are:

OS | 32-bit | Windows 7/8/8.1/10/ Server 2008

64-bit | Windows 7/8/8.1/10/ Server 2008 R2 / Server 2012 R2
CPU Core 2 Duo E8400, 3.0 GHz
Memory 2 x 1 GB Dual Channels
Hard Disk 500 GB
VGA PCI-Express, 1280 x 1024, 32-bit color and support DirectX 10
DirectX End-User Runtimes (November 2008)
Software .NET Framework 3.5

SQL Server 2005 Express (optional)

Browser Internet Explorer 9.0 or later

Note: The software programs End-User Runtimes (November 2008) and .NET Framework

3.5 are required to run the GV-ASManager. The software programs can be found on the

Download Guide.
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2.2 Installing the GV-ASManager

Starting from version 4.2.1, the GV-ASManager software supplied with GV-AS / GV-EV
Controller can connect with up to 4 controllers for free. If you need to manage more than 4
controllers, a USB dongle is required. GV-ASManager can support connection with up to
1000 GV-AS / GV-EV Controllers.

Note: Starting from GV-ASManager 4.2.1, no USB dongle is needed to connect to IP
cameras.

You can install the driver and the GV-ASManager from the GeoVision Website.

Downloading from GeoVision Website

1. Go to the Software Download and Upgrading page of GeoVision Website:
http://www.geovision.com.tw/download/product/

2. Insert the USB Dongle to your computer.

3. Toinstall USB driver, select Driver & F/W from the drop-down list.

4. Click the Download icon & of GV-Series Card Driver / USB Devices Driver.

Type Title \er. Size Download

i GV-Series Card Driver / GV-USB 3
L . . V8570 5.9MB A
Device Driver

Figure 2-1

5. To install GV-ASManager, visit
http://www.geovision.com.tw/download/product/GV-ASManager

6. Click the Download icon < of GV-ASManager.

Type Title Ver. Size Download
_E_ GV-ASManager V4.4.3.0 390MB A
Figure 2-2

7. If you don’t have Microsoft DirectX 9.0c installed in your computer, download and install
from: http://www.microsoft.com/en-US/download/details.aspx?id=34429



http://www.geovision.com.tw/download/product/�
http://www.geovision.com.tw/download/product/GV-ASManager�
http://www.microsoft.com/en-US/download/details.aspx?id=34429�
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8. To download and install Microsoft DirectX End-User Runtimes (November 2008), go
to: http://www.microsoft.com/en-us/download/details.aspx?id=15805

9. To download and install .Net Framework 3.5, go to:
http://www.microsoft.com/en-us/download/details.aspx?id=21
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2.3 Loggingin

Before using the GV-ASManager, you need to set the login ID and password, and create a
database.

1. Click Start, point to Programs, select Access Control and click ASManager. When
starting the system for the first time, the system will prompt you for a Supervisor ID and
Password.

CETEN. |
The system executes at first time
Please enter supervisor |0 and password.

ID: admin

Password: T

Password Confirmation: [TIIT]

Email: admin @geovision.com tw|

J |

Figure 2-3

2. Type an Email address so that your password can be sent to the email address when
forgotten. Remember to set up the email server after you log in. See Setting E-Mail
Server in Chapter 8 for details.

3. Type a name you wish to be the Supervisor in the ID field and type the password. This
dialog box appears.

s,

Forgot Password?

[7] Auto Login

Figure 2-4

11
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4. Re-type the ID and Password. If you want to skip the login process in the future, select

Auto Login.

5. Click OK. The message “Can’t open database. Would you like to set up database?’
appears.

6. Select Yes to create a database. The ID and password you have configured in Step 1 are
required to access the feature. This dialog box appears.

&7 Database Tools
Flease Select D atabaze Tools :

Which tool do you use for databaze? @I@

AS5Manager Database Setting

Setup, upgrade, deletion, backup and recovery.

Settings from Source to ASkanager D atabaze

Set the connection of Source Database, the mapping relations of the
tables betweem Source and 450 anager database, the auto-update
request, and the manual update request.

[ Fe-lagin l | Exit

Figure 2-5
7. Select ASManager Database Setting. The ASManager Database Setting dialog box
appears.
8. You can create either a Microsoft Access database or a Microsoft SQL database.
« To create a Microsoft SQL database, see Chapter 15 Database Settings.

. To create a Microsoft Access database for first-time users of GV-ASManager, Select
Setup MDB / MSSQL Database for ASManager. The Setup Database Connection
dialog box appears. Select Microsoft Office Access Database, and click OK. The
program starts creating a database. When it is complete, the message “Setup
database connection successfully” will appear.

9. Restart ASManager. You can see the main screen of the GV-ASManager.

Note: By default the Access database is created at C:\Access Control\ASManager\ASRes.

12
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Chapter 3 The Main Screen of GV-ASManager

After you run the GV-ASManager, the following main screen will appear. Get yourself familiar

with the main screen, as it will help you when you read further in the following sections.

3.1

eg ASManager

Main Screen

o—ﬂle Monitoring View Setup Personnel Language Tools Window Help

dd @EB ODMQ

‘ Controllers
1&x16 v

Controller
- ﬂ DESKTOP-PVCVM23
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<

| LeRs

16216 >

LeR

~ & DESKTOP-PYCYMZ3

e | @R

) 1:lanet
B 2Lane2

m Cameras

« J] DESKTOP-PVCVM23

» B camera

~ [® LPR1
% 1: Camera 1
. 2: Camera 2

» I'g camera2

- @ vms
. 1: Camera 1
. 2: Camera 2 (1)

Ready

Status

Card Mede
Card Mode
Card Mede
Card Mede

Status

1 X

2 EgE @ e

) Access Granted

€3 Access Denied: Invalid Card
€3 Access Denied: Invalid Card
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< >

| Lists | Tiles | Thumbnails
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Q-‘-ccﬁ::— Denied: Invalid Card Dod oPlate Recognized: Registered Vehicle
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i} Plate Recognized:
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63 Plate Recognized:
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€3 Plate Recognized:
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|

|
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0Reset I
¥ Door/Gate Unlock I
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oResel I
ﬂReset I

) Docr/Gate Lock I
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<
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[Lists | Tiles | Thumbnails

Operator: 1

Figure 3-1

Live Video 1 X

T YY
1

1: Camers 2

Playback
1: Camera 2 &

MultiView 4 X

<@ » e[
[ ]

4xd | 33

22 | 1

Info

Access Granted

Door: Door 1
Direction: In
Local Time: 11/25/2015 1:39:26 ¥

[ A S,

BWOE

Ane £7Tan

>
11/25/2015 2:20:31 PM
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No. | Name

Function

1 Menu Bar

The Menu Bar includes the options of File (log in / out the
GV-ASManager), Monitoring (display monitoring windows), View
(display the function windows), Setup (set up connected devices
and schedules), Personnel (set up the users’ accounts),
Language (select language of user interface), Tools (set up
notification and log) and Window (arrange the display of different
windows).

2 Toolbar

The Toolbar includes the options of Login, Logout, Devices,
Cameras, Areas, Door Groups, Time Zones, Weekly Schedules,
Holidays, Access Groups, Feature Access, Patrol Tours, Parking
Lots, Cards, Vehicles, Users, Hotlist, and About.

3 Controller / LPR

Displays a list of connected controllers / LPR devices and their
current status. You can change the size of icons to 16 x 16, 24 x
24 or 32 x 32 from the drop-down list.

4 Camera List

Displays a list of connected cameras.

5 Access Monitor

Displays access activities of doors.

6 LPR Monitor

Displays LPR activities and status.

7 Event Monitor

Displays monitored events of doors.

8 Alarm Monitor

Displays alarm events of doors.

Displays the live view of one connected camera. For details, see

9 Live View ) ) i
5.2 Accessing a Live View.

10 | Playback Playlls back recorded events from a.compatlble Ge(?V|S|on IP
device. For details, see 5.5 Retrieving Recorded Video.

11 | MultiView Dlsplays live wew§ of connected came.:ra'ls from multiple 1P
devices. For details, see 5.4 The MultiView Window.

12 Information Displays the information of doors, card readers and monitored

Window events.

Note: After closing the main screen, GV-ASManager will continue to run in Windows Task

Manager.
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Toolbar

99990

»] « | &

H The Main Screen of ASManager

0000 09

ronses

Ol @ e

et

Figure 3-2

The buttons on the Toolbar of GV-ASManager:

No. | Name Function
1 Login Logs in the GV-ASManager.
2 Logout Logs out the GV-ASManager.
3 Devices Defines controllers, doors, LPR devices and lanes.
Searches the GV IP devices on the same network. For details, see
4 Cameras . .
Chapter 5 Video Integration.
5 Areas Configures Global Anti-Passback. For details, see 6.3 Global
Anti-Passback.
Assigns the doors of different controllers into door groups to be
able to quickly upload fingerprints and user data to the doors
installed with the fingerprint and face recognition readers
6 Door Groups i i ] ) ]
respectively. For details, see Uploading Fingerprints to Controllers
Using Door Groups section in Chapter 3 of GV-GF Fingerprint
Reader User’s Manual.
Defines the minutes and hours of the day when a user is granted
7 Time Zones access to a secure site. For details, see 4.4.1 Step 1: Setting Time
Zones.
Defines the days of the week when a user is granted access to a
8 Weekly Schedules | secure site. For details, see 4.4.2 Step 2: Setting Weekly
Schedules.
9 Holidays Deflne§ the specmc dates as holidays. For details, see 4.4.3 Step
3: Setting Holidays.
10 | Access Groups Sets u.p different groups to qeflne who can gccess what door at
what time of a day. For details, see 4.5 Setting Access Groups.
Uploads the enrolled fingerprints and user data to the controllers
11 | Feature Access

and face recognition readers respectively. For details, see Chapter
3 Fingerprint Only Mode in the GV-GF Fingerprint Reader User’s

15
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Manual or Uploading to the Face Recognition Reader in Chapter 5
of GV-FR Face Recognition Reader User’s Manual.

Creates patrol tours to require security staff to check in at the

12 | Patrol Tours - ) )
specified locations. For details, see Chapter 7 Patrol Tour.
13 | Parking Lots As&gns LPR lanes to be. the entr.y or exit of a parking lot. For
details, see 13.8 Managing Parking Lots.
Creates and edits a database of card information. For details, see
14 | Cards _
4.3 Setting Cards.
. Creates and edits a database of vehicle information. For details,
15 | Vehicles ] -
see Chapter 13 License Plate Recognition.
Creates and edits a database of user information. For details, see
16 | Users ]
4.6 Setting Users.
17 | Hoflist Sets up vehicle hotlist to identify stolen vehicles or other vehicles
of interest. See 13.7 Setting Up Vehicle Hotlist.
18 | About Displays the version of GV-ASManager.
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3.2 Controllers / LPRs View

To see the activity and status of the connected controllers and LPRs, click View on the menu
bar and select Controllers or LPRs.

Cantrollers o X

1616 -

Controller

- ) TEST198-PC
3 @ Controller1
- @ Controller 2
1: Front Door
2: Back Door
3: Emergency Door
4: Office Door

Status Alarm Forced Open Duress  Tamper Fire Alarm

]

Card Mode

Card or Common Mode
Release Mode

Card and PIN Code Mode

Figure 3-3

3.2.1 Controls on the Window

You can control the connected controllers or doors by right-clicking it in the Controller window.
The following control options are available when right-clicking the GV-ASManager PC, the
doors and / or the controllers:

Available
Name Function
For
Unlock Door, Lock Controls the selected door or all doors associated ASManager
Down, Force L'Jnlock, with the selected controller. Controller
Force Lock, Disable | ¢ options of Force Unlock and Force Lock will Door

Door Lock Operation let the door stay open or locked until you select

Disable Door Lock Operation.

The Unlock Door option will let the door open
temporarily until the specified time is expired. See
“Lock Reset Time” at Step 2 in 4.2.2 Step 2:
Configuring the Doors.

The Lock Down function is only supported by
GV-AS1010/1110/210/2110/2120/410/ 4110/
810/ 8110. It locks down the selected door or all
doors associated with the selected controller. This
function overrides the Authentication Schedule and
the door(s) can only be opened by presenting the
assigned access card.

17
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Clear all events Clears the GV-ASManager / door / controller of all ASManager

alarm events. Controller
Door

Reset Anti-Passback | Clicking this option enables a user to re-access the | ASManager
entry or exit reader. Controller
See Chapter 6 Anti-Passback.

Sync Controller After the controller settings are modified, clicking ASManager
Sync Controller can immediately renew the Controller
settings.

Reconnect Reconnects with the controller. Controller

Settings Accesses the setting page of the selected controller | Controller
or door. Door

ASWeb Links to GV-ASWeb. ASManager

Stop Alarm, Clear Clears the alarm conditions. Door

Forced Open, Clear | For alarm settings, see Step 5 in 4.2.2 Step 2:

Duress, Clear Configuring the Doors.

Tamper, Clear Fire

Alarm, Clear Held

Open, Clear Access

Denied

Sync GeoFinger If fingerprint data failed to upload to the controllers, | Door
click Sync GeoFinger to re-upload the selected
fingerprint data.

Sync GeoFace Click Sync GeoFace to upload the selected user Door

data to the assigned GV-FR2020 face recognition
reader.
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3.3 Monitoring Windows

The monitoring windows allow you to oversee various activities.

e To open these windows, click Monitoring on the menu bar, and select the desired

windows.
ﬂ ASManager - [Locate People]!
File m View Setup Personnel
N ﬂ” M MNew Access Monitor @
.Controller & Mew Alarm Monitor ]
[E Mew Event Monitor _—
Mew Patrol Tour Monitor
Controller
= @ Ted &5 New LPR Monitor
hd @ Mew Parking Monitor
E: MNew System Monitor
™ New User Action Manitor
v [ &1 New I0Box Monitor d
Mew Locate People
I — @ Mew Area Monitor

Figure 3-4

3.3.1 Controls on the Window

The controls and options available on the window vary for different Monitor windows. Here we
use the Access Monitor window as example to explain the controls.

i Access Monitor

¥ B

Message Door Direction Local Time Card Numbe &
0 Access Granted: Card Entry Doorl In 7/11/2017 4:51:48 PM  245-08670

0 Access Granted Doorl In 7/17/2017 5:52:00 PM  245-09166

@ Access Granted Doorl In 1/17/2017 5:52:05PM  245-09166

0 Access Granted: Card Entry Doorl In 7/17/2017 8:00:00 PM  245-09166

0 Access Granted Doorl In 7/18/2017 10:18:26 AM  245-15502

€3 Access Denied: Invalid Card Doerl In 7/18/2017 10:19:55 AM  20290-29073
@ Access Granted Doorl In 7/18/2017 10:20:28 AM  20290-29073
OAccess Granted Doorl In 7/18/2017 10:24:38 AM  245-15502

) Access Granted Doorl In 7/18/2017 10:25:08 AM  245-15502
Tiles | Thumbnails
| ]

o

Figure 3-5
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No. | Name Function
1 Filter Sets up criteria to only display the desired activity
information.
2 Auto Select Focuses on the latest data display.
Lock Suspends the current data display.
Decides how events are displayed on the window.
4 Lists / Tiles / Thumbnails Under Tiles and Thumbnails views, user profile photo

and snapshots captured will be displayed if available.

In some monitoring windows, you can right-click a message to see more options or detailed

information. Below is an example of the options available when right-clicking a message in

Access Monitor window.

I

20

ﬂ Access Monitor
YIRS
Message Door Direction
i ; Access Granted
¥ Access Deni New/Edit Card...
i Access Gra Reset Anti-passback (193-48851) Cut
ﬂﬁtccess Gra Out
ﬂhccess Gra Browse Card Information Out
ﬁ‘;&cce:: Deni Browse User Information Clut
ﬂﬁkccess Gra Show Image Out
ﬁ';&cc&ss Denied: Invalid Start Date Door 3 Qut
Figure 3-6
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3.3.2 Customizing a Monitoring Window

You can customize the messages displayed on a monitoring window by defining filter criteria.
Multiple custom monitoring windows can be added for your specific requirements.

1. To add one monitoring window, click Monitoring on the menu bar, and select a new
monitoring window.

2.  Click the Filter button on the monitoring window. This dialog box appears.

TEST198-PC

= ) Controller 1
Door 1

= WIE] Controller 1

[V Fire Alam [#I[E Door 1
Held Open Door 2
Access Denied Door 3
Tailgating Door 4
Urgent Code Door 5
Door &
Door 7
Door 8

Figure 3-7

3. Select the desired messages and devices for monitoring, and click OK. The monitoring
window will only display the messages based on the defined criteria.

4. Right-click the Monitor tab on the main screen, and select Rename to name the new
monitoring window.

— = —
& Access ek Monitor | B3 Event Monitor

!I Renames !

Close

Figure 3-8

Note: The added windows are only for one-time use, and they cannot be saved after the
monitoring window is closed.
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3.3.3 Arranging Monitoring Windows

The monitoring windows can be arranged on screen in several ways.

On the menu bar, click Window, and select one of the following options to arrange the

windows:

m Cascade: Overlaps the open windows and shows their title bars.

m Tile Horizontally: Arranges the open windows horizontally.

m Tile Vertically: Arranges the open windows vertically.

m  Arrange Icons: Arranges the minimized windows on the bottom.

You can also open the monitoring windows in separate windows and place the monitoring
windows on different monitors. On the menu bar, click Window and select New Window. On
the menu bar of the new window, click Monitoring to open different monitoring windows and

click Window to arrange them.

quage  Tools

; P | B e Weindone

Cascade

Tile Horizontally
Alarm F Tile Yertically

Arrange Icons

1LPR Monitor

2 Alarm Maonitar
v 3 Systern Monitor

4 Access Monitar

‘ﬂ ASManager

[ ontoing [T

Mew Access Monitor
Mew Alarm Monitor
Mew Event Monitor

Mew Patrol Tour Monitor

Mew LPR Monitor
Mew Parking Monitor

Mew Systern Monitor
Mew User Action Monitor

Mew I0Box Maonitor

28 B MEE S

!
&

Mew Locate People

[ B

Mew Area Monitor

| s |
[c=] ]

22

Figure 3-9




Chapter 4 Settings

This section describes the following settings:

4.1

Setting Controllers

Setting Cards

Setting Weekly Schedules

Setting Access Groups

Setting Users

Setup Flowchart

To get started quickly with GV-ASManager settings, follow the process illustrated below.

Set Controllers

—

Add One Card

Set Doors <

Set Controllers

Present the card to the card reader to see if the
message “Access Granted” is displayed.

Set Weekly

Schedules

Set Set Weekly Set

Holidays

Schedules

Time Zones

Set Access Groups

-

Add All Cards

-

Assign defined Access

»i

Groups to cards

Create cards one by
one or in batch

Add Users

Assign created cards |

to users

Create users
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4.2 Adding Controllers
To add the GV-AS / EV Controller to the GV-ASManager, follow these steps:

e Step1 Configuring a Controller
Establish the communication between the controller and GV-ASManager.

e Step 2 Configuring the Doors or Elevator Floors

Define the doors on a door controller or the elevator floors on an elevator controller.

4.21 Step 1: Configuring a Controller

1. On the menu bar, click Setup and select Devices. This dialog box appears.

Device List

J@-afEEl—PApplyAH oeqm ©0Q
D Controller Type D LPR Type D OBOX Type
1 Controller 1 GV-AS1010 1 LPR 1 PCLPR

Figure 4-1

Tip: You can also click the Search button EJ to search for controllers detected in the same
LAN.
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|0 2
Name
Figure 4-2

Enter ID and Name of the Controller, select Type of the Controller and click OK. This

dia

log box appears.

Co

nitraller Setup

General Setup |D.;..3r1 | Diaar 2

| Dnu:ur3| Dnor4| Dioar 5 | DoorBI Doar 7 I Door 8 I Input |

General
Contraller Mame

Controller 1D

GHT :
Data Group:
[7] Release All Dioors By Card

["] Enable Davlight Saving

Connection
COM Port
@ Mebwork :
IP:
Part :

Usger
Pazzword :

Crypto Key

Controller 2

+ »|[os  ~]:(o0  +

[Nu:u Groups vl

COM 1
TCRAP ~|
192168.4.144
4000

admin

Figure 4-3

Note: The Controller ID must match the Controller ID set ahead on the Web interface of the
controller. Refer to GV-AS / GV-EV Controller User’s Manual.

4.

In Connection section, select the communication mode between the GV-AS / GV-EV
Controller and GV-ASManager.

If using RS-485 connection, select COM Port that is used for connection.
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If using Ethernet, select Network and select TCP / IP or LocalDDNS. Type the IP
address, device name (if LocalDDNS is selected), port number, login user, login
password and Crypto key (3DES code) of the controller. You can also click the

Search button lij to search for controllers detected in the same LAN.

Note: The default values of GV-AS / GV-EV Controller are: IP address 192.168.0.100;
username admin; password admin; Crypto key (3DES code) 12345678.

5. To check if the above connection settings are correct, you can click OK at this step and

back to the main screen. The icon (& appearing on the Controller window indicates the
connection is established.

Note: For the disconnection messages displayed on the Status column (Figure 4-9), see D.

Controller Status in Appendix.

6. OPTIONAL settings in the General section:

GMT: The current time at the host computer.

Data Group: Assign the controller to a data group or select No Groups to disable
the data group function. You can then allow or forbid a user to read / write / execute
the functions assigned under the data group. Refer to Adding a New User in Chapter
8 for more details.

Release All Doors by Card: When a card is presented, all doors set to Release by
Card mode will open and will remain open until the end of Release by Card mode
set in the Authentication Schedule. For Authentication Schedule, see 4.2.2 Step 2:
Configuring the Doors.

Enable Daylight Saving: Enable the Daylight Saving Time function by selecting
your time zone. The system will automatically adjust for daylight saving time.

Note: The Release All Doors by Card function is not available for GV-EV48.
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4.2.2 Step 2: Configuring the Doors or Elevator Floors

A. GV-AS Controller: Doors

1. To define the doors on the controller, click the Door tab. This dialog box appears.

Controller Setup ﬁ
General Setup | Door 1 | Door 2 | Door 3 l Door 4 | Input |
[¥] Manitor
: Alzmm Event
Name: Dioar 1 fal
o [ Held Open
Common Password : P 478 digits(0~9) [ Forced Open
[ Urgent Code || Tamper
Lock Reset Time : 5 Sec(1~255) Il Fire Alamn
. [ Access Denied
5 (Handicap Card)
Held Open Time : 10 Sec(0™99599) 5
10 (Handicap Card) [ Tailgating
Ungent Cod
Lock Card Time: Entrance: 0 Sec{0™65535) [ Urgert Code
Ext: 0 Sec(0™E5535)
Fire Action : Unchange Camera Mapping
Reader’s Keypad Arti-Passback Camera 1:
[¥] Ertrance ) None None -
[¥] Exit *) By Card - Local Delayed snapshot:
(@ By Card - Global =
GeoFinger i b o= Sec(060)
1 () By User - Local
Lz Camera 2 :
P ress 21 Auto Check Out
e - None -
|| Entrance
[ Bt e Delayed snapshot:
[ Bt
P Address 21 Sec(0™60)
Two-Person Rule
[ Entrance
Eesmms — [ Authertication Schedule |
[ Entrance !
T = TR [ Bxit Button Schedule | [
[T Exit
ik 2t [¥] Time Clock
ok | [ Cancel

Figure 4-4

2. In the General section, select Enable to define the general settings for the door:

B Name: Give a name to the door.

B Common Password: Set a password for the door. When under Card or Common

Mode, the user can gain access by entering this password using a keypad. The

default password is 1234. See Step 6 for details on Card or Common Mode.

B Urgent Code: When the Urgent Code is entered at the reader, the associated door

will unlock. However, the door will not unlock if the door is in Release by Card Mode

and has not been unlocked by a card. The Urgent Code function is only supported by
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GV-AS1010/ 1110 and readers connected to GV-AS210/2110/2120/410/ 4110/
810/ 8110.

Lock Reset Time: If the door is monitored, type the number of seconds the door can
be held open. After the specified time expired, the door will automatically be locked.
Next to Handicap Card, type the number of seconds the door will be held open
when a Handicap Card is swiped.

Held Open Time: If the door is monitored, type the number of seconds the door can
be held open before a Door Held Open alarm is generated. Next to Handicap Card,
type the number of seconds the door can be held open after a Handicap Card is
swiped before a Door Held Open alarm is generated.

Lock Card Time: The user will be denied access if he or she tries to re-access the
door more than 1 time within the specified Lock Card Time. For example, if the Lock
Card Time of a cafeteria entrance is set to 7200 seconds, someone who entered the
cafeteria at 9 am will be prevented from re-entering the cafeteria until 11 am.

Fire Action: Set the door to be locked or unlocked when fire alarm occurs.

3. The following settings are OPTIONAL and are only applicable when related settings are

28

also configured:

Reader’s Keypad: When the Card and PIN Code Mode is applied, normally both the
access card and PIN code are required. But if the Entrance or Exit option is not
selected, only the access card is required to unlock the door. For example, if only the
Entrance option is selected, the user will be required to both present the card and
enter the PIN code to unlock the entry door, but only the card will be required to
unlock the exit door. To apply Card and PIN Code mode, see step 6 below.

Anti-Passback: For detailed instructions, see Chapter 6 Anti-Passback.

Auto Check Out: Automatically checks out the Visitor Card when the visitor
presents the card at the exit door. To set a card as Visitor Card, see Adding a Single
Card section later in this chapter.

Two Person Rule: Select Entrance to require presenting Two Person A Card and
then Two Person B Card before the entry door is unlocked. Select Exit to require
presenting both cards in the right order before the exit door is unlocked. To set a
card as Two Person A/B Card, see Adding a Single Card section later in this chapter.

GeoFinger: Allow GV-ASManager to upload enrolled fingerprints to the specified
fingerprint reader. Refer to Chapter 3 Fingerprint Only Mode in the GV-GF
Fingerprint Reader User’s Manual for details.
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B GeoFace: Allow GV-ASManager to synchronize the enrolled face data from the
specified face recognition reader. Refer to Chapter 4 Access Control Configurations
in the GV-FR Face Recognition Reader User’s Manual for details.

B Interlock: Enable Interlock function on the selected doors. Doors that are
interlocked cannot be open at the same time. The door only unlocks when the other
door is closed. Using Figure 4-4 as an example, Door 1 will not unlock if either of
Doors 3 and 4 is open, and when Door 1 is open, Doors 3 and 4 will not unlock. The
Interlock function is not available for GV-EV48.

B Time Clock: This option must be selected to enable GV-TAWeb. See Chapter 11
GV-TAWeb for Workforce Schedule for more details.

4. The settings in the Alarm Event section are OPTIONAL unless an alarm device is

installed on the GV-AS Controller. Enable the desired alarm conditions that will cause the
alarm to occur: Held Open, Force Open, Tamper, Fire Alarm, Access Denied,
Tailgating and Urgent Code entered.

B Alarm Continuous Time: Type the duration of the alarm sounds in seconds for
Access Denied alarm.

The settings in the Camera Mapping section are OPTIONAL unless a camera is installed
at the secure site. For details, see Chapter 5 Video Integration.

The Authentication Schedule is an OPTIONAL setting for specifying different access
modes at different periods of time. The default access mode is Card Mode that requires

users to present the card only to be granted access. You can click the finger button
to apply the settings to all doors of this controller.

Authentication Schedule
LIl ¥
p.l. 2.+ 4. 2. 0. 7.8 3. 01112 3B BEERNEEY
Monday 1
Tuesday i
wednesday '
Thursday M
Friday :
Saturday
Sunday
Hal.
Special Day 1 0
Special Day 2 -
Special Day 3 i
B Releaze Mode Card or Common Mode
Release By Card
B Card and PIN Code Mode Card Mode
[ Ok, | | Cancel
Figure 4-5
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To define which kind of access mode should be applied at specific day and time, select
one access mode on the toolbar and drag the mouse over the timelines. Four (4) access
modes are available in the system:

B Card Mode: This is the default mode. This mode only requires the user to present
his or her card to be granted access. Alternatively, the user can enter a passcode to
gain access if the reader comes with a keypad. To set up a passcode, see 4.3.3
Adding a Passcode.

B Release Mode: Keep the door in an unlock status with the reader.

o Release by Card: The door will unlock only after a card is presented and will
remain unlocked during the time specified for Release Mode. This option is
designed to prevent unattended doors from opening during the Release Mode.

B Card and PIN Code Mode: This mode requires the user to present the card AND

enter the card’s PIN code on the keypad. To set up a PIN code, see 4.3.1 Adding a
Single Card.

Edit the Card
zer
Card Humber: 00E-12354
Card Statusz: Active A |
] Activation D ate: 10/ B/2074 B~
| Deactivation Date: 2412425 B
Fin Code: TTT]

Figure 4-6

B Card or Common Mode: This mode requires the user to present his or her card OR

enter the door’'s common password using the keypad.

Controller Setup

| GeneraISetup| Doar 1 |D|:u:ur2 | Door 3 | Door 4 I Input |

[V[Enable
M ame: Door 1

I Common Pagzword - 48 digitz[0™9) I
[ Urgent Code :

Figure 4-7
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7. The Exit Button Schedule is an OPTIONAL setting to specify when to allow access to
the exit button. By default, access to the exit button is granted at all times. To set a

schedule, click the Delete Access Time button @ and drag the mouse over the time
periods when you want the exit button to be locked. You can click the finger button to
apply the settings to all doors of this controller. The Exit Button Schedule function is only
supported by GV-AS1010/1110/210/2110/2120/410/ 4110/ 810/ 8110.

Exit Button Schedule

| &

Manday

D12345B?89101112131415151718192021222324

Tuesday
YWednesday

Thursday
Friday
Saturday

Sunday
Hal

Special Day 1

Special Day 2

Special Day 3

[
=
=1
=

B Access Time [Exit Button]

Cancel

Figure 4-8

Tip: After finishing setting up a door, you can click the Apply All button = (Figure 4.1) to

apply the Authentication Schedule and/or Exit Button Schedule of that door to the doors of all
controllers.

8. Click OK several times and return to the main screen. A controller folder tree will be
displayed on the Device View window as example below.

If the icon & appears, it indicates the connection between the controller and

GV-ASManager has been established. If the icon E appears, it indicates the connection
failed. Then make sure the above connection setup is correctly configured.

Controllers a X
1616 -
Controller Status Alarm Forced Open  Duress
- ¥ TESTL98-PC
v [ Controller1 ]

- @ Controller 2
1: Front Door Card Mode
2: Back Door Force Unlock Maode
3: Emergency D... Release Mode
4: Office Door Card and PIN Code Mede
E, Controller 4 Disconnected

Figure 4-9
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B. GV-EV Controller: Floors

1. To define the elevator floors on GV-EV48, click the Floors tab. This dialog box appears.

P 1

Elewvator @
General Setup | Floors

Flaors General

I | [ Mame & | Mame: Elewatar

1 Z Floor 1 Comrmaon Pazsword : . 4~8 digits[0~9)
2 L 2 Relay Reset Time 5 Sec(1~265)
3 |¥| Floa3 _

4 Z Floor 4 4] [Handicap Card)
5 [¥] Floars

5 [ ] Floors

7 f Floor 7 ["] Two-Person Rule

g [ | Floars :

5[] Floord

10 Floor 10 E Authentication Schedule
11 [ ] Flear 11

12 [ ] Flooriz GeoFinger

13 ; Flaar 13 GeoFinger 1 @ TCRARP (7 RS485
14 Floor 14 )

15 [ Floor1s IP Address... . 2167
[ ey [V] GeoFinger 2 @ TCPAP () RS485
17 Floor 17

18 [ Floor1a IP &ddress. .. . 2167
19 [ ] Floor19

20 [] Floor2o Camera Mapping

21 i Flaar 21 First Carnera;

22 [ ] Floorz2 None =

23 [ ] Floorzz

24 : Flaar 24 Delayed shapshat:

25 [ ] Flacr2s 0 Sec(0™60]

26 [ | Floor2s

27 Floor 27 Secaond Camera

28 [ | Floores Mone -

23 [ ] Floor29

a0 : Flaor 30 Delayed shapzhot:

31 [ ] Flear 3 0 Sec|0mG0)

2 [ 1 Fenrar -

k. ] [ Cancel

Figure 4-10

2. To enable elevator floors, select the floors on the left. For example, if your elevator only
has 40 floors, you can clear the selection for floors 41 to 48.
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In the General section, define the general settings for the elevator:

Name: Name the elevator.

Common Password: Set a password for the elevator. When under Card or
Common Mode, the user can gain access by entering this password using a keypad.
The default password is 1234.

Relay Reset Time: If the elevator access is restricted, type the number of seconds
the buttons will remain accessible after card is presented. After the specified time
expired, the elevator buttons will automatically be locked. Next to Handicap Card,
type the number of seconds the elevator button will remain accessible when a
Handicap Card is swiped.

The following settings are OPTIONAL and are only applicable when related settings are

also configured:

Two Person Rule: Select to require presenting Two Person A Card and then Two
Person B Card before the elevator floor is unlocked. If Two Person A Card and Two
Person B Card have access to different floors, access will only be granted if both
cards have access to that particular floor. To set a card as Two Person A/B Card,
see Adding a Single Card section later in this chapter.

Time Clock: This option must be selected to enable GV-TAWeb. See Chapter 11
GV-TAWeb for Workforce Schedule for more details.

GeoFinger: Allow GV-ASManager to upload enrolled fingerprints to the specified
fingerprint reader. Refer to Chapter 3 Fingerprint Only Mode in the GV-GF
Fingerprint Reader User’s Manual for details.

The Authentication Schedule is an OPTIONAL setting for specifying different access

modes at different periods of time; otherwise the default access mode is Card Mode that

requires users to present the card only to be granted access.

Working Time Setup

[

O O L WO e G R e i PR R h

han

Tue

Wed

09 : 55

Thu

Fri

Sat

Sun

Hal.

B FReleaze Mode Card or Cammaon Made
[ Releaze By Card

B Card and FIN Code Mode Card Mode

0K ] [ Cancel

Figure 4-11
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To define which kind of access mode should be applied at specific day and time, select
one access mode on the toolbar and drag the mouse over the timelines. Four (4) access
modes are available in the system:

B Card Mode: This is the default mode. This mode only requires the user to present
his or her card to be granted access. Alternatively, the user can enter a passcode to
gain access if the reader comes with a keypad. To set up a passcode, see 4.3.3
Adding a Passcode.

B Release Mode: Keep the door in an unlock status with the reader.

¢ Release by Card: The floor will unlock only after a card is presented and will
remain unlocked during the time specified for Release Mode. This option is
designed to prevent unattended floors from opening during the Release Mode
time.

B Card and PIN Code Mode: This mode requires the user to present his or her card
and then enter the card’s PIN code on the keypad. To set up a PIN code, see 4.3.1
Adding a Single Card.

® Card or Common Mode: This mode requires the user to present his or her card to
gain access OR enter the door’s password using the keypad to gain access.

Tip: After finishing setting up a elevator you can click the Apply All button (Figure 4.1)
to apply the Authentication Schedule of that door to the doors of all controllers.

6.
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The settings in the Camera Mapping section are OPTIONAL unless a camera is installed
at the secure site. For details see Chapter 5 Video Integration.

Click OK several times and return to the main screen. A controller folder tree will be
displayed on the Device View window.

If the icon <~ appears, it indicates the connection between the controller and

GV-ASManager has been established. If the icon x appears, it indicates the connection
failed. Then make sure the above connection setup is correctly configured.



n Settings

4.3 Setting Cards

Once you have configured the controller, you may start enrolling cards. All new cards must be
enrolled into the GV-ASManager before access is allowed. Depending on the controller
models, up to 40,000 cards or 100,000 cards can be stored. If a card that was not enrolled is
presented to the reader, the message Access Denied: Invalid Card will be displayed.

Depending on how many cards you need to program, you can simply add them one at a time
or use the batch function to add a group of cards.

4.3.1 Adding a Single Card

1. To add one card, use one of these ways:

e Present the card to the reader. The message Access Denied: Invalid Card is
displayed. Right-click the message and select New / Edit Card. The New a Card
dialog box appears with card number and code type entered (Figure 4-13). Then
follow Step 3 to complete other settings.

e  On the menu bar, click Personnel and select Cards. This window appears.

n Az - v |
» & Il | & & @&

MNew Batch MNew Mew Pass... Card Rea.. Import Refresh
Search by | Card Number -] Auto Select | Filter View
Card Mumber Card Type Card Code User Card Status ~ Activation Date Deactivation D... Privilege Access Group GV-.. Disa.. =
E121-21212 MNormal Wiegand26 Active Mo Privilege Default @
3000-00001 MNormal Wiegand26 peter Active Mo Privilege User Define @
=3000-00010 Visitor Wiegand26 peterliu Active 3/19/2015 3/19/201511:5... Mo Privilege All @
=3000-00013 Mormal Wiegand26 Meo Active Mo Privilege Default @
E3P-00000001 Mormal Passcode jay Active Mo Privilege Default @ A
E3P-00000002 Mormal Passcode peter Active Mo Privilege User Define @ 1
E3P-00000003 Mormal Passcode MNeo Active Mo Privilege Default [~] -

Total Cards: 18

Figure 4-12

Note: You can also enroll cards by installing the optional device GV-PCR310 Enroliment
Reader to the PC running GV-ASManager. Refer to GV-PCR310 Enrollment Reader’s
Installation Guide for details.

35



Q GeoUision:

2. Click the New button on the toolbar. This dialog box appears.

New a Card ﬂ
Card Number i (2| Card Code: VWiegand26 -|
Card Staius: | Active -r| Card Type: Nommal .]
[] Activation Date: 77 3207
[7] Deactivation Date: T 3R7
Fin Code: 11 [] Desable Lock Card / Disable APB / Allow Access during

Loclkdown Mode

Priviege: No Privilege -
User Diefine 01: I -] User Diefine 04: | |
User Define 02: | ;] User Define 05: | ;l
|Jser Define 03: | LI LUser Diefine 06: | LI
Access Group: | Diefaut v] Ea
|= | Ascontroller

Door 1 24-hour restricted

Door 2 29-hour restricted
Data Group: Mo Groups - ] [ OK I [ Cancel

Figure 4-13

3. The settings are available for the card:

B User: Click the Assign User button to assign the card to a user.

B Card Number: Enter the card number. If you have a GV-PCR310 Enrollment
Reader installed, click the USB Card Reader button to detect cards.

B Code Type: Select the code format of the card.

B Card Type: Select one of the following card types.

¢ Normal: The card opens the door when it is under Card Mode, the default mode.
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Patrol: The card is assigned to the person in charge of patrolling a location, e.g. a
guard. When the patrol card is presented to the reader, the access will be
recorded but the door will NOT unlock. The feature may be set together with
Privilege below. The patrol card user may have the privilege to stop alarm
sounds and clear alarm events during patrolling.

Two-person A Card: Two-person A/B rule. The card is defined as Card A. Card
B must be presented after Card A to unlock the two-person-rule enabled door.

Two-person B Card: Two-person A/B rule. The card is defined as Card B. Card
A must be presented before Card B to unlock the two-person-rule enabled door.

Visitor: This card is assigned to a visitor and the visitor’s access can be
managed using GV-VMWeb.

Security: The security card can enable the Security Mode where no cards can be
granted access. Only the security card can disable the Security Mode.

Handicap: When the handicap card is used, the door will remain unlocked for the
time specified in Lock Reset Time and Held Open Time for handicap card. To see
how to set prolonged Lock Reset Time and Held Open Time for handicap card

users, refer to 4.2.2 Step 2: Configuring the Doors or Elevator Floors.

Activation/Deactivate Date: Specify the date to activate or deactivate the card.

PIN Code: Enter a four-digit PIN code for the card. When authentication mode is set

to Card and PIN Code Mode, the user needs to present the card and enter the PIN
code. The default setting is 1234.

For the controllers below, users can also gain access by manually entering the card

number and pin code. For example, if the card number is 12345678 and the Pin is

0000, the command will be 000012345678 for GV-AS210.

Models Supported Command
Firmware (Example: Card 12345678, Pin 0000)

GV-AS100 V1.04 or later | Card Number + Pin Code

GV-AS1010 V1.0 only Example: 123456780000

GV-AS110 V1.04 or later | *Card Number + Pin Code #
GV-AS1110 V1.0 only Example: *123456780000#
GV-AS210/410/810 | V1.0-V1.23 Pin Code + Card Number

GV-EV48 V1.0 -V1.12 Example: 000012345678

Privilege: Assign one of these privileges to the user:

¢ Stop Alarm: The user can stop alarm sounds by presenting the card.

37



Q GeoUision:

e Clear Event: The user can clear alarm events by presenting the card. All alarms
in the Device View window are erased. A record of these alarms is still kept in the
Alarm Monitor.

Disable Lock Card / Disable APB / Allow Access during Lockdown Mode: When
the option is selected, the card will be exempt from the Lock Card Time setting and
the APB setting. In addition, this card will be allowed access to doors when
Lockdown Mode is activated.

For details on Lock Card Time, refer to Step 2: Configuring the Doors or Elevator
Floors in Chapter 4. For details on Lockdown Mode, refer to the Device View section
in Chapter 3.

Note: The Allow Access during Lockdown Mode function only works with:

GV-AS210/2110/410/4110/ 810/ 8110 with firmware V1.23 or later
GV-AS2120 with firmware V1.35 or later
GV-AS1010/ 1110 with firmware V1.0 or later

Access Group: Access Groups control which personnel can access which door and
at what time. For details, see 4.5 Setting Access Groups.

For first-time user of the GV-ASManager, the access group is not yet established.
Select User Define for test run.

Controller: The Controller column displays the associated doors. The selection for
each door will be automatically brought up when one access group was entered.

For first-time user of the GV-ASManager, select 24-hour access for each door for
test run.

Data Group: Assign the card to a data group or select No Groups to disable the
data group function. You can then allow or forbid a user to read/write/execute the
functions listed under the data group. Refer to Adding a New User in Chapter 8 for
more details.

4. Present the enrolled card to the reader. Once the card has been accepted, the message
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Note: Depending on the controller models, up to 40,000 or 100,000 cards can be supported.

The first 40,000 cards created will be labeled as and cards 40,001 ~ 100,000 will be

labeled as [0,
Edit the Card ﬁ
User:
Card Mumber: 00-1181 Card Code: Wisgand26
Card Status: 'Lk:live v‘ Card Type: | Nomnal 7]
[] Activation Date: 7 302007
[7] Deactivation Date: w32y
Pin Code: sene [] Disable Lock Card / Disable APB / Allow Access during
Lockdown Mode
Privilege: No Priviege - | Support Devices: ok
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4.3.2 Adding a Group of Cards

Before you use the Batch function to enroll new cards, please note that the group of cards

must be numbered sequentially.

1. On the menu bar, click Personnel and select Cards. The Card List dialog box appears.

2. Click the Batch New button on the toolbar. This dialog box appears.

Batch new cards ﬁ
Card Number: 10_- 000D ~ 100-00500
Card Code: [ Wiegand26 -
Card Status: | ctive v| Card Type: Normnal -
| (¥ Activation Date: o ﬁ
|
| Itk Oee] =
| PinCode: sane . Privilege: No Privilege >
|
| [ ] User Define 01: [ User Define 04:
|
N = =]
| | User Define 02: [ User Define 05:
| | =zl | =~
| [T User Define 03: [] User Define 06:
| | =] | =}
|
| : «| [ Disable Lock Card / Disable APB / Mlow Access during
| L [MWH ] Lockdown Mode
| Data Group: [M Groups v]
- oK | [ Cancel
I
Figure 4-14

3. The settings in the dialog box are the same as those of adding a single card. See Step 3
in 4.3.1 Adding a Single Card.

Note: Cards that were enrolled using the Batch function will have the same PIN. If you want
to change the PINs of certain cards, you have to enter the PIN using the Edit function on the
Card List dialog box.
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4.3.3 Adding a Passcode

When the authentication mode is set to Card Mode, the user can either present a card or

enter a passcode to gain access. Follow the steps below to create a passcode.

Note:

1. The Passcode function is only supported by:

GV- AS1010/ 1110 firmware V1.1 or later

GV-AS210/2110/410/4110/ 810/ 8110 & GV-EV48 firmware V1.3 or later
GV-AS2120 firmware V1.35 or later

GV-CS1320 firmware V1.0 or later

Passcode is not supported when exporting or importing card data.

1. On the menu bar, click Personnel and select Cards.
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2.

3.
4.

n

. [ .
Click the New Passcode button [w.r..| on the toolbar. This dialog box appears.
New a Card - Assign to [ Alvin ] - ﬂ
ser: Alvn -
Passcode Card Cods: Paescode
Card Number: | Card Type: Nomnal -
Card Status: A ,]
[7] Activation Date: 732007
e : 7/ 2017 [] Désable Lock Card / Disable APB / Allow Access during
[[] Deactivation Date: ! Lockdown Mode
Privilege: 'No Frivilege -|
User Define 01: | | User Define 04: =]
|tser Define 02 l LI User Define 05: LI
[ser Define 03: l ;l User Define 06 LI
Access Group: |Ddaul vl [%]
= | AsController

Door 1 24-hour restricted

Door 2 249-hour restricted
Dsta Group: No Groups - ] [ OK I [ Cancel ]

Figure 4-15

Type a Passcode consisting of 4 to 8 numbers.

The rest of the settings in the dialog box are similar to those of adding a single card. See
Step 3in 4.3.1 Adding a Single Card.

After the Passcode is created a card number will be assigned to the passcode.
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4.3.4 Importing/Exporting Card Data

You can import and export card data in mdb, xls, or csv format.

To export card data:
1. On the Card List window (Figure 4-12), select desired cards using Ctrl + left click.
2. Click the Export button and select Export to Access or Export to Excel.

3. Assign the file path, and optionally enter password to export card data.

Note: The Excel file format does not support the password protection.

To import card data:

1. On the Card List window (Figure 4-12), click the Import button and select one of these
options: Import from Access, Import from Excel, Import from CSV, or Import from
Others.

2. Assign the file path and type the Password if necessary. Click OK. This dialog box

appears.

You can define the field mappings. Set Mappings to specify the comespondence between fields in the Card and

field in the Source.
Select Source Table: Cardhalder v] [ Auto mapping ] ’ Clear mapping
Card Fields Type <> Source Fields Type
CardMao adVarWWChar £
CodeType adUnsigned Tinylnt L=
CardType adUnsigned Tirylnt =3
CardStatus adUnsigned Tinylnt =3
ActivationDate adDETime Stamp 3
Deactivation adBoalean €
DeactivationDate adDBTime Stamp €=
FinCode adVarWChar £z
Privilege adUnsigned Tirylnt =3
Disable LockCard adBoolean £z
Import l [ Cancel
Figure 4-16
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3. Select the Source Table you want to import.

4. Click the Auto mapping button to automatically map the Source fields to the current card
data fields.

5. You can also manually map the fields by clicking the columns under Source Fields.

6. Click Import to import card data.
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4.3.5 Customizing a Card Data Field

You can customize data fields for cards. Up to six fields can be created for card data entry.

When a custom field is created for cards, the field label will be displayed on the Edit the Card
/ New a Card dialog box where you type the actual data for each card.

To customize a card data field:
1. On the Card List window, click User Define Fields Setting.

2. Select one User Define field, and type the text to be displayed as the field label. In this
example, a Department field was created.

User Define Fields Setting =
User Define 01: User Define (4:
Department
User Define 02: User Define 05:
User Define 03: User Define D6:
[ ok | | cancel
Figure 4-17

To enter card data:

1. On the Card List window, click the New button on the toolbar or double-click a desired
card to edit the card.

2. Click in the custom data field and enter the appropriate information. In this example,
human resources is entered in the created Department field.

User: M“_«J

Card Number: - @ Card Code: Wiegand25 -]

Card Status: Active YI Card Type: INorrnaI YI

[ Activation Date: 8/25/2017

[ Deactivation Date: B/25/2017

Pin Code: sene [ Disable Lock Card / Disable APB / Allow Access during

Lockdown Mode

Privilege: INo Privilege VJ

Department: I|Human Flesources| ﬂl User Define 04: Ea|
Figure 4-18
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4.4 Setting Weekly Schedules

This section will help you define the daily and holiday access times. Up to 254 weekly
schedules may be defined with two default weekly schedules for “deny access” and “full
access’.

Before creating weekly schedules, it is helpful to map out all possible usages of weekly
schedules for the site. For example: consider the variety of access hours for employees,
consider requirements for janitorial personal who may need night access, consider
requirements for service or repair personnel who may need all hours access, consider
requirements for supervisory staff who may need extended hours access and etc.

e Step1 Setting Time Zones

Define the minutes and hours of the day when a user is granted access to a secure
site. The minimum time duration is 5 minutes.

e Step 2 Setting Weekly Schedules
Define the days of the week when a user is granted access to a secure site.
e Step 3 Setting Holidays

Define specific dates as holidays and special days.
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This section provides examples of setting the following time zones:
e Day shift — 09:00 to 19:00 hours
¢ Night shift — 19:00 to 9:00 hours (cross midnight)
e Supervisor — 07:00 to 24:00 hours

1. On the menu bar, click Setup and select Time Zones. This dialog box appears.

Time Zone Setup
© o | & (&) [
601 2 3 4 5 6 7 B 9% 10 11 12 12 14 15 16 17 18 19 20 21 22 23 24 (.
[IFIET IS IVUTArS EATIV IS AT VAV B AT ST VAV ...I...I...I...I...I...I...I...I...I...I...I...I...I...I...I:..I
0: Deny Access i L
265 Full Access |
1 1: Day Shit I i
2:2 Night shf I I
]
23:15
B Access Time
Deta Grovp: o) |G
Figure 4-17

2. Click the Add button 2. This dialog box appears.

Please Enter ID

v
M ame: day shift
Figure 4-18

3. The ID is the number of the time zone. The system will automatically create the ID based
on how many time zones have been added. Give a Name to the time zone you are going
to define. Click OK.

For example, name the Time Zone 1 as day shift.

4. Click the Add Access Time button . Then drag the mouse on the timeline to define a
period of access time.

For example, the time of day shift is from 09:00 to 19:00.

47



Q GeoUision:

48

To create the second time zone, click the Add button and name it as night shift. Then
click the Add Access Time button. Drag the mouse on the timeline to set the time from
19:00 to 24:00 and from 00:00 to 09:00.

To create the third time zone, click the Add button and name it as Supervisor. Then click
the Add Access Time button. Drag the mouse on the timeline to set the time from 07:00
to 24:00.

You can use the Data Group drop-down list to assign the time zone to a data group or
select No Groups to disable the data group function. You can then allow or forbid a user
to read/write/execute the functions assigned under the data group. Refer to Adding a New
User in Chapter 8 for more details.

Click OK. The three time zones have been defined.



4.4.2 Step 2: Setting Weekly Schedules

This section provides examples of setting the following weekly schedules:
e Schedule-Day shift — Monday through Friday, 09:00 to 19:00 hours
e Schedule-Night shift — Monday through Friday, 19:00 to 9:00 hours

e Schedule-Supervisor — Monday through Sunday and Holidays, 07:00 to 24:00 hours

1. On the menu bar, click Setup and select Weekly Schedules. This dialog box appears.

Schedule Setup @
Qe
24-hour restricted
Monday Deny Access f ! |
2&-hour access
Tuesday Deny Access | J |
Wednesday Deny Access f J |
Thursday Deny Access | ' ' ' J ' ' ' |
Friday Deny Access [ J |
Saturday Deny Access | J |
Sunday Deny Access [ J |
Hal. Deny Access | J |
Data Group: No Groups QK ] [ Cancel l
Figure 4-19

2. Click the Add button. This dialog box appears.

Please Enter ID

o
Mame: Schedule-empl

Figure 4-20

3. The ID is the number of the weekly schedule. The system will automatically create the ID
based on how many time schedules have been added. Give a Name to the weekly
schedule you are going to define. Click OK.

For example, name the Weekly Schedule 1 as Schedule-Day shift.
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4.

50

From the drop-down lists of Monday to Friday, select the Day shift time zone we have
created. No access is allowed on Saturday, Sunday and Holiday.

Schedule Setup Iﬁ
©e

24-hour restricted

Monday TDaySht [ T N T | -
24hour access
Tuesday T0aysht T T N | ~
Wednesday — 1:paysht [ DN | -
Thursday TDaySht [ T NN T |~
w O D1 -

Saturday Deny Access | ' " i T i i ' | -
Sunday Deny Access [ ' " i T i i ' | -
Hol. Deny Access [ ' i ' ! ' ' ' | ~
Data Group: [No Groups vl [ QK J [ Cancel ]
Figure 4-21

To create the second time schedule, click the Add button and name it as Schedule-Night
shift. From the drop-down list of Monday to Friday, select the Night shift time zone we
have created. No access is allowed on Saturday, Sunday and Holiday.

To create the third time schedule, click the Add button and name it as
Schedule-Supervisor. From the drop-down lists of Monday to Hol, select the
Supervisor time zone we have created.

f Bl
Schedule Setup &3
e
24-hour restricted Monday PA—— .
24-hour access
Schedule - Day shift psisy 3: Supervisor .
Schedule - Night shift Wednesday 3: Supervisor -

Tsdey 3 Supervier

Friday 3: Supervisar

4

Saturday 3: Supervisor -
Sunday 3: Supervisor -
Hol. 3: Supervisor Ao
Data Group: [Nn Groups V] [ oK ] [ Cancel ]
Figure 4-22

You can select a time schedule and use the Data Group drop-down list to assign the time
schedule to a data group or select No Groups to disable the data group function. You can
then allow or forbid a user to read/write/execute the functions assigned under the data
group. Refer to Adding a New User in Chapter 8 for more details.

Click OK. The three weekly schedules have been defined.



4.4.3 Step 3: Setting Holidays

To designate specific dates as holidays and special days on the system:

1.

On the menu bar, click Setup and select Holidays. This dialog box appears.

Haliday (=)
December 2015 January 2016 February 2016 March 2016 April 2016
S M TWwW T F S S M TWwW T F S S M TWwW T F S S M TWwW T F S S M TWwW T F S
12 3 448 12 12 3 456K 12 3 458 12
E 7 8081011 12 34567 83 78 9010 111213 E 7 808101112 34567 89
13 14 15 16 17 18 19 10 11 12[43 14 15 16 14 15 16 17 18 19 20 13 14 15 16 17 [IEEE 10 11 12[13 14 15 16
202122232428 26 171819 20 21 22 23 1222324252827 20021 2223242826 171819 20 21 22 23
27282930 24 25 26 27 28 29 30 2829 /290N 24 25 26 27 28 29 30
kil
May 2016 June 2016 July 2016 August 2016 September 2016
S M TW T F 5 S M TW T F S S M TW T F S SMTW T F S SMTW T F S
1 2 3 4568 7 1 2 3 4 1 2 1 2 3 45 6 1 2 3
8 910011 12 13 14 5 6 7.8 3101 34 5 6 7 8 93 78 91011 12 13 4 5 6 7 & 310
15 16 17 18 13 20 12 13 14 15 16 17 18 10 11 12[13 14 15 18 14 15 16 17 18 13 20 11 12 1314 15 16 17
222324 25 26 27 28 19 20 21 22 23 24 25 171819 20 21 22 23 21 22 23 24 25 26 27 1819 20 21 22 23 24
29 30 A 26 27 28 29 30 24 25 26 27 28 29 30 28 29 30 N 25 26 27 28 29 30
il
October 2016 Movember 2016 December 2016 January 2017
S M TwW T F § S M TwWTF S S M TwWTF S S M TwWTF S
1 12 3 458 12 3 12 3 45687
23 4567 8 E 7 808101112 4 5 6 7 8 910 8 910011 12 13 14
910 1112 13 14 15 13 14 15 16 17 18 13 11 12 13[14 15 16 17 15 16 17 1819 20 A
16 17 1819 20 21 22 202122232428 26 1819 20 21 22 23 24 2223248262728
232425 26 27 28 9 27 2829 30 252627 2829303 29303
oA
Holiday B Soccicl Day 1
Special Day 2 Special Day 3
(0]3 | Cancel
Figure 4-23

Click the Holiday icon and click the dates you want to set as holidays. For example,

e Dec 24, 2016 — Christmas Eve

o Dec 25, 2016 — Christmas Day

e Dec 31,2016 — New Year's Eve

e Jan 01, 2017 — New Year’'s Day

You can designate up to 3 other types of special days for Authentication Schedule and

Exit Button Schedule by clicking the color blocks and clicking the dates.

To delete holidays or special days, click the Remove Holiday icon and click the date you

want to delete.

Note: Holiday dates and special days can cross over to the following year, and certain holiday
dates change from year-to-year. Administrators should review and update the holiday setting
prior to the beginning of a new year to ensure proper holiday coverage.
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4.5 Setting Access Groups

An access group defines which doors or lanes can be accessed at what times. You can

create multiple access groups to suit the schedules of different groups of employees. Instead

of setting the access rights of each card one by one, you can quickly assign a card to an

access group and the access rights of that access group will be applied to the card.

This section describes how to create an access group and assign a card to the access group.

In the example below, an access group was created to give office staff access to all 4 doors

of Controller 1 during daytime shift.

1. On the menu bar, click Setup and select Access Groups. This dialog box appears.

tod Mccess Groups

|8

e

Default

Access Group Name

=|| Controller 1
Gate A
Gate B
Gate C
Gate D
+ | C51320-Brian

Cffice Staff

Schedule-Day Shift
Schedule-Day Shift
Schedule-Day Shift
Schedule-Day Shift

52

+ | AS1010
+| EV48
- LPR1
Lane 1 24-hour access
Lane 3 24-hour access
=/ LPR1200
Lane 1 24-hour access
= LPR 3
Lane 1 24-hour access
Lane 2 24-hour access
Data Group: Mo Groups -
Figure 4-24
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, and give a Name to the new access group. For example, name

Click the New button [
the access group Office Staff.

To define door access for the access group, click the drop-down list next to each door and
select one of pre-defined Weekly Schedules. For example, click the blue text next to Door
1, and then select Schedule-Day Shift.

You can use the Data Group drop-down list to assign the access group to a data group or
select No Groups to disable the data group function. You can then allow or forbid a user
to read/write/execute the functions assigned under the data group. Refer to Adding a New
User in Chapter 8 for more details.

Click OK. The access group for office staff has been created.

To assign the criteria of the access group to a single card, click Personnel on the menu
bar and select Cards. The Card List dialog box appears.

Double-click one listed card. The Edit Card dialog box appears.

From the Access Group drop-down list, select one pre-defined access group, e.g. Office
Staff. The assigned Weekly Schedule will be displayed on the associated door’s field.

Edit the Card - Assign to [ Blake Lively ] (eS|

User: [Blake Lively]

(2

Card Mumber: 254-15747 Card Code: Wiegand26

Card Status: lAdive - I Card Type: Mormal -

[C] Activation Date: 8/ 4/2017
[~ Deactivation Date: 8/ 42017

Pin Code: sese [ Disable Lock Card / Disable APB / Allow Access during
Lockdown Mode

Privilege: l Mo Privilege hd I Support Devices:

User Define 01: | ] User Define 04: [ |

User Define 02: [ User | User Define 05: [ -

User Define 03: | j User Define 06: | ﬂ

Access Group: lOHice Staff ']

= | AS2110 -
Door 1 Schedule-Day Shift

Door 2 24-hour restricted
Door 3 24-hour restricted

Door 4 24-hour restricted

m

= AS1010
Door 1 Work time
= | GV-C51320
Door 1 24-hour restricted

=/ GV-AS1520-Brian

Data Group: No Groups v] OK ] I Cancel

Figure 4-25
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Tip: To customize a particular weekly schedule, select one pre-defined schedule from the

Door / Floor drop-down list, click the Copy button to duplicate the current access group

settings to the user-defined access group.

=l As2110

24-hour restricted
24-hour access
Gate C Work time
Testing time
Gate D Break time

=l As1010

Figure 4-26
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4.6 Setting Users

This section describes how to create a database of user accounts and assign cards to users.

4.6.1 Adding a User

1. On the menu bar, click Personnel and select Users. The User List window appears.
2. Click the New button on the toolbar. This dialog box appears.

User Setup &J

General | Home | Business I User Define I Features I Scan |

First Mame: Middle Mame: Last Name:

Mombree Apelida

Display: Emplayes 1D:

|ﬁ.|:|e||idn Mombree j 0123456789

Cards: o6 v @
[026] 23763838

Wehicles: [+ ) @ 6/“

[T] 5end 5M5 I

Data Group:

IENo Groups P |
B
| |
| |
| |
|

0K | | Cancel
Figure 4-27
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Type a name under Display, which is a required field. Other user information such as
Employee ID, Photo, Home information and Company information are optional entries.

To assign a card or a vehicle to the user,

e Click Add a new card / vehicle |i| to create a new card / vehicle for the user, or

= and double-click one listed card / vehicle to assign an existing card /

e C(Click Add
vehicle to the user.

To send SMS alerts whenever the card(s) assigned to the user is presented to the reader,
select Send SMS.

Note: To send SMS alerts, see 8.2.1 Setting SMS Server to configure the SMS server. For

h

ow to set up SMS alerts, refer to the same settings “Send SMS Alert” at Step 3in 8.2.3

Setting Notification.

You can use the Data Group drop-down list to assign the user to a data group or select
No Groups to disable the data group function. You can then allow or forbid a user to
read/write/execute the functions assigned under the data group. Refer to Adding a New
User in Chapter 8 for more details.

The Home and Business tabs allow you to enter personal information for the user account.

Under the Business tab, if you enable Separation Date, the cards for this user will be

deactivated on the day after the specified date.

Tip: To edit the Business and User Define tabs of multiple users at a time, use Shift + left

click to select multiple users from the User List, right-click the selected users, and click Edit.

B3 User List = @
2 2 = | & a | ®
TN ey Edit Delete Import Export User Define Fields Setting
Search by | User v| i Auto Select | Filter Wiew
User Ernployee [D Departrnent lob Title ext Mabile Birthday Hire Date Phota
LBillL 123456748 Engineetit Mewr 11/25/2013
£ Samir 12345677 Engineetit - 1171872013
bt Edit
B peter G 123456749 Engineeri 11/18/2013
£ Milton 12345676 Engineerin Elete 11/11¢2013
£ Michael B 12346575 Engineetiy Irnport 2 117442013
L Babs 12345674 Caonsultar e v 117472013
8 Mina 12345671 Admin 117472013 -
q User Define Fields Setting 3
Refresh il Users: 415 3 itern(s) selected
Figure 4-28
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You can enroll fingerprints in the Fingerprint tab using GV-GF1911 /1921 / 1922. For details,
refer to Chapter 3 Fingerprint Only Mode in the GV-GF Fingerprint Reader User’s Manual.
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4.6.2 Customizing a User Data Field

You can customize data fields for users. Up to ten data fields can be created for user data
entry.

When a custom data field is created, the field label will be displayed in the User Define tab on
the User Setup dialog box. The actual personal data for each user is entered in the User
Define tab.

To customize a data field:
1. On the menu bar, click Personnel and select User. The User List window appears.

2. Click the User Define Fields Setting button on the toolbar. The User Define Fields
Setting dialog box appears.

3. Select one User Define field, and type the text to be displayed as the field label. In this
example, a Parking Space Number field was created.

User Define Fields Setting =X

Uger Define 01: User Define 06:
Parking Space Number

User Define 02: User Define 07
User Define 03: User Define 08:
User Define 04 User Define 09:
User Define 05: User Define 10:

| ok | | Cance
Figure 4-29

To enter personal data:
1. On the menu bar, click Personnel and select User. The User List window appears.

2. Double-click one listed user to whom personal data should be entered. The User Setup
dialog box appears.

3. Click the User Define tab. The custom data field you have created now is displayed.

58



n Settings

4. Click in the custom data field and enter the appropriate information. In this example, a
number is entered in the created Parking Space Number field:

User Setup &l
| General I Home I Business | User Define | Features|
Parding Space Mumber: User Define 06:
2546 =~ | =l
Uszer Define 02: User Define 07:
| =~ |
User Define 03: User Define 08:
| = =l
User Define 04: User Define 05:
| = =l
User Define 05: User Define 10:
| = =l
Figure 4-30

4.6.3 Importing/Exporting User Data

From the User List window, you can import and export user data in mdb or xIs format. For this
function, refer to 4.3.3 Importing / Exporting Card Data.
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4.7 Adding IO Boxes

To add the GV-I/O Box 4E/8/16 Ports to GV-ASManager over networks for I/O management,
follow these steps:

e Step1 Configuring GV-I/O Box
Establish the communication between the GV-I/O Box and GV-ASManager.
e Step 2 Configuring the input and output functions

Define the input and output pins to be used by the GV-1/0 Box

4.7.1 Step 1: Configuring GV-/O Box to GV-ASManager

1. On the menu bar, click Setup and select Devices. This dialog box appears.

Device List
@O ME = oeqm @eaq

ID Controller Type 1D LPR Type ID I0BOX Type
1 Controller 1 GV-AS1010 1 LPR1 PCLPR

Figure 4-31

2. On the top-right side, click the Add & button. This dialog box appears.
Please Enter ID Iﬂ

ID: 1

Mame: [OBOX A
Type: L
- (ovioBoxs ]

Figure 4-32
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3. Type an ID number and Name for the GV-1/O Box, select Type of the GV-I/O Box and
click OK. The IOBOX Setup dialog box appears.

General Setup | 140

General
IOBOX Name 10BOX |
I0BOX ID 1
Data Group: [ Ne Groups v
e ©

Enable Daylight Saving Setup

Connection
Network - TCR/IP -
IP: 192.168.5.43 &)
Port - 10000
User : admin
Password : I

Figure 4-33

4. Under Connection, select the communication mode between the GV-I/O Box and
GV-ASManager.

o If selecting TCP / IP, type the IP address, port number, login user and login
password. You can also click the Search button |3J to search for GV-I/O Boxes
detected in the same LAN.

o If selecting Local DDNS, type the IP address of the LocalDDNS Service and the
device name to match that of GV-I/O Box’s Web interface registered from the
LocalDDNS Server, the port number, login user and login password.

5. To check if the above connection settings are correct, you can click OK at this step and
back to the main screen. The icon & appearing on the |IOBox window indicates the
connection is established.

6. OPTIONAL settings in the General section:

* Data Group: Assign the I/0 Box to a data group or select No Groups to disable the
data group function. You can then allow or forbid a user to read / write / execute the
functions assigned under the data group. Refer to Adding a New User in Chapter 8
for more details.

. GMT: The current time at the host computer.
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*  Enable Daylight Saving: Enable the Daylight Saving Time function by selecting
your time zone. The system will automatically adjust for daylight saving time.

4.7.2 Step 2: Configuring the input and output functions

1. To define the input and output pins, click the I/O tab. This dialog box appears.

T
IOBOX Setup ﬂ
General Setup | /0
Input
Input 1
Monitor D Name: =
1 Input 1
o 2 Input 2 Input Mode : @NO ) NC
0 3 input 3 [ Latch Enable
[ 4 Input 4
= 5 Input 5 Trigger Output: 03: Output 3 -
O 5 Ll Camera 1:
[ 7 Input 7
[ 8 Input 8 [LPR 3, Camera 9 |
Delayed snapshaot: 1] Sec(0rE60)
Camera 2 :
[LPR 1, Camera 8 |
Delayed snapshaot: 1] Sec(0rE60)
Trigger Device : (@ Cortroller @ LPR
Device : [AS1010, Door 1 -
Action [None v]
< | T | ¥
Qutput
Output 3
Monitor 1D MName
Enable
[ 1 Output 1
] 2 Output 2 Output Mode : @NO )NC
3 B Trigger Mode :
0 4 Output 4 (@ Mormal
5 Output 5 -
[ 6 Output 6 () Toggle
O 7 Output 7 () Pulse : 0
] 8 Output 8 o 1
[ Mone v]
Delayed snapshot: 0 Sec{0~&0)
Camera 2 :
[LPR 1, Camera 5 -
4 m [ b Delayed snapshot: 0 Sec(l™E0)
OK ] [ Cancel l
Figure 4-34

2. Click Monitor to select an input/output to be used by GV-I/O Box.
[Input]
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m  Enable: Click to enable this Input function.
B Input Mode: Configure the input to NC (normally closed) or NO (normally open) mode.
B Latch Enable: Instead of constant output alarm in N/O and N/C, the option provides a
momentary alarm when triggered.
®  Trigger Output: Select an output pin to trigger when the input is detected.
B Camera 1/ 2: Select a camera to take snapshots upon input trigger.
B Delayed snapshot: Type the number of seconds to delay capturing the snapshot after
input is triggered.
B Trigger Device: Select a controller or LPR device to trigger door or lane operations.
[Output]
B Enable: Select to enable this Output function.
B Output Mode: Configure the input to NC (normally closed) or NO (normally open) mode.
B Trigger Mode:
. Normal Mode: Output continues to be triggered until the source of the output
condition is stopped.
e Toggle Mode: Output continues to be triggered until a new input trigger ends the
output.
*  Pulse Mode: Output is triggered for the amount of time set in the Sec field.
B Camera 1/ 2: Select a camera to take snapshots upon output trigger.
B Delayed snapshot: Type the number of seconds to delay capturing the snapshot after

output is triggered.
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Chapter 5 Video Integration

GeoVision IP devices and certain third-party IP cameras can be connected to the
GV-ASManager through the network. Live video can then be accessed and snapshots will be

captured when an event is triggered.

The GV-ASManager provides the following video features:

Live view
Video playback
Monitor up to 16 cameras at one time

Text Overlay

Note:

1. GeoVision IP devices include GV-DVR / NVR / GV-VMS, GV-Video Server, GV-Compact
DVR and GV-IP Camera. For compatible third-party IP cameras, see Appendix A.

2. To connect third-party IP cameras to GV-ASManager V2.3 and earlier versions, a NVR
Dongle is required.

3. The GV-ASManager only supports GV-DVR / NVR of version 8.120 or later.

4. Dewarping of GV-Fisheye IP Camera is only supported when using MultiView, and the
source image can only be dewarp into Single View mode.
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5.1 Mapping Cameras

To map a camera from the GV-DVR / NVR / VMS to a door, you must first enable the

following service for video access:

¢ Enable Control Center Server (CCS)

To map cameras to a door:

1. On the menu bar, click Setup and select Cameras. This dialog box appears.

Camera List ﬁ
| Seach || Add || Modfy || Remove |[ Smc |

BN VMS(192.168.6.232)

- Cameral
- Camera2
- Camera 3
- Camerad
- Camerad
- Camera &
- Camera 7
- Camerad
- Camerad
- Camerall
- Camerall
- Cameral2

| ok | | Cancel

Figure 5-1

e Click Add, select the type of the IP device, and type its IP address and login
information.

e Click Search to detect all GV-IP Devices or GV-DVR / NVR / VMS on the same LAN.
After the found device is added, click the Modify button to enter its login ID and
password.

o  Click Sync to synchronize the camera names created from GV-VMS
2. Click OK and return to the main screen.
3. On the menu bar, click Setup and select Devices. The Device List dialog box appears.

4. Double-click one listed controller and click a Door tab in the Controller Setup dialog box.
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5.

6.

In the Camera Mapping section, use the drop-down list under First Camera and Second
Camera to select a camera you just added.

Camera Mapping
First Camera:

| VMS(192.168,6.232), Cameral || &

Delayed snapshot:
0 Sec(ImED)

Second Camera :
[VMS(192.168.6.232), Camera1 | [¥)

Delayed snapshot;
0 Sac(0™ED)

| Authentication Schedule | (L]

| Bt Bution Schedule |

Figure 5-2

You can enable Delayed snapshot by typing the number of seconds to delay capturing
the snapshot after an event is triggered. For example, if the camera is installed 10 meters
away from the card reader and it takes 5 seconds for the user to walk pass the camera
after presenting the access card, you can delay the snapshot for 5 seconds.

Click the specific door on the Device View window. The associated live view is displayed
on the Live Video window.

Tip:

You can modify the host or camera name in the DVR List dialog box (Figure 5-1) by
clicking the listed name directly.

GV-ASManager is compatible with third-party IP devices using RTSP, ONVIF and PSIA
protocols. To connect through RTSP, ONVIF and PSIA protocols, click the Add button,
select Add IPCam Mapping and select Protocol in the Brand drop-down list to choose
the type of protocol. For the RTSP commands, refer to the third-party IP camera’s user
manual.
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5.2 Accessing a Live View

After mapping cameras to doors, use one of the following methods to access a live view on
the Live Video window:

e On the Controller / LPR window, click the desired door. Its associated live view will
appear.

e On the Camera List window, click the desired camera. Its associated live view will
appear.

e On the Alarm Monitor and Access Monitor windows, click the desired event. Its
associated live view will appear.

To access live views from multiple IP devices, see 5.4 The MultiView Window below.
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5.2.1 Live Video Window

Live Video ?

Figure 5-3

The controls on the Live Video window:

No. | Name Function

] Switches between two cameras when you have mapped two
1 | Camera List
cameras to the selected door.

2 | Previous / Next Camera | Switched to the previous or the next camera.

3 | BestFit Rescales the image to fit any resized window.
4 | Actual Size Displays the image in its original size.
5 | Zoom Zooms in or out the image.

Displays a thumbnail view (No. 7). When the image size is
6 | Thumbnail larger than the Live Video window, drag the box in the
thumbnail view to have a close look at the image.

7 | Thumbnail View See the description in No. 6.
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5.3 Accessing a Video Image

You can access the video image captured after the access and alarm triggered event.

e On the Access Monitor or Alarm Monitor window, double-click the desired event to
display the image. Or, right-click the desired event and select Show Image to display the
image. Notice if there is no image retrievable, the option will be grayed out.

5.4 The MultiView Window

The MultiView window provides a quick view of up to sixteen preset cameras on one screen.

These cameras can be a mix of cameras from several IP devices.

To open and use MultiView:

1. On the menu bar, click View and select MultiView. The MultiView window appears,
similar to Figure 5-4.

2. Drag the desired camera from the Camera List window, and drop it to a grid on MultiView.

20 .

|2: Camera 1 v | 4P P> & | Mutiview =

4 | 33 | 22 1d |

o

Figure 5-4
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The controls on the MultiView window:

No. | Name Function

1 | Layout Select the number of channels to display.

2 | Camera List Select the desired camera.

3 | Previous / Next Camera | Go to the previous or next camera view.
Select the installation site of the fisheye camera, and then

4 | Fisheye right-click the camera view to dewarp the circular source
image into single view.

o Select an existing Matrix View from the drop-down list. For

5 | Matrix View ) ) o
details, see 5.4.1 Adding a Matrix View.

6 | Add Matrix Add a Matrix View.

7 | Delete Matrix Delete a Matrix View.

Note: It is possible to drag the MultiView window out of the main screen and even drag the
window to place at the second computer monitor.
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5.4.1 Adding a Matrix View

A Matrix View, or a group of views, is a programmed arrangement of frames in the MultiView
window that can present up to sixteen different camera views. Multiple Matrix Views can be
added as required.

1. In the Matrix View drop-down list (No. 5, Figure 5-4), type a name for the Matrix View.
2. Click the Add Matrix button. The Matrix View name is created.

3. Drag the desired camera from the Camera List window to an available frame in the
window. The video associated with the camera is displayed in the frame.

4. You can repeat Steps 1-3 to add more than one Matrix View. And use the drop-down list
to change to a different Matrix View.
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5.5 Retrieving Recorded Video

Recorded videos can be reviewed by retrieving the videos from the GV-DVR / NVR / VMS
and playing it back. Before you can review videos recorded on the GV-DVR / NVR / VMS, the
following function must be enabled to allow remote access:

o Enable Remote ViewLog Service on Control Center Server

To play back a video:

. On the Access Monitor or Alarm Monitor window, click the desired event. If recorded
video exits, the Playback window will be enabled. Click the Play button to play the video

Playback -
| 1:-152.168.0.8 - FD320D - |

clip.

BI30/2011 17:26:01 623

Figure 5-5

Playback scrol Move to prev 1 min

Move to prev 5 min

e ———————————————————————————

8302011 17:26:01623 )

Pause | Home |Forward
Play Stop Backward End Move to next 1 mir

Move to next 5 min

Figure 5-6
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Right-click the window to have the following features:

Play Mode Includes these options:
¢ Frame by Frame: Plays back video frame by frame.
¢ Real Time: Plays back video on real time. This mode saves waiting
time for rendering, but drop frames to give the appearance of real-time
playback.
o Auto Play Next 5 Minutes: Plays back video up to 5 minutes.
e Audio: Turns on or off the video sound.
Render Includes these options:
¢ Deinterlace: Converts the interlaced video into non-interlaced video.
¢ Scaling: Smoothens mosaic squares when enlarging a playback
video.
¢ Deblocking: Removes the block-like artifacts from low-quality and
highly compressed video.
o Defog: Enhances image visibility.
o Stabilizer: Reduces camera shake.
o Text overlay’s camera name and time: Overlays camera name and
time onto the video.
¢ Text overlay’s POS/GV-Wiegand: Overlays POS or GV-Wiegand
Capture data onto the video.
o Full Screen: Switches to the full screen view.
Tools ¢ Snapshot: Saves a video image.

Save as AVI: Saves a video as avi format.

Download: Downloads the video clip from a GeoVision IP device to
the local computer.

73




Q GeoUision:

5.6 Using Text Overlay

You can overlay GV-ASManager’s data such as user information, company information and
LPR data, on the camera view of your mapped cameras from GV-VMS. For details on

mapping GV-IP cameras, see 5.1 Mapping Cameras.

Note: This function only supports GV-VMS V16.10.3.0 or later.

1. After mapping cameras from GV-VMS, you need to enable the Text Overlay setting.

o For GV-IP cameras, on the menu bar, click Setup, select Devices, double-click the
ASController, and click the Door tab. In the Camera Mapping section, click the Text

Overlay icon T pesides the cameras.

Camera Mapping
First Camera:

| VMS(192.168.6.232). Camera1 v |

Delayed snapshot:
0 Sec(0™E0)

Second Camera ;

| VMS(192.168.6.232). Camera -|

Delayed snapshot;
0 Ses(0™E0)
Figure 5-8

. For GV-LPR cameras, on the menu bar, click Setup, select Devices, double-lick the
LPR camera, and click the Lane tab. Select up to four cameras connected to
GV-VMS to be Recognition Cameras. Click the Text Overlay * icon besides the
cameras.

Recognition Camera:
1. | Camera 1 >| 3.[None |

2[l'.‘amem2 "] 4, | Mane ‘

Figure 5-9
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2. Click OK to return to the Device List.

@OeqQ MK = oeqm
D Controller Type D LPR Type
1 Contraler 1 GV-AS21XX 1 LPR1 PCLPR
2 Contraller 2 GV-ASB1XX
Figure 5-10

3. Click the Camera Text Overlay icon . In this case, the icon above the LPR camera is
selected.
4. Select at least one icon from the list to display the text onto the camera view. For example,

if you select the company’s icon ﬁﬁ, the name of the company will be printed on the
camera view.

Text overlay (For LPR Log) . v &

BologT ca brmaiio ne Be 2 |
EA S “

[ ok Cancel

Figure 5-11

Make sure the Text Overlay setting is also enabled on the GV-VMS (Home > Toolbar >
Configure > Video process > Text Overlay Setting > Print ASManager Text on Screen)
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Chapter 6 Anti-Passback

The Anti-Passback is used to ensure one-card and one-way access into and then out of a

controlled area. This function prevents users from passing their cards back to a second

person to gain entry into the same controlled area. Depending on the number of controllers

and communication link, there are three types of Anti-Passback operations: Anti-Passback,
Local Anti-Passback and Global Anti-Passback.

Anti-Passback is performed only on one controller, while Local Anti-Passback and Global

Anti-Passback can be performed on multiple controllers. Anti-Passback is performed through

either RS-485 or TCP/IP connection, while Local Anti-Passback and Global Anti-Passback
are performed only through TCP/IP connection. The following table lists the supported

operations among GV-AS / GV-EV Controllers.

Model

Anti-Passback

Local Anti-Passback & Global
Anti-Passback

Yes (GV-ASBox or GV-ASNet

GV-AS100/110/120 Yes .
required)

GV-AS1010/ 1110
GV-AS210/410/ 810

Yes Yes
GV-AS2110/ 2120
GV-AS4110/8110
GV-CS1320 Yes Yes
GV-AS1520 Yes Yes
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6.1 Anti-Passback

Anti-Passback is used on one controller only. For this application, select by Card — Local
or by User — Local at the Door tab of the Controller Setup dialog box.

B By Card - Local: Select this option to monitor the access into the controlled area by
cards. This option enables multiple cards to be used simultaneously by the same user.

B By User — Local: Select this option to monitor the access into the controlled area by
users. This option prevents the same card from using by multiple users.

Controller Setup
Door
Manitor
Name: Door 1
Common Password : i 48 digits(0™5)
[ Urgent Code :
Lock Reset Time : g Sec(1™255)
K (Handicap Card)
Held Open Time : 10 Sec(lr9599)
10 (Handicap Card)
Lock Card Time: Entrance: 0 Sec(lr65535)
Bdt: 0 Sec(655:35)
Fire: Action IUnc:hange ,I
Reader's Keypad Anti-Fassback
Entrance @ None
7] Exit |*) By Card - Local |
Card - Global
GeoFinger ) ByGa -
Entrance I By User - Local |

Figure 6-1

To reset Anti-Passback on GV-ASManager or GV-ASRemote, right-click the Host or
Controller icon on the Controller window (Figure 3-3) and select Reset Anti-Passback.

Note: The By User — Local option is supported only by GV-AS2 / 4 / 8 series Controllers and
GV-AS1520 firmware version 2.0 or later.
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6.2 Local Anti-Passback

Local Anti-Passback is used on multiple controllers which are associated with network
connections. Before you start, the following conditions must be true:

e The communication mode between GV-ASManager and the controller is Ethernet.

e LAN environment is applied.

Here we will explain how to combine three controllers together to operate the Anti-Passback
(APB) function. Since Anti-Passback is performed in a network connection, every controller
has a unique IP address. When three controllers are connected for Anti-Passback, an APB IP
address is then applied for interaction.

For example, Controller No. 1, No. 2 and No. 3 are combined in sequence, as illustrated
below. APB IP is the IP address of the associated controller.

IP of Controller No. 1 is 192.168.0.11; APB IP of Controller No. 1 is IP of Controller No. 2.
IP of Controller No. 2 is 192.168.0.12; APB IP of Controller No. 2 is IP of Controller No. 3.
IP of Controller No. 3 is 192.168.0.13; APB IP of Controller No. 3 is IP of Controller No. 1.

Controller No. 1
IP:192.168.0.11
APB 1P:192.168.0.12

Controller No. 2
IP:192.168.0.12

APB IP:192.168.0.13
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To configure Anti-Passback for the three Controllers:

n Anti-Passback

1. Access the Function Configuration page of the Controller No. 1 Web interface. In the
Series Function (APB & Fire) section, select Enable and enter Info IP that is the IP
address of Controller No. 2, e.g. 192.168.0.12.

Basic Setting

Network Configuration
Other Configuration

Firmware Update

m

Security Configuration

Advanced Setting

]

Function Configuration

Parameter Configuration Part1
Parameter Configuration Part2

Time Configuration

Door/Gate 4

Function:

Authentication Mode:

Door Control

-

Authentication Schedule Mode  ~

Series Function(APB & Fire)

Enable/Disable:

Info IP:

Enable

192

-

168 . 0 . 12

Access the Function Configuration page of the Controller No. 2 Web interface. In the

Series Function (APB & Fire) section, select Enable and enter Info IP that is the IP

Access the Function Configuration page of the Controller No. 3 Web interface. In the

Series Function (APB & Fire) section, select Enable and enter Info IP that is the IP

Figure 6-2
2.
address of Controller No. 3, e.g. 192.168.0.13.
3.
address of Controller No. 1, e.g. 192.168.0.11.
4.

On the ASManager, select Local Anti-Passback (Figure 6-1) to start the function.
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6.3 Global Anti-Passback

Global Anti-Passback can not only prevent the use of a card to gain successive entries, but

track the user around the site.

The diagram below shows a typical site controlled by access control. The following sections
will guide you through the steps you would need to go through to configure this site for Global

Anti-Passback.

Reader A Reader C
(Entry) (Entry)
[ RECEPTION O FACTORY
Door A Z Door B E Reader G
(Entry)
] Reader B Reader D O
OUTSIDE (Exit) (Exit) boor b ;
1 Reader H
Reader E SALES (Exit)
(Exit)
O
MEETING Door C
ROOM \
Reader F
(Entry)
Figure 6-3

6.3.1 Step 1: Enabling Global Anti-Passback

Select By Card — Global at each Door tab of the Controller Setup dialog box (Figure 6-1).
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6.3.2 Step 2: Configuring Areas

This step is to define the Entry and Exit areas for each door and name the areas properly.

e On the menu bar, click Setup and select Areas. This dialog box appears.

Area Settings u
:E | = Door:
Area = @ Controller 1
Dioor A goes from Reception to Outside
%Global :i\rea Door B goes from Reception to Sales
Hece.ptlon Door C goes from Sales to Meeting Room
Mesting Room E Door D goes from Sales to Factory
005 Sales
E Outzide
@ Factory

Lane:

E &) LPR1
Lane 1 goes to Global Area
Lane 3 goes to Global Area
= &= LPR1200
B Lane 1 goes to Global Area
E & LPR3
Lane 1 goes to Global Area
Lane 2 goes to Global Area

Bxit From: Erter To:
’SEI|ES - ] ’ Factory -

Figure 6-4

Enter to is the area where you enter by accessing the Entry reader. Exit to is the area where
you exit to by accessing the Exit reader. In this case, we set up like this:

Door A: Enter to Reception; Exit to Outside

Door B: Enter to Reception; Exit to Sales

Door C: Enter to Sales; Exit to Meeting Room

Door D: Enter to Factory; Exit to Sales
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6.3.3 Step 3: Configuring Readers

This step is to define the Entry and Exit readers for each door. The reader definition tells the
GV-ASManager which reader controls the access across the area boundaries.

When users access unauthorized readers, the message Access Denied: APB (Wrong Area)
will be displayed and the door will remain locked. When users access the same reader
successively, the message Access Denied: APB (Double Entry) will be displayed and the

door will remain locked.

To define readers, go to the Web interface of the GV-AS / GV-EV Controller, and in the left
menu, click Wiegand Setting for Wiegand readers or Extended Reader for RS-485 / TCP/IP
readers. In the example below, Wiegand reader A (Entry) goes from Outside to Reception,
Wiegand reader B (Exit) goes from Reception to Outside and etc.

. WY W Y T TYU T
Wiegand Function

Basic Setting Wiegand A DoorGate A Entry ¥
s Network Setting

+ Other Setting Wiegand B DoonGate A Exit v
O ALLCEL U L Wiegand C DoorGate B Entry »
s Account Setting
Advance Setting Wiegand D DoorGate B Exit |+
s Function Setting

+ Parameter Setting Wiegand E DoonGate C Entry v

Time Settin

' s Wiegand F DoorGate C Exit v
s Input Setting

s Output Setting Wiegand G DoorGate O Entry |+
+ Wiegand Setting

Extend Device Wiegand H DoonGate D Exit v
s« Extend Reader

Figure 6-5

6.3.4 Step 4: Configuring Door Contacts

This step is to define the door contact sensor for each door. When the door contact sensor is
triggered and the door is unlocked, the GV-ASManager can tell the location of the user based
on your area definition at Step 2.

To define door contact sensors, go to the Web interface of GV-AS / GV-EV Controller and

click Input Setting. In the example below, Input 01 is set as Door Contact of Door A, Input 02
is set as Door Contact of Door B and etc.
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« Network Setting Input Configuration

* Other Setting

s Firmware Update

Input Function

* Account Setting 01 R MO~ Decr 4 ~ DoorConfact  ~
Advanced Setting 02 Input_02 MO - Door B ~ DoorContact =
* Function Setting 03 Ingut_03 MO - Door C. | ovepm—
* Parameter Part1
04 Tnput_04 NO v Dieor D * Door Contact
* Parameter Part2
05 Input_05 - - i -
» Time Setting s Ne Normal lnpot ~ Latch Disable
e Input Setting ] 06 Input_06 NO - Normmal Inpnt ~ Latch Disable ~
Figure 6-6
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6.3.5 Step 5: Monitoring Areas

To monitor the areas for each door, select Monitoring on the menu bar and select New Area
Monitor. After a card is swiped to enter an area, the GV-ASManager can distinguish which
cardholders are granted access to which areas. In this case, the access from the card
number 244-36572 is granted to the meeting room for the cardholder lan Anston.

Users Cards Vehicles
Location Status = |@| ==
Eﬂ TEST198-PC (@) | | Card number User

Global Area B:: B:17 =:10 244-36574 [ Ian Anston
Factory B:0 B:0 =:0
Meeting Room B:0 B:1 =:0
Outside B0 B:0 =:0
Reception B:: B:: =:0
Sales B0 B:0 &=:0

Figure 6-7
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6.3.6 Step 6: Locating Users

To locate a user, select Monitoring on the menu bar and select New Locate People.

When the Exit or Entry reader is triggered, the GV-ASManager can tell if users follow
Anti-Passback rules and then grant or deny access. When the door contact sensor is
triggered, the GV-ASManager can tell the location of the user. In this case, Christine Downes
is granted access from the Entry reader of Door A and now she is in the reception area.

User Location User: Christine Downes
=N TEST198PC(12) ————————— = Message Door Direction  Local Time
Brendy Wiliams Global Area @) Access Granted Door & Out 9/15/2017 4:58:10 PN
lan Anston Global Area i ] Access Granted Door A In 8,15/2017 5:00:09 P|
Tom Hiddlestion Reception —
Rachel Mil Global Area
David Wang Global Area
Scarlett Johansson Global Area
Blake Lively NAA
Chris Hemsworth Global Area
Alex Urda Global Area
Brad Macal Global Area
Christine Downes Reception
Joyce Change NAA
Figure 6-8

To reset Anti-Passback on GV-ASManager or GV-ASRemote, right-click the Host or
Controller icon on the Controller window (Figure 3-3) and select Reset Anti-Passback.
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Chapter 7 Patrol Tour

Patrol Tour can be created to require security staff to check in at the specified locations

during a certain time period.

7.1 Creating Patrol Tour

Create weekly Patrol Tours by specifying the doors where the security staff needs to check in
during the specified time period. If the security staff does not present their cards at the
specified door on time, an alert notification can be sent using e-mail or SMS message.

1. On the menu bar, click Setup and select Patrol Tours. This dialog box appears.

Add Patrol Tour

Add Patrol Point

% Patrol Tour ?@@
Qs 0 ©
Patrol Tour Controler  Door  Time D s B e B e 12l 1 B e J B P 22
& Patrol Tour 1 Sunday

Monday

Tuesday

Wednesday

Thurgday

Friday

Sahuday

< >

Figure 7-1

2. To create a new Patrol Tour, click the Add Patrol Tour button on the left.
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3. Select a day in the timeline and click the Add Patrol Point button above the timeline.
This dialog box appears.

Add Patrol Point (Sunday) X
Contraller: Contraller 1 w
Doar: Croar 1 w
Time: 5 (|0 w
Buffer Penaod: 30 s | [05:30-06:30]
Ewtended Buffer Period: a0 w | [04:50-0710]

Patrol kezzage; Patrol Meszage 1 w D

Figure 7-2
4. Select the location and check-in time of the Patrol Point:
B Controller: Select the controller of the door that the security staff needs to patrol.
B Door: Select the door that the security staff needs to patrol.

B Time: Select the time when the security staff should check in at the selected door by
presenting the card.

m  Buffer Period: Specify the Buffer Period in minutes, which will be added before and
after the check-in time specified above. Security staff checking in during the buffer
period will be considered on time. Using Figure 7-2 as an example, the security staff
needs to check in between 5:30am and 6:30am to be considered on time.

B Extended Buffer Period: The Extended Buffer Period will be added before and after
the Buffer Period specified above. Security staff who checks in during the Extended
Buffer Time is considered late or early, and alert notification can be set off if enabled.
Using Figure 7-2 as an example, check-ins between 4:50am - 5:30am will be marked
as Early, while check-ins between 6:30am — 7:10am are considered late.

B Patrol Message: Click the ... button to type an alert message that can be sent using
e-mail or SMS when the security staff is on time, early, late or absent.

Note: Security staff checking in outside the Extended Buffer Period will be marked as absent.

5. Click OK.
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6. To add more Patrol Points, select a day and click the Add Patrol Point button again to
repeat the steps. You can also drag a Patrol Point to another day of week to create a

copy.

Below is an example of a completed Patrol Tour, where the dark green zone is when the
security staff needs to check in and the light green zone is the extended buffer period.

% Patrol Tour

[ERC =N i Q@@
Patrol Tour Controller Docr  Time 0 12 14 16 18 220 22
i Campus East Side Controller 1 Door1  [05:30- DE:30] [04:50 - 07:10) ] 050
Sunday Contraller 2 Door 1 [08:30-0930]0 [07:50-10:70] E-] ]
Controller 1 Door1 [17:30-18:30] [16:50-13:10] [l 1200
Monday Controller 1 Door 3 [20:30- 21:300 [19:60-2270] E-] Hi
Tuesday | Corboller1  Door3  [20:30-21:30] [19:50-2210] Il =:
Wwednesday Controller 1 Door3  [20:30- 21:30] [19:50- 2210] [Tl 2100
Thursday Cantraller 1 Door 3 [20:30- 21:300 [19:60-2210] E-:| 210
Friday Contraller 1 Door 3 [20:30- 21:300 [19.50-2210] E.]
Contraller 1 Door1  [0%:30- 06:300 [04:50-07:70] 500
Saturday Controller 1 Door 2 [08:30-09:30] [07.50-10:70] E-] ¥
Controller 1 Door1 [17:30-18:30] [16:50-13:10] [
G
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7.2 Activating the Patrol Tour

1. After you have created the Patrol Tour, double-click the Patrol Tour. This dialog box

appears.
Patrol Tour, Setup g|
[ active
Matification
[1Pass D Eary [Late Ahbzence
I apping
Card Ligt:

[ o | [ conce

Figure 7-4

2. Click the Add button and select a card. You can add multiple cards if needed and

the security staff will be required to present one of the cards listed here.

Note: When the security staff presents the card, the controller may grant or deny door access
according to the setting of the card. For example, if the security staff is using a Patrol Card,
the door will remained locked and the security staff will check in without opening the door.
Refer to 4.3 Setting Cards to see how to set the cards.
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3. Double-click a card and select to notify by E-Mail and / or Short Message Service.

M apping

Card List:

E3[025] 123-45678
E3[025] 23456739

CE-Mail
To:

CLC:

BCC:

[]Short Mezzage Service
Country Code: b obile:

’ Apply ] ’ Cancel

Figure 7-5

B E-Mail: Type the e-mail addresses that will receive the alert notifications.

B Short Message Service: Type up to 3 mobile numbers and their country codes.

4. To set up alert notifications, select the notification conditions to send alert.

5.

3

=

Patrol Tour, Setup [‘S__<|
[ Active
Muotific:ation
[ Pass [CIEary Late Abzence
Figure 7-6
Click Apply.

6. Click Active to activate the Patrol Tour and click OK.

Note:

1.
2.

Once the Patrol Tour is activated, the Patrol Points cannot be modified again.

Once the Patrol Tour has been de-activated, the Patrol Tour Setup page will also

become unchangeable. Instead of re-configuring a new Patrol Tour from the beginning,

you can use the Copy Patrol Tour button to create a new patrol tour with the same
settings as the de-activated Patrol Tour.
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7.3 Monitoring Patrol Activities

To monitor Patrol activities, click Monitoring on the menu bar and select New Patrol Tour
Monitor. This dialog box appears.

'E Patrol Tour Monitor

Controller Door

Figure 7-7

Next, click the Filter button T and select the Patrol Tour you want to monitor. The current
status of each Patrol Point will be displayed. A red zone indicates Absence, an orange zone
indicates Early or Late, and a green zone indicates On Time.

el ASManager - [Day Patrol] [EX i
E File Monitoring View Setup Personnel Language Tools Window Help = [ x
Hdl 2558 008 2R3 =2=50
= DayPatrol | 4bx
T

Contraller Dioor Time 8 k] o 1 12 13 14 15 16 17 18 13 20 A o

Rick [067-06E44] GY-45210 Diaar 1 1455 Il 14:43
Paul [024-27443) GY-45210 Dioor 1 1455 [} 14:50
Curry (228-31386) GY-45210 Dioor 1 1455 L]

Figure 7-8
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7.4 Accessing Patrol Log

Using Patrol Log, you can set search criteria to look up patrol records. Refer to 70.1
Connecting to GV-ASManager to see how to log into GV-ASWeb.

—

=

1. On GV-ASWeb, click the Patrol Log icon E23EEE:. This window appears.

Patml Log ™=
Filter “« Expand All [=] Collapse Al Export: | TXT Thiz Page oK
L -~
=iteg — Name « User Time Punch Time = Status | T | ?
thrtrtha
Tour: Campus_East Side v . z Campus_East Side "
Status: v 4 [7]2013-08-01
Date Period:  This Month v 4 [E7123-45678
1: Controller... 0:30 - 21:30][19:50 - 22:10 Abzence
Start Date: C E] 2 Ll =22
4 [27234-56789 ( S Spike )
. 2
i it E |:| 1: Controller... 5 Spike [20:30 - 21:30][15:50 - 2210 Abzsence
> [F]2013-08-02
+|card > [F]2013-08-03
Card Number: v > [F]2013-08-04
%]2013-08-05
Card Code: v > &
> [F]2013-08-08
g w
Gard Type > []2013-08-07
Card Status: v > [F]2013-08-08 L
Privilege: v | > [F]2013-08-08
Access Group: v v > [F]2013-08-10 v
| | >
(S 55 | 16 [4 4 [page| tloral b b | Displaying 1- 1 0f 1
Figure 7-9

2. In the Filter section on the left, type or select the search criteria. For example, you can
use the Status drop-down list to search for all patrol records listed as “Absence.”

3. Click the Search button to start the log search.

To see how to export logs, refer to 70.3.3 Exporting Logs for details. To see how to customize
the search results columns, refer to 70.3.4 Defining Columns for details.
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Chapter 8 Other Functions

8.1 Setting Up System User

A system user is a person using the GV-ASManager to monitor door controllers, enroll users
or program the system. Using this function, the system supervisor can create new system
users with different access rights. Up to 1,000 user accounts can be created.

1. On the menu bar, click Tools and select Operators. This dialog box appears.

( Account g |

o@& o

. ﬁ User Email:
=~ Supervisor Level:

i 4B admin

B admin2

| Database Tool | ASWeb | vMweb | TAweb
ASManager | ASRemote

[ Access Setup

[ Person Data

[[] System Settings

[[7] Door Operations

[[]5top Alam

[[]Clear Events

[C] Manitar

[FLive Video

[C] Playback

[[]Server Start/Stop

Data Group | Read |W’rite | Execute

[ | »

Data Group 1 I_ I_ I_ |
Data Group 2
Data Group 3
Data Group 4
Data Group 5

1T
1T

Data Group &
4 |

Allow password removal uging ASProfile Restore | 0K

Figure 8-1
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2.

94

Click the New button at the top left corner. This dialog box appears.

Add Account — S
1D: User2
Password: T
Password Confirmation: 1111
Email: User?@geovision.com tw|
Level: | User - | l
[ OK ] | Cancel |
Figure 8-2

Type the user’s ID and Password. Re-enter the same password in the Password
Confirmation field.

Type an email address so that the user’s password can be sent to the email if forgotten.

Set the user’s authorization level to Supervisor or User. By default, users belonging to
the Supervisor level have full rights and permissions to system settings. Users belonging
to the User level are restricted from all system settings, and have only limited access to
certain functions.

Click OK to add the user.

Click the tab ASManager, ASRemote, ASWeb, Database Tool, VMWeb or TAWeb in
the middle of the window. Select the functions to grant access to the system user.

In the Data Group section, you can optionally select a data group and specify whether
the user account will be able to read, write and execute the functions assigned under the
data group. A data group may include controllers, cards, users, access groups, time
zones and weekly schedules. Up to 32 data groups can be created. You can click the
name of the data group to type a different name.

m  Read: Privilege to view settings.

m  Write: Privilege to view and change settings. When Write is selected, Read will
automatically be selected.

m  Execute: Privilege to open door, close door and turn off alarm.

For example, if you select Data Group 4 and only select Write, the user will be able to
view and change only the settings of the controllers, cards, users, access groups, time
zones and weekly schedules assigned under Data Group 4.
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9. If you select Allow Password Removal using ASProfileRestore, you can erase all user
and supervisor accounts by running ASProfileRestore.exe in the folder where the
GV-ASManager program was installed.

To edit an existing user, select a user from the user list to display its properties. Or, click the

Search Account button [3] for a quick search. Only supervisors are allowed to edit the
information of a system user.
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8.2 Setting Up Alert Notification

When alarm conditions occur the system can automatically send SMS alerts and e-mail alerts
to one or multiple recipients, as well as activating computer alarm.

8.2.1 Setting SMS Server

Before you can send out SMS alerts, you should configure the SMS server.

1. On the menu bar, click Tools and select SMS Server Settings. This dialog box appears.

Short Message Service Configuration g|
SMS Server
P Address: 127.0.0.1 Part: G256

[[1 Send more than one sme if content is too long.

Login

Username: 1

Pazzword: .
Default Makile Phane
LCountry Code: tobile:

[#]1. |aas 0939234691

[w]2 |a@6 09332346597

[v]3 |=86 0939234693

I ak. ] [ Cancel
Figure 8-3

2. Type the IP address of the SMS server, its login username and password. Then assign
up to three mobile numbers, including country code, which SMS alerts should be sent to.
Click OK.

3. To enable the SMS connection, click Tools on the menu bar and select Connect to SMS
Server.

Note: For ASCII encoding (English language), SMS text messages are limited to 160
characters; for Unicode encoding (other languages), SMS text messages are limited to 70
characters. If you want to send longer text messages, select Send more than one sms if
content is too long. The long messages will be split up to 9 segments and go out as multiple
SMS messages.
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8.2.2 Setting E-Mail Server

Before you can send out e-mail alerts or send lost password to email account, you need to
configure the e-mail server.

1. Onthe menu bar, click Tools and select Email Server Settings. This dialog box

appears.
Mail Configuration EJ
Sender
Mame: jayce
E-Mail Address: faef@geovision. com. bw
Authentication; MHone w
b ail Server

Host Name / Address: | GE0vision.com. by

Command Part; 25 []s5L
Mize:
teszage Priarity: Maone e’
Test
Send to: faefBoeovizion. com bw
[ Ok, l [ Cancel l
Figure 8-4

2. Set up the following options:
m  Name: Type the sender’s name.
m  E-Mail Address: Type the sender’s e-mail address.

m  Authentication: If your mail server requires authentication for sending e-mails,
select one type of authentication, and type the valid username and password.

m  Host Name/Address: Type the name of the mail server.

m  Command Port: Keep the default port 25, or modify it to match that of the mail
server.

m  SSL: Enable the Secure Sockets Layer (SSL) protocol to ensure the security and
privacy of Internet connection. When the option is enabled, the Command Port is
changed to 465.
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m  Message Priority: Assign the message a priority so the recipient knows to either look
at it right away (high priority) or read it when time permits (low priority). A high priority
message has an exclamation point next to it. Low priority is indicated by a down

arrow.

m  Send to: Type a valid e-mail address and click the Test button to check if the server
setup is correctly configured.
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8.2.3 Setting Notification

1.

On the menu bar, click Tools and select Notifications. This dialog box appears.

Matification Setting

Access Log | Evert Log |LPR Log [ Hatist | I0BOX Log | System Log | User Action Log [ System Check

Forced Open

Duress

Tamper

Fire Alarm

Held Open

Access Denied

Unauthorized Entry: Tailgated

Urgent Code

Mlam Restored

Forced Opened - Restored

Duress Restored

Tamper Restored

Fire: Alarm Restored

Held Open Restored

Access Denied Restored

Entry Tailgated Restored

Urgent Code Restored

Restore Alam - Failed

Clear Forced Open Event Failed

Clear Duress Evert Failed

Clear Tamper Event Failed - No Event Present
Clear Tamper Event Failed - /0 Still Unclear
Clear Fire Alarm Event Failed - No Evert Present
Clear Fire Alarm Evert Failed - 1/0 Still Unclear
Clear Held Open Event Failed

Clear Access Denied Evert Failed

Clear Entry Tailgated Evert Failed

Clear Urgent Code Event Failed

Door Open

Door Close

Doar/Gate Unlock

Doar/Gate Lock

Two-Person Rule - Active

Two-Person Rule - Corfirm

Two-Person Rule - Inactive

Vehicle s Present

m

Al Doors

Controller Door

All Cortrollers  All Doors

m

Forced Open
[ Invoke Alam
Siren

[ Send E-Mail Alert

[7] Send SMS Alert

[] Trigger Recording

5
[ Popup Message
5

[ Trigger Preset - Camera 1

[] Trigger Preset - Camera 2

[ Run Application

[ Trigger 110

|1 Send Report

Server Configuration

[ waisever | [Y3  5MS Server

Figure 8-5

Click a tab to set the alert methods for different events: Access Log, Event Log, LPR
Log, Hotlist, IOBOX Log, System Log, User Action Log, or System Check.

Select an event.

For Access and LPR tabs, you can clear the check mark for All Access Groups and
select a specific access group. The alert will only be set off when specified event is
triggered by members of that access group.

99



Q GeoUision:

100

On the right, select the alert methods:

Invoke Alarm: Enable the computer alarm when the selected event occurs.

Send E-Mail Alert: When you select this option, an e-mail will pop up. Enter the
recipient’s e-mail address and alert subject. Then you can enter your own content, or
use the buttons on the text window to send out the programmed information
automatically.

For example, if you click the G button, the sent SMS alert will include the controller
information. For details see C. E-Mail and SMS Alert Symbols in Appendix.

Send SMS Alert: When you select this option, a dialog box will pop up. Ensure the
preset mobile number(s). Select Text Code Type. Then type your messages;
otherwise click the buttons on the text window to send out the programmed
information automatically. See the above example in “Send E-Mail Alert”.

Push Notification: A push notification call with an associated live view will pop up on
the GV-Access mobile App after you activate the doorbell alert in the Event Log. You
can click a specific mobile device to enable or disable push notification. For details,
see http://pd.geovision.tw/datasheet/quide/GV-Access Installaion Guide.pdf

Trigger Recording: Enable recording of DVR, Video Server or Compact DVR when
the selected event occurs. You can specify the recording time between 1 and 300
seconds. For the function to work, you must activate monitoring on these IP devices
ahead.

Popup Message: An associated live view will pop up for alert when the selected
event occurs. You can specify the duration of the live view remains on the screen
between 1 and 300 seconds.

Trigger Preset: Direct the camera(s) to a preset point when the selected event
occurs.

Run Application: Specify the Application Path and the designated application will
run when the selected event occurs. You can also type a command in the
Application Parameter field to execute a function of that application.

Trigger 1/O: Enable the trigger mode of an associated output when the selected
event occurs.

Send Report: Enable to send notifications of lists and logs upon the occurrence of
the selected event. For the event of Fire Status, specify the time interval (1-60
minutes) between each fire alarm notification to avoid receiving repeated notifications.
For the function to work, you must set up the E-mail server and the schedule in
GV-ASWeb for lists and logs ahead. See 10.13 Setting Export Schedule for Lists and
Logs.


http://pd.geovision.tw/datasheet/guide/GV-Access_Installaion_Guide.pdf�
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6. To define more than one event with the same alert configuration, first right-click the
previously defined event on the list and select Copy to save its settings. Then use Ctrl +
left click or Shift + left click to select several events. Right-click the selected events and
select Paste to have the same settings.

Note: For text code type, select ASCII for English that is limited to 160 characters and select
Unicode for text of other languages that is limited to 70 characters.
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8.3 Startup, Backup and Export Setup

To access the Auto Startup, Auto Backup and Export to File functions, click Tools on the

menu bar and select Option. This dialog box appears.

[ Options lﬁ )

Run at Startup

[] Run ASManagerService as a Windows Service
Auto Backup

C:MAccess Control\ASManager' ASBackup®
Export to file

CMAccess Control ASManager AS BExport’,

[| Keep Days

0 0

Image
Folder Path

C:*Access Control'ASManager IMG*

Recycle
Threshold 1000 ME

At Startup

Remate Maonitor Server
[/]Web Server

GeoFinger Server

[T Connect to 5MS Server

| OK | I Cancel

Figure 8-6
m  Run at Startup: Run GV-ASManager at Windows startup.
m  Run ASManager Service as a Window Service: Under Service Mode,

GV-ASManager can start automatically after system startup and run in the
background without logging into a Windows user account.

m  Auto Backup: You can also specify a path for the Auto Backup function to
automatically save another copy of log and image files. The Auto Backup function
performs backup at 24:00 A.M every day. By default, the log and image files are
saved at C:\Access Control\ASManager\ASBackup.
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Export to File: Access data will be exported to text files at the specified storage path
and can then be utilized by 3™ party programs. The access data will be listed in the
file name of the text files. Up to 5000 files can be stored.

Keep Days: Specify the number of days to keep log data. Note that log data passed
the keep days will be deleted from GV-TAWeb.

Note: The copy of log data backed up by Auto Backup will not be affected by the Keep Days

function.
[Image]

m  Folder Path: You can change the storage path for images captured by the cameras
connected to GV-ASManager.

m  Recycle: When enabled, the oldest images will be deleted when the hard disk’s free
space falls below the Threshold. If recycling is enabled, avoid setting the Folder
Path for images to the same hard disk used for Auto Backup.

[At Startup]

m  Remote Monitor Server: Enable Remote Monitor Server upon GV-ASManager
startup. Remote Monitor Server needs to be enabled to utilize GV-ASRemote.

m  Web Server: Enable Web Server upon GV-ASManager startup. Web Server needs
to be enabled to access GV-ASManager from GV-ASWeb and GV-Access.

m  GeoFinger Server: Enable GeoFinger Server upon GV-ASManager startup.
GeoFinger Server needs to be enabled to enroll fingerprints remotely through
TCPI/IP.

m  Connect to SMS Server: Enable SMS Server upon GV-ASManager startup. SMS
Server needs to be enabled to receive alert notifications through SMS messages.

Note:

1.
2.

Web Server and GeoFinger Server options are selected by default.

To back up the Configuration files, see 16.3 Other Database Settings.
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8.4 Setting Up GV-GF Fingerprint Readers

GV-ASManager can enroll users’ fingerprints using GV-GF1911 / GV-GF1921 / GV-GF1922
and upload the fingerprint data to the GV-GF Fingerprint Readers installed on the
controllers. To gain access, the user’s fingerprint must match the enrolled fingerprint.

There are two ways to enroll fingerprints: locally and remotely.

For local fingerprint enroliment, a GV-GF1911 / 1921 / 1922 needs to be connected to
GV-ASManager, and the user needs to register his or her fingerprints at the site of the
GV-ASManager.

For remote fingerprint enrollment, first enroll empty fingerprints for a user on the
GV-ASManager. The user can then go to a connected GV-GF1921 / 1922 at a later time, and
register his or her fingerprints using an assigned card. This function is useful when the user is
not around GV-ASManager.

Note:
1. GV-GF1911/1912/1921 /1922 is only supported in GV-ASManager 4.2.1 or later.

2. For remote fingerprint enroliment through TCP/IP, a separate GV-GF1921 / 1922 is
required to enroll fingerprints. The GV-GF1921 /1922 used for fingerprint enroliment
cannot be applied as a fingerprint reader at the same time.

3. The enrolled fingerprints will be saved on the fingerprint reader instead of on the
GV-ASManager for remote fingerprint enroliment.

For details on how to enroll fingerprints and how to upload fingerprint data to GV-GF
Fingerprint Reader, refer to Chapter 3 Fingerprint Only Mode in the GV-GF Fingerprint
Reader User’s Manual.
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8.5 Setting Up GV-FR Face Recognition Readers

GV-ASManager can synchronize users’ faces enrolled from GV-FR2020 for access control.
The user data is uploaded from the GV-ASManager to the assigned face recognition reader
for face enrollment. After enroliment, the user’s face must match the enrolled face to gain

access.

Note:
1.  GV-FR2020 is only supported in GV-ASManager 4.4.2 or later.

2. The enrolled face images will be saved both on the face recognition reader and the
GV-ASManager.

For details on how to integrate with GV-ASManager for face enroliment, refer to Chapter 4
Access Control Configurations and Chapter 5 User Management in the GV-FR Face
Recognition Reader.
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8.6 Scanning Driver’s Licenses and Business Card

GV-ASManager can work with SnapShell ID Scanner to let you acquire and edit the
personal data from driver’s licenses and business cards.

Note: This function only supports SnapShell ID Scanner with SDK driver version.

1. Consult the Scanner’s documentation to connect the Scanner with the GV-ASManager.
On the menu bar, click Personnel and select Users. The User List dialog box appears.

Click the New button. The User Setup dialog box appears.

> W DN

Click the Scan tab. This dialog box appears.
User Setup @

| General I Home | Business | User Define I Features | Scan |

Field Value b
[ user Simon Lim I__ |
|:| First Name Simon ": ‘
[] Middle Name [
|:| Last Mame Lim

o]

[7] cender Male

[ Birthday 1/1/1200

[ Address{Home) B

File Type
(@ Driver License

(7) Business Card

oK Cancel
| |

Figure 8-7
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5. In the File Type field, select Driver License or Business Card. Here we use the Driver
License as the example to demonstrate the following steps.
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6. Place a driver’s license on the Scanner and click Scan. The license image is displayed.

User Setup EI

General | Home | Business U&erDeﬁne! Sean

| Figld Walug g
| ] Mame

| 1 First Name

| [ Last Mame

O

| ] Gender Femals

| [ Birthday 1f1/1900

| ] Address

| [ Phone )

File Type

() Business Card

[ o | [ camed

Figure 8-8

7. Click the Extract button to read the license data. The data is displayed in the Value
column.

8. To modify the data, click the desired Value column and type the next texts. Click
anywhere in the dialog box when you are finished with the modification.

User Setup @

| General | Home | Business | UseJD.afine_‘ Scan

| Field Value '\I
| 1 Heme \
‘ First Marne JUNE
| [ Last Mame SAMPLE
bir] E 100 100 100 100
[] Gender Female
[+] Birthday 02-01-77
[¥] Address 123 MORTH STATE ST
[ phene |

File Type
() Driver Licanse
) Business Card

Scan

Figure 8-9
9. Click the Update button. This driver’s license is saved to the GV-ASManager’s database.

10. Now you can click the Home tab to view the information of the driver’s license, or click the
Business tab to view the information of the business card if scanned.
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You can assign hot keys to quickly control individual, multiple doors, lanes and trigger

outputs.

1. Onthe menu bar, click Tools and select Hotkey Settings. This dialog box appears.

Device Hotkey

==

Device

- [ Clear All Everts
& 5:A51010
& 6:A51110

= & 1: PR

|—E| B Lane 1

| |— &) Unlock Lane

| - [ Fecognition

B Lane 3

& 2 LPR1200
£23:1PR3

= & 1:10B0%-16

|—EI Output 1

| |— &) Trigger

| |— &) Mormal Trigger On
| - [ Normal Trigger Off

Output 2

Device Hotkey

Hotkey for the selected command:

F10

List of hothkeys:

Hotkey cumently used by:

Hotkey -
1| Force Unlock F10

|— [ Disable Door Lock Operation

m

F1

Figure 8-10

Under the Device list, select the GV-ASManager, a controller, a door, a lane, or an

output and select the command you want to assign a hot key.

Next to List of hotkeys, select the hot key and click Assign. If the hot key is already

assigned, the assigned command will be listed under Hotkey currently used by.

Click OK.
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8.8 Using Remote Lock Down App

The Remote Lock Down App allows a security personnel to quickly lock down or force unlock
the doors of all GV-ASManager connected to the app. Up to 255 GV-ASManager can be
connected to the app.

Note: Remote Lock Down App is only supported by GV-AS1010/1110/210/2110/ 2120/
410/4110/ 810/ 8110 using GV-ASManager V4.2.3 or later.

The Remote Lock Down App can be downloaded from the GeoVision website.
e Downloading from GeoVision Website

Go to http://www.geovision.com.tw/download/product/GV-ASManager Select

+
Supplemental Utilities in the drop-down list and click the Download icon &=# of

GV-LockDownApp.
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Running Remote Lock Down APP

1. Click Tools on the menu bar of the GV-ASManager, select Servers and enable Remote

Monitor Server. When the server is started, the icon = appears at the bottom of the
main screen.

2.  Run the Remote Lock Down App. This window appears.

=1 LockDowndpp
Lock Down Forze Unlock Filter Add Hozt...
Figure 8-11

3. To connect to a GV-ASManager, click the Add Host button @ This dialog box

appears.
Sdd Host @
Hostname: AsManager_Taipeilffice
Address: 192,168.0.25
Port: Q957
I admin
Passwiard: ssee
(4 ] [ Cancel
Figure 8-12

B

Type a Hostname to identify the GV-ASManager, and type the IP Address, Port, ID
and Password of the GV-ASManager.

111



Q GeoUision:

5. Click OK. The GV-ASManager and its controllers are now listed.

=0 LockDownspp

“a | o [

Lock Do Force Unlock Filter Add Host...

= lﬂ TEST198-PC
E| @ Cantroller 1
¢ [ Doorl
[ Door2
@ Controller 3
...... [ Doorl

Figure 8-13
6. Repeat steps 3 — 5 for all other GV-ASManager.

7. Tolock down the doors of all connected GV-ASManager, click the Lock Down button
B Al connected doors that are locked down are now highlighted in red.

= LockDownfpp

“a | < [

Lock Down Force Unlock. Filker Add Host..

- TEST198-PC
E| @ Controller 1

@ Contraller 3
------ D [Doorl

Figure 8-14
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To force the doors of all connected GV-ASManager to unlock, click the Force Unlock

button m All unlocked doors are highlighted in green.

<3 LockDowndpp

Lock Down

Force Unlock

(E=5Eoh ==

2

=3

Filker

Add Host..

=) TEST198-PC
B@ Controller 1
. e Doorl

Doar 2

5@; Caontroller 3

Figure 8-15

To see doors that have not been locked down due to disconnection, click the Filter

button 4/ and select Unlock. To see doors that have not been forced open due to
disconnection, select Lock.

=] LockDowndpp

Lack Down

Forze Unlock

E=g B =5

v

v

=3

(=) TEST198-PC
B@; Contraller 1
Cd [ Door1
[ Door2
BE} Controller 3

o' Unlock
o Lock

zt...

Figure 8-16
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If you want to cancel lock down for all doors of a GV-ASManager, right-click the server in the
Controller window of the GV-ASManager, and select Disable Door Lock Operation.

Contraller Status Alarm Forced Qpen  Duress Tamper
_ % 'I:ESTlEIS—PC Unlock Door
+* & Controller1
0 tDoor1 Lockdown Mode Lok Uit
O 2 Doorz Lockdown kMode Force Unlack
O % Door3 Lockdown Made Farce Lack
N O 4Door4 Lockdawn Mode I Disable Door Lock Operation I
b & Controller2 Disconnected
Reset Anti-passhack 3
ASwfel (hitp:/flocalhostf&SWeh)
A5 eb with S5L (httpsi/flocalhost/A50Web )
] ] b
Figure 8-17

Tip: You can set a hot key for Disable Door Lock Operation to instantly restore the previous
monitoring modes. Refer to Setting Hot Keys to Quickly Control Doors earlier in this chapter

for details.
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8.9 Defining New Card Formats

By default, GV-ASManager only recognizes identification cards of certain bit formats that
have been pre-defined. To use cards with other data formats, you will need to define the card
format so that GV-ASManager can recognize it.

1. On the menu bar, click Tools and select Code Format Settings. The pre-defined card
formats are listed.

Customized Card List:

Card Name Card Bits Facility Bits CardMo Bits Parity Bits
Wiegand26 26 8 16 2
HID32 32 16 16 0
Geo3d M 16 16 2
HID35 35 12 20 3
HID37 k¥ 16 19 2
Geobd 64 0 64 0

Figure 8-18
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2. To define a new card format, click the New button. This dialog box appears.

Customize Card Setting [5__(|
Select Card Bits: 27 vl | ok || conce |
Card Mame: |Wiegand2? |

Card Bit Farity
26

25
24
23
22
21
20
19
:|I§ Facility code
16
15
14
13
:
11
10
9
a
7
3
A
4
3
2 Card nurmber
1
1]
Figure 8-19

3. Next to Select Card Bits, select the card bit.

4. For each number under Card Bit, define whether it is Parity, Facility Code or Card
Number by clicking the Add button. The exact steps to defining card format vary from
card format to card format.

5.  When you are done, click OK.
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8.10 Monitoring Emergency Exits with Input Sensors

If there are emergency exits on the premise that must remain closed at all times, you can

connect the exits to the input sensors on the GV-AS Controller and monitor them using the

functions below.

e Monitor the input status in the Device View window

e Assign up to two cameras to the input to capture snapshots upon input trigger

Note that these functions are only supported by the following GV-AS Controllers.

Models Supported Firmware Number of Inputs Supported
GV-AS210/2110/ 2120 V1.3 or later 8
GV-AS410/4110/810/ 8110 V1.3 or later 16
GV-AS2120 V1.35 or later 16
To set up:

1. Inthe Web interface of the GV-AS Controller, make sure the input is set to Normal Input.

You can modify the input name if needed.

o Input Configuration
(® GeoVision
Input Function
01 A810_IN1 - - i -
Basic Setting _ MO Mermaal Input tch Disable
e Network Setting 02 A8810_IN2 NO - Do 1 v Exit Bution -
s Other Setting 03 ASB10_IN3 NO - Do 2 * DoorContt =
* Firmware Update 04 AS810.104 NO ~ Doord - ExitBufon  ~
* Account Setting
05 AEB10_INS NO - Dioor 3 ~ Door Contact =
Advanced Setting
+ Function Setting 06 Asg10_ING NO ~ Door 3 ~ EritButon
o Parameter Part1 07 AZB10_IN7 NO - Dioor 4 v Door Contart +
* Parameter Part2 08 48810 _INS NO - Dioor v FxitButon -
* Parameter Part3 09 4810 T S— e
* Parameter Partd
. . 10 ABB10_IN1O NO - Door 5 + FExitButen v
* Time Setting
o | Input Setting 11 ASB10_IN11 ND - Dieor 6 + | [Door Comtact.
e Qutput1-16 12 AZBI0_IN1Z NO - Dioor & v FExitButen  ~
Figure 8-20

2. In GV-ASManager, right-click the GV-AS Controller in the Device View window and click
Settings.
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3. Click the Input tab.

Controller Setup
| General Setup I Door 1 I Door 2 I Door 3 I Door4| Input I
Input 01
MName Frt s
rst "
Input 01 It amera
] Input 02 NVR, Camera 2 -
O input 03 Delayed snapshot:
B} kout 04 5 Sec(™60)
O Input 05 e
[ Input 06 ]
[ Input 07 Second Camera :
[ Input 08 Maone -
E :nput 'IDE Delayed snapshot:
o 0 Sec(l™60)
[ Input 11
] Input 12
[ Input 13
[ Input 14
[ Input 15
[ Input 16
Figure 8-21

4. On the left, select the inputs to monitor their status in the Device View.

5. On the right, use the drop-down list to assign up to two cameras to the input. You can
enable Delayed snapshot by typing the number of seconds to delay capturing the
snapshot after input is triggered. For example, if the camera is installed 10 meters away
from the emergency exit and it takes 5 seconds for the user to walk pass the camera

after triggering the input, you can delay the snapshot for 5 seconds.

6. Click OK.

The inputs will now be listed in the Device View window, and the input status will change to
“Active” when the emergency exit is opened, triggering the input. The event will also be

shown in the Event monitor.

Controller Status E Event Monitor |
+ S} RDTESTPC-PC =
v & AS310 T & 4
[ 1: Door1 Card Mode Message Door / Input
[ 2:Door2 Card Mode
@ 3:Door3 Card Mode Input Status: Mormal Input 01
O 4 Doord Card Mode Input Status: Active Input 01 I
[ 5:Door5 Card Mode Input Status: Mormal Input 01
@ ¢ Door6 e ﬂlnput Status: Active Input 01
[ 7:Door7? Card Mode
8: Door 8 . ﬂlnput Status: Mormal Input 01
1: AS810 INO1 Active | 0 Reset M/A
7 ASET0INGZ & Door/Gate Unlock N/A
Figure 8-22
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8.11 Designing and Printing Access Card Template

You can design a card template for your access cards by adding text and images. The text
and images in the template can be linked to the users’ personal information (ex: user’s last
name) and photo in the user database.

1. On the menu bar, click Personnel and select Users. The User List window appears.

2. Click the Design Card Template button on the toolbar. This dialog box appears.

[P Untitled - Design Card Template EI@
File Edit Page Setup Component  Layout
= S & [3 | E B T I
Ready MLIRA
Figure 8-23

Note: If you do not want to design a template from scratch, you can click File and select
Template Sample to use the template sample.

3. Click the New button [ to create a new template.

119



Q GeoUision:

4. To set the orientation and margins of the card template, click Panel and select Settings.

[ Settings @ )
Layout Grid size
o P Width B
" Portrait Height ’37
Margins
Left ll}i Right ’I}i
Top P Eottom P
OK | Cancel ‘
| — —
Figure 8-24

5. To add an image such as a background picture, user photo, or company logo, follow the

steps below.

a. Click the Image button and drag to define the size and location of the image.

b. Right-click the image and select Properties. This dialog box appears.

Image Properties

5]

MName
Background color
% Image path

" Data link

[=EsEBES J
| B
|P|'|D‘tD J

ok | Cancel |

Figure 8-25

c. Adjust the background color if needed.

d. Toinsert a fixed image, select Image Path and locate an image. To insert the photo

of each user, select Data link.

e. Click OK.
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To add a textbox or a barcode, follow the steps below.

n Other Functions

a. Click the Text button or the Barcode button , and drag to define the size
and location of the box.

b. Right-click the textbox or barcode, and select Properties. This dialog box appears.

f.

Text Properties [i_E-J Barcode Properties @
Name |Text Marme
Background color || J Background color |ﬁFFFFFF
" Static text |TB'-1 Forearound color |3"‘*DDDDDD
(% Data link |First Name ~| (5 Static taut |B,&HCDDE
Fort |Segoe U J " Data link |User J
Align horizontal [Lst = Encaode type |C0d339 j
habsncd |TDD j Barcode height m
Spacing |D
Barcode width 1 =
[~ Border
Farnt size 2 =
oK | Cancel oK | Cancel
Text Properties Barcode Properties
Figure 8-26

Adjust the background color, font, alignment, spacing and border if needed.

To add fixed text, select Static text and type the text. To insert the user information

of each user, select Data link and select a field from the user profile (ex: Last

name).

For barcode, you may need to adjust the Encode type according to the type of
barcode you are using.

Click OK.

The following tools are available to help you align the images and text boxes:

Select the multiple items, click Layout and select one of these options: Align left,

Align right, Align top, Align bottom, Make same size.

Click the Show Grid button and Snap to Grid button . You can adjust the

size of the grid by clicking Panel and then select Settings.
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8. Click File and Save to save the template.

[2 Untitled - Design Card Template ===
File Edit Page Setup Component  Layout
DEH L &e &)@ B & RETm
[User]
[Department]
[Employee ID]
[Phone(Business)]
[ - =
(2 Geovision H“HM“M“ | | H”""“Hl”
BARCODE
Ready [ [MOm | 4
Figure 8-27

9. To preview the template with actual user information and photo, select one or more users

in the user list, right-click, select Print and select Print Preview and Setup.

10. To print the cards, select one or more users in the user list, right-click, select Print and

select Print Cards.

= User List

0 &
Mew

Edit Delete
: Search by [NI v]

(6= ]

Print

fa=
Design Print Template | User Define Fields Setting

Filter View

Refresh

User Employee ID
£ Waddams M
£ B. Porter

£ Tom Srrylowski
J gt n
&)  New
Edit
Delete

Impaort b
Export 3

Department Job Title ext Mobile Birthday

Print 3 Print Cards

Design Print Template

Print Preview and Setup

User Define Fields Setting

Refresh

Figure 8-28

*
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Note: You can remotely print access cards through GV-ASWeb. Refer to Chapter 10

GV-ASWeb to see how GV-ASWeb works.

1. Right-click a user account, select Print Card and select Print to remote printer.

: ‘il_ﬁ User List

() New 7 Edit (@ Delete =] User Defined Figlds
User User Type
1 HASSAMN SARAH MAHAMUD  Normal
2 MOHAMED SAADA ABDUL... MNormal
3 KHATIB REHEMA KASSIM Normal
4 MAKOHA BENARD KUNDU Normal
5 ABDULLE FATHI DEKA Normal

6 NJUGUNA ANTOMY B

7 DAJISSA FATUMA
Print Card

& HUSSEIN ZAINABU

BB ABDULLE FATHIDEKOW §

b

Company Employee ID
0685
0688
0630
0481
0367
0345

0148

5 TABULO JASMIN MBOTO Normal
10 NAZIR ANDLIP MOHAMED Normal

Card Template Setup

Download Card Image

Print to remote printer

Job Title

OPERATIONS A

SENIOR RELET!...
RELATIONSHIP ...
PLUMBER

MARKETING OF ..
FINANCIAL REP. ..
ADMINISTRATI. .

CREDIT ADMINIS....

SENIOR RELATI...
MAMNAGER TRE...

Division

2. If you would like to change the printing preferences for printing access cards on

GV-ASWeb, you must modify the printer default settings from your local computer.
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8.12 Utilizing Job Codes

Using the function keys on GV-AS1010, an employee with multiple types of job can specify
the start and end of each type of job by entering different job codes on the GV-AS1010.

Follow the steps below to set up.

1. On the menu bar of GV-ASManager, click Setup and select Devices. This dialog box

appears.
Dewvice List
@O mE = @eqm
D Cantraller Type D LFR Type
2 Contraller 2 GW-a52Tmx 1 LFR 1 PC LFR

Figure 8-29

2. Click the Job Code button B . A dialog box appears.

3. Select a checkbox, and type the Job Code and Description.

lob Code Settings @
0 Job Code Dezcription
1 1000 Cleaning
2 1001 Front Desk
3 1002 Farking
[
[
[
[
Figure 8-30
4. Click OK.
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5. On the Web interface of the GV-AS1010, you will need to set two function keys to Job
Code (Start) and Job Code (End).

Advanced Setting Function Key Configuration
e A Function Function Authenticate
Parameter Configuration Key
Card Configuration F1 Work Time (Start) v | M
Card Inf ti

ard informagion F2 Work Time (End) ~ | M
Time Configuration

F3 Job code (Start) v | [

Input Configuration
Function Key Configuration F4 Job code (End) v | [

Figure 8-31

Example:

Employee A has a 9 to 5 workday, but the workday consists of two job codes: Cleaning from
9 am to noon and front desk from 1 pm to 5 pm.

TA Shift Settings * lob Code Settings @
Name: Weekday ID Job Code Dezcription
Start Time: 9:00 ) 1 1000 Cleaning
2 1001 Front Dezk
End Tirne: 17:00 3] &
Figure 8-32

To differentiate the two jobs in the record, employee A would enter different job codes on
GV-AS1010 at the start and end of each job.

Time Operation on GV-AS1010 Explanation

9:00 F1 > Swipe Card Work Time (Start)

9:00 F3 > 1000 > Swipe Card Job Code (Start) for Cleaning
12:00 F4 > 1000 > Swipe Card Job Code (End) for Cleaning
13:00 F3 > 1001 > Swipe Card Job Code (Start) for Front Desk
17:00 F4 > 1001 > Swipe Card Job Code (End) for Front Desk
17:00 F2 > Swipe Card Work Time (End)
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You can look up the records in TA Report of GV-TAWeb using Job Code and Job Code
Summary. Refer to Chapter 11 GV-TAWeb for detailed instructions.

iE] TA Report =|[3)(%
Report Template 4 Searching reports by the title. jol
= =5 All Templates Title Templats
= = Schedule Templates
[E5 Employee Schedule
[E7 Unscheduled Employee
= =3 Time Templates
[&3 Daily Time Card
‘___I Employee Time Card
[E5 Time Card List
.‘a Awerage Hour Summary
| Exception Summary
= =5 Payroll Templates
|_T| Payroll List
[£5 Employee Payroll
ﬂ Payroll Summary
(=9 =5 Jok Code Templates
3 Job Code
|__-| Job Code Summary

&

Page 1|of1 Mo data to display

Figure 8-33
Job Code shows the punch in and punch out time of the different job codes.
r% Job Code = |33
H Save u Run E}Expor‘t =
Date Job Code Mame Division Department Job Title Employee 1D Punch In Time Punch Out Time
1 20160727 (W) [1000] Job Code - Clean a 0000010 08:00:28 & 12:05:52 &
2 201607727 (W) [1001] Job Code - Front Desk a 0000010 13:00:02

& 17:05:18 &

&

Page 1/0f1 Displaying 1- 2 of 2

Figure 8-34

Job Code Summary shows the total work hours of the different job codes.

=] Job Code Summary

=10 ¥
H Save u Run E}Export T
Job Code Name Division Department Job Title Employee D Work Time
1 [1000] Job Code - Clean a 0000010 03:05:26
2 [1001] Job Code - Front Desk a 0000010 04:05:16
< >
Page 1 0f 1 el Displaying 1 - 2 of 2
Figure 8-35
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Chapter 9 GV-ASRemote

The client software GV-ASRemote is designed to monitor multiple GV-ASManagers over the
network. The GV-ASRemote provides the following features:

e Remote monitoring
¢ Remote live view and playback
¢ Remote control: stop alarms and force the door to lock/unlock

e Remote access to Access Log and LPR Log

9.1 Installing GV-ASRemote

Visit http://www.geovision.com.tw/download/product/GV-ASManager. Select Primary

Applications, click the Download icon di of GV-ASManager, follow on-screen

instructions to complete the installation.
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9.2 The GV-ASRemote Window

&8 ASRemote - 0 x
File Monitoring View Language Tools Window Help
O Asr=pecems 0@
| Controliers 1 X|| 3 LPR Monitor | ] Access Monitor | A Alerm Monitor |(E] Event Monitor 4 b % | Live Video 1 X
= » =
niete || & & |8 BB || &) R Monitor o)) | B Access Monitor o |[@ ][] | [:Cament &R =D
| Controller satos || ¢ | D) & T Ea t ]
- (& Gv-As210 - 1
[ 1: Door1 Card Message La® Message Door
Bl 2 Door2 Card ) Plate Recognized: Registered Vehicle Lz &3 Access Denied: Invalid Card Door
[ 3:Door 3 Card ) Plate Recognized: Registered Vehicle Lz &3 Access Denied: Invalid Card Door
[ 4:Door4 Card &3 Access Denied: Invalic Door
B 5:Door5 Card eh.. L &} Access Denied: Invalid Carc Joor
B 6:Door 6 Card i Plate Recognized: Registered Vehicle Lz &} Access Denied: Invalid Card Door
7: Deor 7 Card ) Plate Recognized: Registered Vehicle La £ Access Denied: Invalid Card oor
@ 8 Door8 Card P Plate Recognized: Registered Vehicle Lz €3 Access Denied: Invalid Card or| | | Playback 1 X
1: AS210IN1 ) Plate Recognized: Registered Vehicle Lz 1:Camera 1 v
2: AS210_IN2
3: AS210_IN3 v g
& > || | € Piste Recognized: Registered Vehicle Lz
‘LPR: 1 X||| @ Piate Recognized: Registered Vehicle La
IF = || | €¥Plate Recognized: Unregistered Veh... La
we V| #F BB 0 Plate Recognized: Registered Vehicle
LPR Status BNt Devnreionds Damicbmrnd Vinhisla Y
< > < >
& DESKTOP-PVCVM23 -
+ 55 DESKTOP-PVCVM23 [ Lists | Tiles | Thumbnails Lists | Tiles | Thumbnails
- & LPR1
ﬁ;t::il E] o |[@]= & = [[@(=] | pusr 1 X
: a8 8 -
B 3:Lanel Y B ) -Y & &
b 4 Laned Message Door| | | Message Door
B S lanas
I0Boxes 2%
e )| @@ BES
10Box Status
) TESTIS8-PC
6—'Carﬂeras g X
L8 e ’ s e
] ra2
~ @ wMs Info 1 X
. 1: Camera 1(1)
o 2: Camera 2 ~
+ ] DESKTOP-PVCVM23 Camera
+ @ camera
o 1: Camera 1 < > < > Camera: Camera 1 0
~ @ LRI I0: 1 M
. 1: Camera 1 Lists | Tiles | Thumbnails Lists | Tiles | Thumbnails
—_— < = - < >
Ready 11/25/2015 2:21:05 PM
Figure 9-1
No. | Name Function

The Menu Bar includes the options of File (log in / out the
GV-ASManager), Monitoring (display monitoring windows),
View (display the function windows) and Window (arrange
the display of different windows).

1 Menu Bar

The Toolbar includes the options of various monitoring
windows and Web Browser (open the GV-ASRemoteWeb).

Toolbar

The Windows Toolbar includes the options of Connect,
Disconnect, Auto Connect, Add Host, Remove Host,
Settings and Resolution. You can change the size of icons
to 16 x 16, 24 x 24 or 32 x 32 from the drop-down list. For
details, see 9.2.2 Windows Toolbar.

Windows Toolbar
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Controller / LPR / 1/O | Displays a list of connected controllers / LPR devices / I/O
boxes View boxes and their current status.

Camera List Displays a list of connected cameras.

Displays live views of one connected camera. For details,
see the same operations in 5.2 Accessing Live View.

Live View

Plays back recorded events from a compatible GeoVision IP
Playback device. For details, see the same operations in 5.5
Retrieving Recorded Video.

Displays live views of connected cameras from multiple IP
devices. For details, see 5.4 The MultiView Window.

MultiView

Displays the information of doors, card readers and
monitored events.

Information Window
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9.2.1 Windows Toolbar

WA AR o

Figure 9-3

The buttons on the Windows Toolbar of Controller / LPR / IOBox:

No. | Name Function
1 | Connect Starts the connection with the GV-ASManager.
2 | Disconnect Ends the connection with the GV-ASManager.
3 | Auto Connect Retries to build the connection with the GV-ASManager.
4 | Add Host Adds a GV-ASManager host to the list.
5 | Remove Host Deletes a GV-ASManager host on the list.
6 | Settings Edits the settings of GV-ASManager hosts.
7 | Resolution Changes the size of icons to 16 x 16, 24 x 24 or 32 x 32.
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9.3 Connecting to GV-ASManager

Before GV-ASRemote can connect to a GV-ASManager, the GV-ASManager must allow the
remote access:

e Click Tools on the menu bar, select Servers and enable Remote Monitor Server.

|

When the server is started, the icon appears at the bottom of the main screen.

To create a GV-ASManager host and enable connection to the GV-ASManager:

1. On the toolbar, click the Add Host button. This dialog box appears.

Add Host 3
Hosrans =
Fart: 9987
ID: 1
Paseword: |

Cantraller
E'hj Testl add.
Figure 9-4

2. Give a hostname, type the GV-ASManager’s IP address, modify the port number if
necessary, and type the GV-ASManager’s login ID and password.

3. Click Add. This dialog box appears.

Add Controller

Ok l [ Cancel ]

Figure 9-5
4. Type the ID of the controller associated with the GV-ASManager and click OK.

5. To add more controllers, repeat Steps 3-4.
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6. Click OK and return to the main screen. A host folder will be displayed on the Device

View window as example below.

Device Status Alarm Forced Open | Duress
= @l TEST150
= _& Contraller 1

[ Front Door Card or Cammon Mode
[0 Back Daor Card Made
D Manufacturing Door Card and PIN Code Mode
[0 Emergency Doaor Release Mode

< I >

Figure 9-6

If the icon L appears, it indicates the connection between GV-ASManager and
GV-ASRemote has been established.

If the icon =2 appears, it indicates the connection failed. Make sure GV-ASManager is
enabled for the Remote Monitor Server function.

Note: For the disconnection messages displayed on the Status column (Figure 4-9), see D.
Controller Status in Appendix.
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9.4 GV-ASRemoteWeb

The GV-ASRemoteWeb enables remote access to Access Log and LPR Log of multiple
GV-ASManagers over the network.

1. To open the GV-ASRemote, click the Web Browser button @ on the toolbar. This
dialogue box appears.

|@l»&ccess Log |_‘;.;1 LPR Log gﬁ” Options~
LPR Log Access Log
Filter <« | [+ = View Mode~ | |[%
Host - Message Lane Local Time License Plate Hotlist Group
Host: Pl

Data size (each host): 20 %
«|Log

m

Message: Parking Access Denien ¥
Lane: N
Area:
Direction: | InfOut =
Stay time from: w7 R
to: b bt
Parking Lotz
Hotlist Group: 7
Date Period: | Today =
Start Date: 4 b

End Date: 3 w7

~ | vehicle

Fuzzy Matching
Recognized Plate:

License Plate:

< m 3

Search Clear

&

Page  1|of1 No data to display

Figure 9-7
2. Select a log you want to view on the top-right corner.

3. Select a connected host from Host and the number of logs from Data size to display in
the search results.

4. Set the search criteria. For example, you can use the Message drop-down list to search
the records that match the conditions of “Parking Access Denied”.

5. Click the Search button to start the log search.
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Chapter 10 GV-ASWeb

The GV-ASWeb allows you to access data and settings on the GV-ASManager over the

network using a Web browser. Connecting to one GV-ASManager at a time, users can

remotely watch live video, access logs, and set up camera / cards / users / vehicles /

controllers / schedule / fingerprints / faces / patrol tours / parking lots / card formats / operator

accounts using Web interface.

To use the GV-ASWeb, the version of browser in the client PC must be Internet Explorer 9

or later.

10.1 Connecting to GV-ASManager

Before GV-ASWeb can connect to a GV-ASManager, the GV-ASManager must be set to
allow remote access:

¢ Onthe menu bar, click Tools, select Servers and enable Web Server. This dialog box

appears.

GeoWebServer Setting Dialog

IP Filter
Rule

Add

Http Port &

From IP

Hitps Port 443

[ Takes effect after you restart WebServer. |

TolP

X

[ ok | [ Cancel

Figure 10-1

If you want to grant or deny the access from certain IP addresses, click Add, and type the

IP addresses. Otherwise click OK to start the connection. When the server is started, the

icon appears at the bottom of the main screen.
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To start the GV-ASWeb:

1. There are two ways to link to GV-ASWeb:

® Under the device list, right-click the PC and click ASWeb or ASWeb with SSL.

ﬁASManager___
File Meonitoring View Setup  Personnel  Language Teols Window Help
Wd 250 008 BRI B8]0
Controllers

g X
1616 -
Controller Status Alarm Forced Open  Duress Tamper Fire Alarm
~ S TEST198-PC
~ & Controllerl Unleck Door

[J 1:Doorl Card Mode Lock Down

O 2: Door2 Card Mode EncellieE

[J 2:Door3 Card Mode

Force Lock

Disable Door Lock Operation

Reset Anti-passback 3

ASWeb (http://localhost/ ASWeb/)
ASWeb with 5501 (https://localhost/ASWeb/)

Figure 10-2

® Open an Internet browser, and type the IP address of the GV-ASManager to be
connected. This web page appears.

= GeoWebServer - Windows Internet Explorer [’._”’E”‘S__d
P v r
(€ ISR lel 127.0.0.1 v [42) [ x| & |[2]-
?:\? Favarites @GeoWebServer
-
Please use https:// to establish a secured connection (55L).
For Internet Explorer 7 User:
Please ignore certificate error and click on [Continue to this website] to proceed.
[ ] P P
(. GeoUision:
Available Web services are listed bellow:
ASWeb Access & Security Management
TAWeb Time and Attendance Management
Visitor Visitor
VMWeb  Visitor Management
v

Figure 10-3

2. Click https:// for SSL encrypted connection, or ASWeb for regular connection.
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3. Enter a valid username and password for login. The GV-ASWeb page appears.
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e l@hﬂ http://127.001/A5Web, 0 ~ & || & Asweb x

-
Controller
List

Settings

=
Door Group
Setup

s

Time Zone
Setup

Holiday
Setup

=/
®e
Access
Groups
Setup

.

Patrol Tour

P

Parking Lot

NE

Map

a» |

Operator Live Video Card List
Account
B 2 °
Monitor Vehicle List
Notification
Setting

AS

* User List

Code Format
Settings

Export
Schedule

Access Log

b

Alarm Log

e

Daily Access

Event Log

e
P

I0Box Log

E=8 (BT =)
L e
g ]

1
LPR Log

Patrol Log
Systemn Log

L

User Action
Log

Figure 10-4
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10.2 Accessing Live Video

You can use GV-ASWeb to remotely watch live video of devices connected to the
GV-ASManager.

1.  On GV-ASWeb, click the Live Video icon . This window appears.

T Live Video = [ | [ | | 3%
Device
Device: DWVR1(192.168.59.2 v | Camera: Camera 1 W
Video

Figure 10-5

2. Click the Device drop-down list to select a connected GV-DVR / NVR or LPR.

3. Use the Camera drop-down list to select a camera. The live view will now be displayed.

Note: Live video will be displayed using MJPEG codec and a frame rate of 5 fps.
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10.3 Monitoring GV-ASManager

You can use GV-ASWeb to monitor controller status, control doors / lanes, areas, and watch
the following logs updating in real time: Access Log, Alarm Log, Event Log and LPR Log.

1. On GV-ASWeb, click the Monitor icon == The Monitor window appears.

2. To access controller / LPR settings and control doors / lanes, right-click the controller or
LPR in the device list. The options available are similar to the device list in
GV-ASManager. For details on the device list, see 3.2.1 Controls on the Window.

(=] X
= Monitor

Device R
Name Status Alarm
4 7] Controller

4 @ Controller 1

Door 1 Card Mode it
Door 2 Card Mode ok Lol
Door 3 card Mode FITERUTEE
Door 4 Card Mode Force Lock

Dizable Door Lock Operation
Clear All Events

Reconnect

Sync Controller

Settings...

Figure 10-6

3. You can click Monitor in the upper-right corner to select the logs to display. Activities will
appear in real time without refreshing the page.

&, Monitor E=1E
‘-.flew v Options v
Device « Access Log Alarm Log Eventlog * | LPRLog 7| Access Log »
Name Status. Alarm View Mode~ @ Information /| AlarmLog &
4 ] Controlier 7] EventlLog
@Contwﬂer 1 Message Door / Input Local Time DOOI’
4 =
8 Door 1 T - DooriGate Unlock Controller 1-Do... 117232015 2:29 ]| 10Box Log
@ Door 2 Force Unlock Modt Door Open Controlier 1 - Do 117232015 2:29 o 7] LPRLog
@ Door 3 Card Mode DooriGate Unlock Controller 1-Do... 11232015 2:29 D E Parking Montor b o
= DooriGate Lock Controller 1-Do... 11232015229
[ Door 4 Card Mode System Log
Door Close Controller 1-Do... 11232015228  pesributes
Force Unlock Remotely Controller 1-Do... 117232015 2:28 | User Action Log
Local Anti-passback V] Locate Pecple
Global Anti-passback ] Area Monitor
Two-Person Rule (Entranc
New Map Monit
Two-Person Rule (Exit) 8 New il
Reader's Keypad (Entrance): Yes
Reader's Keypad (Exit) Yes
GeoFinger (Entrance) No
GeoFinger (Exit) No
« i + | Time Clock No

Figure 10-7
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upper-right corner and select Map (Alarm). Up to 6 pop-up events can be shown at a

time. For details on how to set up the map, see 10.12 Creating

*Access Log *Alarm Log *Event Log LPR Log Map Monitor *
& S 8- AR
e g ] m
!/ Bentley T ] i
Map Satellite entley Taipei P FAU01ES
& 8~y

Section 1, Neihu Rd

Taipei Fubon Bank

o
@« Fubon Ba Sorn
£ FRLEE T T Neihii g
10103(F A R — R
£ = ) Uil Mongolian -
‘,ﬁ !dap (Alarm: 5/22/2016 10:58:43 PM ) =|o)f| R

“ﬂa !’Iap ( Alarm: 5/22/2016 10:58:48 PM )
Iﬁg !’Iap ( Alarm: 5/22/2016 10:58:53 PM )
| @ Map ( Alarm: 5/22/2016 10:58:58 PM )
igg“l_l!a.p ( Alarm: 5/22/2016 10:59:03 PM )
;,g; Map ( Alarm: 5/22/2016 10:59:08 PM )

EERREEE

) (=)
Lnxy

= =3
_nxl
= [o)[%

- i EHRT PEC, ‘\“———______
n
= m B I Neit Xihe
-] 5
L SaH
| i
L a8 &
| L _ Cath
NASAR t A e EBQ%‘
e Google

2
Map data ©2016 Google Terms of Use Report a map error

| | Latest Infomation

Access Denied
test-1010- Door 1
5/22/2016 10:59:08 PM

Googlé

Latest Infomation |

Figure 10-8

Maps.

To see a pop-up map of the associated device upon an alarm event, click Options in the

Monitor~ V\EW'I Options.
Map (Alsrm)
Information =]
Door
Name: Door 1
ID: 1
Attributes
Local Anti-passback:  No
Global Anti-passback: No
Two-Person Rule
(Entrance) o
Two-Person Rule (Exit): No
Reader's Keypad
(Entrance) Yoo
Beader's Keypad (Exit) Yes
}eoFmger (Entrance). No
teoFinger (Exit). No
ime Clock: Yes (Using TA Function Key)
wto Check Out No
Sntrance).
uto Check Out (Exit): No
lelease By Card: No
Mterlock: No
ock Reset Time: 5 sec(s)
ock Reset Time i
dandicap Card), Bisecis)
leld Open Time: 10 sec(s)
leld Open Time
Hdandicap Card) 10 sec(s)
pck Card Time 0 sec(s)
Zntrance)
pck Card Time (Exity 0 sec(s) =
ap &
¥ & @~
ARy

A "Clon 7
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10.4 Accessing Logs

You can access the logs of the connected GV-ASManager, including Access Log, Alarm Log,
Daily Access, Event Log, IO Box Log, I/0O Log, LPR Log, Patrol Log, System Log, and User
Action Log. In addition, you can set up search criteria to view the records more efficiently.

=
= 9

Acress Log LPR Log

—

L=

Alarm Log Patrol Log

ép By

Daily Access ~ System Log

2 &

EventLog User Action
Log

Figure 10-9

10.4.1 Setting Search Criteria

1. Select a log you want to view. Here we use Access Log as an example.

2. Inthe Filter section on the left, type or select the desired filtering criteria. For example,
we want to search the log for the records that match the conditions of “Access Granted”,
Card Number “120-38620”, Gate A entrance of AS210, and dates from July 1% to July
31, The resulting filter window may look like this.

[ 7] Access Log ==

P ’ Access Log

Filter « Export;| TXT This Page oK

+/Log Message Door Local Time Camera 1 Camera 2 Can
~
Message: Access Granted

~
Door: | AS210 - GateA >
Direction: | In >
Date Period: Date Range >
Start Date: 07/01/2014 |[3 00:00 v
End Date: | 07/31/2014] |8 23:59 v

| Card

Card Number: | 120-38620 >
< >

Search Clear Page| 1 |of1 ] No data to display

Figure 10-10
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Note: The maximum date range for all logs is 3 month.

3. Click the Search button to start the log search.

10.4.2 Log Window Icons

The icons in the log window can display the detailed information of that category. Click the
icon to view the details.

: Indicates the availability of the video image.

In Controller List, Card List, User List, Access Log and Daily Access, you can right-click each
search result to access more information such as card information BB or user information

Note: You can play back video only when Remote ViewlLog Service included in Control
Center Server is enabled on the DVR. And the Remote ViewLog function is enabled on Video
Server or Compact DVR.

10.4.3 Exporting Logs

You can download the logs of the connected GV-ASManager to the current computer in four
formats: txt, html, xlIs, html (zip), and PDF. When html (zip) is selected, logs in html format
and the snapshots captured will be exported in a .zip file.

1. Use the Export drop-down list on the top-right corner and select the file format TXT,
HTML, Excel, HTML (ZIP), or PDF.

2. Use the next drop-down list to select This Page to save the current log page or All to
save all logs.

3. Click OK to download the logs.
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10.4.4 Defining Columns

You can define the displayed columns of the search results for each type of log. The field
must be first enabled on GV-ASManager before the content of the field can become
searchable.

1. On the menu bar of the GV-ASManager, click Tools and select ASWeb Field. This
dialog box appears.

ASWeb Field Configuration 3

Access Log | Alarm Log | Event Log | Daily Acoess | Card 4 *

[J[Business] Jab Title ~
[J[Business] Department

[J[Business] Office

[][Businesz] Phone

[J[Business] ext

[J[Business] Fax

[J[Business] web Page

[J[Business] E-Mail Address

[ ][Business] Mates

I:Zar Li
[ ]User Define 02

[JUser Define 03

[JUser Define 04

[JUser Define 05

[JUser Define 06 v

I Ok ” Cancel ]

Figure 10-11
2. Select the fields you would like to enable and click OK.

3.  On GV-ASWeb, click on the arrow next to an existing column and select Columns.

L ’ Access ﬂ [ Card Code
[F] card Type
i - [F] Card Status
«|Log n Message ~ | Door Local T| []  Activation Date
Message: | Access Granted w %l Sort Ascending [] Deacfivation Date
Door: w %l Sort Descending [ Privilege
Direction: | InfOut v [ Columns , [F] Access Group
Date Period: | Today = D Disable Lock Card / Allow Access during Lockdown Mode
Support GV-AS200
Start Date: 5 v (O Supp
User
End Date: B £
First Name
[
Middle Name
- | Card
Last Name
Card Numbhar: = ot 0

Figure 10-12
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Select a field to display it in the search results.

For example, we added a user-defined field “Parking Space Number” to the Access Log.
The resulting window on the GV-ASWeb may look like this:

Filter s Export:;| TXT This Page oK

| Log % Mes=zage Card Number User I Parking Space Number I

Message: Duress Active v

Door: w

Figure 10-13
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10.5 Adding and Deleting Controllers / LPR

You can use the Controller List and LPR List functions on GV-ASWeb to remotely add or
delete controllers / LPR to the GV-ASManager. Here we use controllers as an example.

1.  On GV-ASWeb, click the Controller List icon ﬂ This window appears.

. ] controller List (=113
Jud Controller List
L]
@esK Information
Door
E] @ 3: Controller 1 (4/4) GV-AS21XX ContrO"er
Door 1
Controller: Controller 1
El Door 2
1D: 3
poor Type: GV-AS21XX
Loered Address: 192.168.3.171:4000
Time Zone: GMT - 08:00
DST Begins: MIA
DST Ends: N/A
Release All Doors By Card: Mo

Page 1|of1 .::' Digplaying 1- 1 0f 1

Figure 10-14

2. Click the Add button 2 to add a new controller. For details on the configurations, refer
to Step 1: Configuring a Controller in Chapter 4.

3. To set the individual doors, click the Edit button & and select a door. For details, refer
to Step 2: Configuring the Doors or Elevator Floors in Chapter 4.

@ Controller List =1 |E3
14 Controller List
1]
J @) sl Door
Door -
/| Enable
=2 @ 3: Controller 1 (4/4) GV-AS21X0( Name: Door 1 Alarm Event
Door 1 E
Cornmon Password: sene 4~8 digits(0~3) Held Oper
Door 2
Door 3 Urgent code: 4~8 digits(0~9) Forced OF
ock Reset T Sec(1~255) Tamper
ock Reset Time: 5 ec(l~
Door 4 | Fire Alarm
¢ AS210_IN1 i 5 (Handicap Card) Access De
3¢ ASZ10_IN2 Held Open Time: 10 Sec(0~9999) Alarm Con
3 AS210_IN3 10 (Handicap Card)
K As210_IN4 Lock Card Time: Entrance: |0 Sec(0~65535) Tailgating
ASZ10_INS
X As210] Bxit: |0 Sec(0~65535) Urgent co _
x AS210_IN6 7 1 +
ASZ10_INT 52
X AsS210 Revert Save
Page 1|of1 C}' Displayin

Figure 10-15

4. To delete a controller, select a controller and click the Delete button @.
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After adding or deleting a controller through GV-ASWeb, the change will be reflected in the
Controller List in GV-ASManager.

Tip: You can right-click a door and select Accessible Card or Accessible User to see the
cards and users that are granted access to the door.

=3 (] 2: Controller 1 (8/8) GV-ASE10 [ ASB110
Door 1
Door 2 B Accessible Card
Door 3 FE Accessible User
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10.6 Adding and Deleting Cards and Users

In addition to adding and deleting controllers, you can also use GV-ASWeb to remotely add
or delete cards and users.

To add or delete cards:

1.  On GV-ASWeb, click the Card List icon .

2. Click the New button. This dialog box appears.

B Add a New Card »
Card
User: = &~ ~
Card Mumber: - {g| Card Code: Wiegand2s w7
Card Status: Active b Card Type: Normal w7
[ ] Actvation Date: 4
[] Deactivation Date: E
Pin Code: 111 D Disable Lock Card [/ Disable Local APB [ Allow Access
Privilage: No Privilege ¥ R
Data Group: Mo Groups 7
Access Group: Default R
Door Schedule

=] @ Controller 1 (1 Door)
Dioor 1 24-hour restricted

=] @ Controller 2 (4 Doors)

Door 1 24-hour restricted
Door 2 24-hour restricted
Door 3 24-hour restricted
Door 4 24-hour restricted
W
L4 >
oK Cancel

Figure 10-16
3.  Fill out the required information. Refer to 4.3 Setting Cards for more details.

4. Click OK to save the settings.

146



B cv-asweb

If you have a GV-PCR310 Enrollment Reader installed, you can click Card Reader )

GV-ASWeb.

5.
to add a card using GV-PCR310.
DNew £FEdit I (34 Card Readar Export: | TXT This Fage oK
Card Mumber Card Type Card Status Activation Date Deactivation Date  User
1 123-46578 Mormal Active 12182013
2 123-4568 Mormal Active 12/24/2013
Figure 10-17
6. To delete cards, simply select the card and click the Delete button.
Note:
1. After adding or deleting a card through GV-ASWeb, the change will be reflected in the
Card List in GV-ASManager.
2. The Batch function and the card data import/export function are not supported on
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To add or delete users:

1.  On GV-ASWeb, click the User List icon E The User List window appears.

2. Click the New button. This dialog box appears.

E User Setting #

General Home Business User Defined Features

First Name: Middle Marme: Last Name:
Display: v
Employes ID: Data Group: No Groups v

Photo: =& %
Cards: @ -

Card Mumber Card Code

\ehicles: &) -

License Plate Erand Model

[ ]send sms |EE

OK Cancel

Figure 10-18

3. Type the user’s name. Other user information such as Employee ID, Home information
and Business information are optional.

4.  You can click the Add button % to assign a card or a vehicle to the user.

5.  You can use the Data Group drop-down list to assign the user to a data group.

6. If you have a webcam installed, click the Webcam icon & to take a picture from the
Webcam for the user profile.

7. Click OK to save the settings.

8. To delete a user, simply select the user and click the Delete button.

You can enroll fingerprints in the Features tab using GV-GF1921 / 1922. For details, refer to
Chapter 3 Fingerprint Only Mode in the GV-GF Fingerprint Reader User’'s Manual.
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Note:

1. After adding or deleting a user through GV-ASWeb, the change will be reflected in the
User List in GV-ASManager.

2. The user data import / export function is not supported on GV-ASWeb.

3. The webcam function requires Flash Player 10 or later.
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10.7 Searching, Adding and Deleting IP Cameras

You can use GV-ASWeb to remotely search and set up IP cameras by connecting to
GV-DVR / NVR, GV-Video Servers, GV-Compact DVR or to IP cameras directly.

~
1.  On GV-ASWeb, click the Camera List icon . The Camera List window appears.

2. To search for available IP devices under LAN, click the Search button and select
Search DVR and NVR or Search IP Device. This dialog box appears.

@Camera List (=11
oW - u
Ugd >~ Camera List
I
E- © @ || usearchirDevice FER
Lot Eroie [C] Host Name Address
: i = . =
© g www (1 Camera) DVR-PCAM V1{192.168.2.4) 192.168.24
GVLX4(RL2.235)(192.168.2.235) 192.168.2.235
GV-IPSpeedDome(192.168.3.222) 192.168.3.222
GV-VS02A(192.168.3.228) 192.168.3.228
Demo-GV-VPy1(192.168.1.167) 192.168.1.167
| Leo-GPS{182.168.1.62) 192.168.1.62
Joe-IPCAN1.3M(182.168.1.116) 192.168.1.116
V5-02(192.168.1.115) 192.168.1.115
13 [¥] GV-IPSpeedDome(192.168.3.188) 192.188.3.188 2
MNetwork Adapter: P(192.168.0.171) Intel(R) PRO/1000 v @
Port: 15000

Add Cancel

Page  1|of1 ) Displaying 1-10f1

Figure 10-19
a. Select the GV-DVR / NVR or IP devices to add from the search results.

b. If necessary, you can select a different Network Adaptor and click the Search
button again or modify the default port number 15000.

c. Click Add. The GV-DVR / NVR or IP device is added to the camera list on the left.

d. To login, select the GV-DVR / NVR or IP device, click the Edit Mode button -SQ, and
type the User ID and password.
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3. To manually add a device, click the Add button < This dialog box appears.

{@n Camera List = (=3

U@ -~ Camera List
@v @ e w Mew Host

Camera Location 0 -
Host Setting

] Eﬂ www (1 Camera) Type: IP Camera 7

Host Name: fish
Address: 192.168.3.199
User: admin

Password: ..

VSS Port: 10000 Default
Brand: GeoVision_GV-FE420_Series w

Number of Cameras: 1 b

-~ Rewvert g
Page| 1jof1 ¥ Displaying 1-1of 1

Figure 10-20
a. Select the Type of device to add and type a Host Name to name the device.
b. Type the IP Address, User name and Password of the device.

c. Modify the default Data Port 5611, default VSS Port 10000, and default Log Port
5552 if necessary.

d. For IP cameras, use the Brand drop-down list to select the camera model. You can
connect to third-party IP cameras through ONVIF, PSIA and RTSP protocols by
selecting Protocol in the Brand drop-down list.

e. For GV-DVR / NVR, GV-Compact DVR and GV-Video Server, select a number from
the Number of Cameras drop-down list to add channels between channel 1 and the
selected channel. For example, if 3 is selected, channels 1-3 will be added.

f. Click Save.

4. To edit a device, click the Edit button [%| and select a device to begin editing.

5. To delete a device, select the device and click the Delete button .

Note: After adding or deleting a camera through GV-ASWeb, the change will be reflected in
the Camera List in GV-ASManager.
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10.8 Setting Schedule
You can use GV-ASWeb to remotely create daily schedules, set up weekly schedule and

specify holidays. For more details on how to set up schedule, refer to Chapter 4.

10.8.1 Setting Daily Schedule

1.  On GV-ASWeb, click the Time Zone Setup icon .g This dialog box appears.

(7} Time Zone Setup = |[3][%

0 O @ Qi

D Name 01 2 3 4 5 & 7 & % 10 M 12 13 14 15 16 117 186 1% 20 21 22 23 24 Data Group
|||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||||

] Deny Access | ' | No Groups

255  Full Access No Groups

&

Page 1/of1 Dizplaying 1 -5 of 5

. Access Time

Figure 10-21
2. Click the Add button &J. A blank schedule appears.

-GjﬁmEZOI'IESEtle —lalxl|
00 Qa ki
D Name 01 2 3 4 5 & 7 & % 10 M 12 13 14 15 16 117 186 1% 20 21 22 23 24 Data Group
|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|III|
1| Weekday | H | No Groups | v
0 Deny Access | : | No Groups

Update Cancel

Page 1 of1 P Displaying 1-5o0f &

. Access Time

Figure 10-22
3. Type an ID and a name for the daily schedule.

4. Set the time by dragging the mouse on the timeline. To erase selected time, click the

Delete Access Time button 1 and drag the mouse across the selected time.

5.  You can use the Data group drop-down list to assign the time zone to a data group. You
can then allow or forbid a user to read/write the functions listed under the data group.
Refer to Setting Up System User in Chapter 8 for more details.

6. Click Update to save.
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10.8.2 Setting Weekly Schedule

1.  On GV-ASWeb, click the Schedule Setup icon . This dialog box appears.

%Schedulesﬂup (=] 4
9@ ID: 0 Mame: 24-hour restricted
D Name
Data Group: Mo Groups
19 0 24-hour restricted
2| 255 Z4-hour access Name
Monday Deny Access
Tuezday Deny Access

Wednesday Deny Access

|
|
|
Thursday Deny Access |
|
|
|
|

Friday Deny Access
Saturday Deny Access
Sunday Deny Access
Holiday Deny Access

Page 1/0f1 [

Figure 10-23
2. Click the Add button &3, A blank schedule appears.
3. Type an ID and a name for the weekly schedule.

4. You can use the Data Group drop-down list to assign the weekly schedule to a data
group. You can then allow or forbid a user to read/write the functions listed under the
data group. Refer to Setting Up System User in Chapter 8 for more details.

5. Click the timeline and assign the daily schedule created to the day of the week. The
schedule selected for Holiday will be applied to the dates selected in the Holiday Setup
page. Refer to the section below.

6. Click Save.
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10.8.3 Specifying Holiday

On the main page of GV-ASWeb, click the Holiday Setup icon g To specify holidays or
special days, click a color block and click the dates of the Holiday or special day. To remove

holidays or special days, click Remove Holiday

[m Holiday Setup - ]3¢ —|

|| B R clear 21l Holidays

December 2015 - March 2017 -

December 2015 January 2016 February 2016 March 2016

LT T | T w T F S [wWk S5 M T w T F S|k 5 M T W T F 5 |k 5 M T W T F s

5
50 B ?-910 1M1 12 1 5 7 8 9 10 11 12 13w & 7 & 8 10 M
51 13 14 15 16 17 18 18| z 10 11 12 13 14 15 16| 7 14 13 16 17 16 18 20|11 13 14 15 16 17 15 19
52020 2 22 23 024 25 26| =z 7 18 19 20 M 22 23| = 2 22 23 24 25 26 27 |1z 20 M 22 23 M4 25 X
4 =]
5

[
m

G20 27 28 29 30 A 24 25 5 27 28 23 30 25 29 12 27 28 29 30 A

april 2018 May 2016 June 2016 July 2016

4 3 4 3 B 7 & 8418 1 2 3 4 5 6 T2z 5 B 7 & 89 10 M|z 3 4 5 6 7 & 9
5 10 11 12 13 14 15 16 (192 & 8 10 11 12 13 14 |24 12 13 14 15 16 17 15| z= 10 11 12 13 14 15 16
16 17 18 19 20 M 22 23|20 15 16 17 18 18 20 21|25 19 20 M 22 23 24 25|z 17 18 18 0 2 22 I3

17 24 25 28 27 28 29 30|21 22 023 24 25 6 28 |25 26 27 28 29 30 300024 25 26 27 28 29 30 A8
Haliday B special_Day_1
Special_Day_2 Special_Day_3
Save Cloze
= -

Figure 10-24

10.9 Setting Access Groups

Using GV-ASWeb, you can remotely set up access groups to restrict who can access which

door at what time. On the main page of GV-ASWeb, click the Access Groups icon . For
details on how to set up access groups, refer to Setting Access Groups in Chapter 4.

[% Access Groups Setup = [=] ><1
9@ Mame: Access Group 01
Name =
Data Group: Data Group 1 ¥
1 Access Group 01
Door Schedule

=] @ Controller 1 (1 Door)
[[] Doort 24-hour restricted

Page 1]of1 [ Displaying 1 -1 of 1

Save Close

Page 1|of1 r@" Mo data to

Figure 10-25
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10.10 Setting Door Groups

Using GV-ASWeb, you can remotely organize controllers into different door groups, allowing
you to quickly upload fingerprints and user data to the doors installed with fingerprint and face

recognition readers respectively.

Ify
On the main page of GV-ASWeb, click the Door Group Setup icon . For details on how
to set up door groups and upload fingerprints, refer to Uploading Fingerprints to Controllers
Using Door Groups in Chapter 3 of GV-GF Fingerprint Reader User’s Manual.

Do-oer-upﬁetup .=
i Add &) Remove E[Rename P e
& [Efj DoorGroup 0 =5 Controller List

= |j] Controller 12
£ |j| Caontroller 13
H |j| Controlier 25

Figure 10-26
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10.11 Configuring Areas for Anti-Passback

You can remotely define Entry and Exit areas for each door using GV-ASWeb.

1.  On GV-ASWeb, click the Area Settings icon % This dialog box appears.

@Area Settings = ||| 3%

Add Eﬂemuve £ Rename Doors

Name
= ﬂ Controller 1 (3 Doors)

B8 Giobal Area

@ Lobby

B3 Reception

g5 Demo Room

| Mesting Room B1

g3 Lab

|:| Door 1 goes from Lobby to Global Area
D Door 2 goes from Reception to Meeting Room B1

Door 4 goes from Deme Room to Lab

3 : ; B
Page 1]of1 Page 1|of1 i Dizplaying 1 -3 of 3

Figure 10-27
2.  Click the Add button to add an area and double-click the name to rename the area.
3. Double-click a door and use the drop-down lists to assign the entry and exit area.

@Area Settings ll=l1E

Add Eﬂemuve £ Rename Doors

Name
=2 ﬂ Controller 1 (3 Doors)

B Giobal Area

|:| Door 1 goes from Lobby to Global Area
B Lobby : :

|:| Door 2 goes from Reception to Meeting Room B1
@ Reception

Door 4 From: Demo Room ~>| To: v
@ Demo Room

Global Area

g8 Mesting Room B1 pdate Cance Lobby
@ Lab Reception
@ e Demo Room

Meeting Room B1

Area 7

- T—
Page 1 0f1 Page 1ef1 = Dizplaying 1 -3 of 3

Figure 10-28

For more details on how to set up Anti-Passback, refer to Chapter 6.

Note: After defining areas for Anti-Passback through GV-ASWeb, the change will be
reflected in the Area Settings page in GV-ASManager.
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10.12 Creating Maps

You can place the icons of connected controllers, LPR lanes, LPR cameras and I/O devices
on the Google Maps or on a map you uploaded to GV-ASWeb. The map will help you quickly

B cv-asweb

pinpoint the location of an event or the devices you have installed.

1.  On GV-ASWeb, click the Map icon g This dialog box appears.

&Hap

“
Device
4 {—] Map
@Parking 3
@Parking 1
: &gufﬂce
ﬁgparking -1
&aparking -2
4 {—] Controller
(] contraler 1
- ] cs1320-Brian
- ) Ast010
- F] as1110
43 LPR
ELLPR
gy LPR1200
LLPR3
4 ] 10Box
- ] 0B0X-16

- §] 10BOX 8

- [_] Camera

Map

Google map
Google map
Google map
Google map

Google map

(=]

@ Add Map 7 Edit

LB
Map Satellite

j Lo

NORTH
DAKOTA

NASHINGTON MONTANA

MIMNESOTA

SOUTH
DAKOTA

WISCONSIN
OREGON IDAHG MICH
WYOMING :
Chicago
1OWA a
MEBRASKA
ILLINDIS

NEVADA INDIANE

United States

COLORADO

UTAH

Frgncisco KANSAS  MmiSSOURI

KENTL
CALIFORNIA
olas Vegas

9 OKLAHOMA

ARIZONA ALE i
San Diego Dallas MISSISSIE

e @ AL~ 14
i TEXAS + G

\ LOUISIANA

\

G = =l
3 b \ Houston -
a.

e Map data 2017 Google, INEGI | Terms of Use

TENNESSE
Los Angeles
MEW MEXICO

Google

4

*

Options -

Figure 10-29

On the Google Maps, zoom in on location of the building or the monitored area. Skip to

step 6 if you do not want to upload your own map.

To upload your own map, click Add Map. This dialog box appears.

§3 Add Map
@ Map 1 Area
MName:

Map:

Upload |

Cancel |

=

=

Figure 10-30

. Select Map to type a name for the map or select Area to choose an area created in

10.11 Configuring Areas for Anti-Passback from the drop-down list.
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«  Click the Add button = to locate the file of the map.

. Click Upload. A pin is placed on the map.

4. Click Edit in the top-right corner. If you have uploaded your own map, click the pin to

open the map.

5. Drag the controller, LPR lane, LPR camera and I/O device icons from the left menu onto
the map according to their location.

6. Click Edit again when you are finished. You can click the icon of the controllers, LPR

lanes, LPR cameras or I/O devices to access their information.

® Map
t » Mal IF
Device Map
4 [ JMap
@l _iF Google map B & LPR 1 Camera 1
4 5 Corttraller A LPRA Laned
4[] controller 1
E]D Q?gLPRL Camera 2 ‘
Door 1 Mall_1F o
A
[Dooorz  Mal_1F \___ LPR 2, Lane 1 &LPR —
Oooor 3 -
[ boor 4
[ controller 2
4 SILPR ﬂ Controller 1,-Door1
4 CLLPR m
by
JilLane Mall_1F
ABRIPR2 @ &LPRL Camera 4
T
JiLane Mall_1F
4 Camera
a@DLPRA
& Cameral  MallIF
& comera2  Mal_1F Qcontmller 1, Door 2
= hiall AE P

Next, you can look up activities at a door or LPR lane by clicking the arrow button ' in the

Figure 10-31

top-right corner. Select your search criteria and click Search.

Tracking
Type:
User:
Card Number:
Date Period:
Start Date:
Time:
End Date:

Time:

Card

Parker

This Month

Records | Information

lessage

Door

DE| B E EEE

.

Route Planning by Google

Search Clear

Local Time Camera 1

3 1:GV-AS210 - Door 1 7/18/2013 11:43:13 AM (10 Ttems)

Access Granted
Access Granted
Access Granted
Access Granted

Access Granted

GV-AS210 -
GV-AS210 -
GV-AS210 -
GV-AS210 -

GV-AS210 -

page| 1of2 b M

158

Door 1
Door 1
Door 1
Door 1
Door 1

=)

7H82013 11:43:13 A (5| B
THE013 1220010 PN ) B

7M8/2013 12:00:30 PM

TH8i2013 1:34:42 P

THE2013 1:47:36 PH i) B

Camera 2

Figure 10-32

& Add Nap SEPEdit

Card Number
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Parker
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Displaying 1 -
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.

320f 11




B cv-asweb

¢ You can double-click an event to locate the associated door or LPR lane on the map.

¢ You can select Route Planning by Google to see the suggested route between the
access data of a card or a license plate in the order of access time.

e To view snapshots or play back recorded videos, click the snapshot or video button

On the Google maps, you can also see the directions from one controller / monitored area /
LPR cameras to another. The directions marked on the maps will also be displayed in LPR

log.
1. Right-click the icon of your starting location, and select Begin.

2. Add as many destinations as you wish by right-clicking the icon and selecting Through.

3. For your last destination, right-click the icon and select End.

&
3R simcenc & (v | Sotie |
'-.".f'!?né','-'-.i""i" 't'g""‘")'LP"H ! Lam? 1 ki Woadland Ave £
el S LPR1, Camer
Yuki Sushi T g Az LPR 1, Camera 3

ding St 2

Map data @2013 Google - Terms of Use Report a map error

=

i =3

1893-1905 Woodland Avenue, Santa Clara, CA 95050, USA To 415-725 Morth Winchester Boulevard, San Jose, CA 95128, USA
0.1 mi

415-725 MNorth Winchester Boulevard, San Jose, CA 95128, USA To 415-725 North Winchester Boulevard, San Jose, CA 95128, USA
7 ft

415-725 Morth Winchester Boulevard, San Jose, CA 95128, 1USA To 2477 Homewood Drive, San Jose, CA 95128, USA
0.1 mi

Figure 10-33
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10.13 Setting Export Schedule for Lists and Logs

You can set up a schedule to regularly export lists and logs, and send them to the specified

e-mail addresses.

1. On GV-ASWeb, click the Export Schedule icon D This dialog box appears

= Export Schedule =] -
() Add ~ 7 Edit .@ Remove .‘S‘ Refresh Logs
Schedule Name Report Type Export Type Operator Account Frequency Start time
Export Event Log Event Log PDF 1 Ewvery Wesk 14:30
LPR Log {zip) LPR Lag HTMLIZIF) 1 Every Month 20:00
Access Log Access Log PDF 1 Every Day DD:00

4

Set Send Information

Frequency
Schedule Name: | Access Log
T ) None Start time: 0 Egl| 0 b
| Every Day

v
LDk | Every Weak
Paper size: Ad N ) Every Month
Orientation: Portrait k4
E-Mail
To: peterliu@ageovision.com.tw Content:
(B
BCC:
Subject: Export Schedule - Access Log

Send Report Save Close

Figure 10-34

2. Click the Add button and select the list or log you want to export.

" Export Schedule . =]
M Add = | 2 Refresh Logs
User List Report Type Export Type Operator Account Frequency Start time
Card List Ewvent Log PDF 1 Every Week 14:30
Vehicle List LPR Log HTML(ZIP) 1 Every Month 20:00
LPR L HTML 1 E O 10:00
Access Log ) bl
Access Log PDF 1 Every Day Do:00
Alarm Log
Alarm Log PDF 1 Every Day Do:00
Disily Access
Event Log
1O Log
Frequency
LPR Log
Patrel Log
System Log

User Action Log

Figure 10-35
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On the left side, set the filter criteria if you only want to export some of the data, and click
Save to Export Schedule.

B card List ==l

3 & Card List
Filter “I N Dnew ~ (g} Card Reader Export * View Mods ~
~|Card Card Number Card Type Card Status Activation Date  Deactivat... User
Card Number: = 1 000-00030 Nomal Active RUKIYA JAH
2 000-00065 Nomal Active PATRICK LL
Card Code: v
3 000-00035 Nomal Active 1011372015 WALUCHIO
Card Type: A 4 00000123 Normal Active 10132015 ASHA HASS
Card Status: > 5 000-00127 Nomal Active 101312015 YUSUFU Ok
Privilage: == 6 000-00135 Nomal Active 101312015 SUMRA NAZ
7 000-00146 Nomal Active 1011372015 DAJISSA FA
Access Group: e
2 000-00147 Nomal Active 1011312015 RUKIA SAID
£ 000-00180 Nomal Active 101312015 MUGERA Al
| Export Schedule
10 000-00241 Nomal Active 101312015 MACHARIA
Name: Card List (New) 11 000-00072 Nomal Active 1011372015 MARETE JA
Sort By: None 12 000-00204 Nomal Active MUTUA COt
Date s None 13 000-00233 Normal Active ABDULLAHI .
14 000-00106 Nomal Active 101312015 RASHID AIS

< >
Search Clear Save to Export Schedule Page Tots| b M| @ Displaying 1 - 100 of 233

Figure 10-36

Select a file format under Export Type, set the export Frequency, and type the E-mail
of the recipient.

-—F_xportSdledule —ioix |
@) add ~ o Edit @& Remove o Refresh Logs
Schedule Mame Report Type Export Type Operator Account Frequency Start time
Export Event Log Event Log PDF 1 Every Week 14:30
LPR Log (zip) LPR Log HTML{ZIP) 1 Every Month 20:00
Access Log Access Log PDF 1 Every Day 00:00
Card List (New) Card List HTML admin Every Month 00:00

<

Set Send Information

Frequency

Schedule Name: | Card List (New)

e Every Month
Select Month(s) Select Month(s)

HTML ki (1,2,3,4,5,6,7,8,9,10,11,12)

Date: 1 2

Start time: 0 Ml (0 2
E-Mail
To: Content:
I
BCC:
Subject: Export Schedule - Card List (Naw)

Send Report Save Close

Figure 10-37

Click Save to apply.
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10.14 Setting Up Other Functions

Through GV-ASWeb, you can also set up the following functions: Patrol Tour, Parking Lot,
Operator Account, Notification Setting, and Code Format Setting. The interfaces of these
functions are similar to those of the GV-ASManager. Refer to the following sections to see

how to set up these functions.

o Patrol Tour: See Chapter 7 Patrol Tour.

e Parking Lot: See 13.8 Managing Parking Lots.

e Operator Account: See 8.7 Setting Up System User.

¢ Notification Setting: See 8.2.3 Setting Notification.

e Code Format Setting: See 8.9 Defining New Card Formats.

e Printing Card: See 8.9Designing and Printing Access Card Template.

162



B cv-asweb

10.15 Creating Accounts to Manage GV-ASWeb

The administrator can create accounts with different privileges to manage GV-ASWeb.

1.

On the menu bar, click Tools and select Operators. A dialog box appears.

o U
- & Guest —
Elél' User Email: userl@geovision.com tw
@@ User! Level: User
Eiél' Supervisor
42 admin
LB admin2 ASManager | ASHemote
Database Tool AS\Web ViMWeb TAWeb
[¥] Export
Image/Flayback
[¥] Access Setup

Person Data
Door Operations
[¥] Stop Alam
[¥|Clear Everts
Monitor

el

Data Group

Data Group 1
Data Group 2
Data Group 3
Data Group 4
Data Group 5

Data Group &
1|

o

[ Allow password removal using ASProfileRestore

Figure 10-38

To create an account, click the New button in the top left corner.

Type the account’s ID and Password. Re-type the password in the Password
Confirmation field.

In the Level drop-down list, select Supervisor to have access to all GV-ASWeb functions.
To grant limited access, select User. Click OK.

Click the ASWeb tab in the middle.
Select the privileges you want to grant. The following options are available.
B Log: View Alarm Log, Access Log, Daily Access, Event Log and I/O Log.
B Export: Export Alarm Log, Access Log, Daily Access, Event Log and 1/0 Log.
B Image/Playback: Play back recorded videos and snapshots from GV-ASWeb logs.
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Access Setup: Set up controller list, camera list, area settings, time zone, schedule,
holidays and user-defined access group.

Person Data: Add or edit cards and users.

Door Operations: Control door operations in Monitor page.
Stop Alarm: Stop alarm in Monitor page.

Clear Events: Clear events in Monitor page.

Monitor: Access Monitor page.

7. Click OK.
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10.16 Accessing GV-ASWeb using Mobile Devices

You can access GV-ASWeb using the Web browser on your mobile device.

B cv-asweb

Open the Web browser on your mobile device and type the IP address of the

Language:| English
Please use https:// to establish a secured
connection (SSL).
Please ignore certificate error and click on
[Continue to this website] to proceed.

GV-ASManager to be connected. This web page appears.

(: GeoUision:

bellow:

Access & Security

ASWeb Management

Available Web services are listed

Figure 10-39

2. Click ASWeb and type the username and password of GV-ASManager to login. The

controller / LPR list is shown.

Language: English

ASWeb
Login

admin

EEEEE

Go to desktop version

L

Monitoring
+ [J] Controller

> llr Controller 1

> @ Controller 3

v ] PR
» & LPr1

Figure 10-40
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3. You can tap on the arrow next to the controller or LPR to see the associated doors and
lanes. When alert conditions occur, the alert icon will light up in red under the doors.

=0 Monitoring

v Controller

@ Controller 1
Door 1
R
Door 2

> @g Controller 3

v []] LPR
v & LPR1

n Lane 1 —

Figure 10-41

4. To remotely control the device, tap on a controller, door, LPR or lane, and select an
action.

@ Controller 1

Unlock Door
Lock Down
Force Unlock
Force Lock

Disable Door Lock Operation

Clear All Events

Reconnect

Sync Controller

€ Infomation

® Cancel

Figure 10-42
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5. To watch live view of connected camera, tap the Menu button

select the devices.

B cv-asweb

E, tap Live Video and

ASMobile SA=]

s Monitoring Device

Status »
Access Log »
Alarm Log »
Event Log »
LPR Log »
» Parking Monitor

System Log »
User Action »

Logout (s

Live Video

Device:

GV-VD5700(192.168.5.106)

Camera

Camera 1

Figure 10-43

6. To look up the logs, tap the Menu button

ASMobile A=

+ Monitoring v ¢
ECS—
Live Video , > [d
Access Log Y v I
Alarm Log » > @
Event Log »
LPR Log »
» Parking Monitor
System Log »
User Action »

Figure 10-44

and select one of the logs.
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Chapter 11 GV-TAWeb for Workforce Schedule and Payroll

GV-TAWeb is a time and attendance management system that helps you assign work
schedule, keep track of employee attendance and calculate salary. You must first enable
GV-TAWeb function on GV-ASManager and then log in GV-TAWeb to access the following

functions:

TA Report: Look up workforce schedule, attendance records, and employee payroll.
o TA Shift: Set up different types of daily work schedules.

o TA Template: Arrange schedules of up to 45 days with daily schedules from TA Shift.
e TA Holiday: Designate which dates are holidays.

e TA Schedule: Assign work schedule to individual or a group of employees.

e TA User: Specify employee salary.

e Export Schedule: Set up a schedule to regularly export reports to the specified e-mail
addresses. Refer to Setting Export Schedule for Lists and Logs in Chapter 10.

To use the GV-TAWeb, the browser in the client PC must be Internet Explorer 9 or later.
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11.1 Connecting to GV-ASManager

To enable GV-TAWeb, the Time Clock option must be enabled on GV-ASManager and the
Web Server must be enabled to allow remote access.

Note: The Time Clock option is not available for GV-AS1010. To use GV-AS1010 with
GV-TAWeb, you must configure the built-in function keys on the Web interface of
GV-AS1010. Refer to the Function Key Configuration section in Chapter 8 of GV-ASEV
Controller User Manual.

1.  Onthe menu bar, click Setup, select Devices and in the dialog box, double-click the
GV-AS / GV-EV Controller you want to use to keep track of attendance. Select the Door
tab and select Time Clock.

Controller Setup
General Setup | Door 1 | Daor 2 | Door 3 | Door 4 | Input
| Enable
Mame: Doar
Common Passward P 4~8 digits{0™~9]
drgent Code :
Lock Reset Time 5 Sec(1~255]
A [Handicap Card]
Held Open Time : 10 Sec(0~9399)
10 [Handicap Card]
Lock Card Time: Entrance: 0 Sec(0~E5535)
Exit 0 Sec(0~EE535)
Fire Action ; Unchange - |
Reader's Keypad Anti-Pazshack
| Entrance Local Anti-Passback
| Exit Global Anti-Passback
Auto Check Out Two-Perzon Rule
Entrance | Entrance
E st Exit
GeoFinger Interlock,
| Ent TCRAP R5485 —
MHance = - Door 3, Door 4 t|
IP Address.. BEE®)
E it TCRAP R5485 | Time: Clack
IP &ddress... ;| 2167
Figure 11-1
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2. Onthe menu bar, click Tools, select Servers and enable Web Server. This dialog box
appears.

GeoWebServer Setting Dialog E|

Http Port Hitpz Port 443

[ Takes effect after pou restart wWebServer. |
IP Filker
Fule From IP TolP

Add

| ok | [ Concel

Figure 11-2

If you want to grant or deny the access from certain IP addresses, click Add, and type the
IP addresses. Otherwise click OK to start the connection. When the server is started, the

icon appears at the bottom of the main screen.
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To start the GV-TAWeb:

1. Open an Internet browser, and type the IP address of the GV-ASManager to be
connected. This web page appears.

-
{= GeoWebServer - Windows Internet Explorer

@\- y~ B 127.0.0.1 I3 E3RL |[2]-
i Favorites | (@ GeowebServer
&
Please use https:// to establish a secured connection (S5L).
For Internet Explorer 7 User:
Please ignore certificate error and click on [Continue to this website] to proceed.
L el
(2 Geovision:
Available Web services are listed bellow: 3
ASWeb Access & Security Management
TAWeb Time and Attendance Management
Visitor  Visitor
VMweb  Visitor Management
b

Figure 11-3
2. Click https:// for SSL encrypted connection, or TAWeb for regular connection.

3. Enter a valid username and password for login. The GV-TAWeb page appears.

=Na=l

e )| @ hitp://192.168.0139/TAW=b/TAWebsif O ~ GH & TAWeb | | ~ 5

» B

TA Shift TA Repart

o W
TA Template Export
Schedule
Wi

TA Holiday

Figure 11-4
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11.2 Setting Up Workforce Schedule

To set up workforce schedule, first set up different types of daily work schedules using TA
Shift, and then you can arrange the different types of daily work schedules into a cycle using
TA Template. Next, specify the dates for holidays in TA Holiday. Lastly, TA Schedule
allows you to assign work schedule to an employee or a group of employees using daily
schedule in TA Shift or using long-term schedule from TA Template.

11.2.1 TA Shift: Setting Up a Daily Schedule

1. Click the TA Shift icon. This dialog box appears.

-
4 TA Shift =]
&) add shift
Name Start Time End Time Break time start (1} Breaktime end (1)  Break time =tart (2) Break time end (2}
Page 1|of1 [ o No data to dizplay
Figure 11-5

2. Click Add Shift to add a new daily shift schedule. This dialog box appears.

ITA Shift Settings #
Name: FAE Break Time (1)
Start Time: ; (o) :
EHLY - Start Time: 12:00
End Time: ]
SEeE End Time: 13:00 10]
Advance Period: 02:00
Extended Period: 04:00 (0] [ ] Break Time (2)
Overtime Buffer Period: 00:30
The 2nd rate applied as overtime hour  01:00
excaeds:
Time Range
Today Next day
g 2 4 6 B 1 12 14 16 18 20 22 O i T 8 10 12 14 16 18 20 22 0 2

I

Save Cancel

Figure 11-6
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Type a Name for the daily shift to help you identify it.
Select a Start Time and End Time to specify when the work shift starts and ends.

Specify an Advance Period to set the amount of time prior to the regular start time an
employee can work. Employees arriving before the Advance Period will be recorded as
working during Not Scheduled time in TA Record.

Specify an Extended Period to set the amount of time after the regular end time an
employee can work and be counted toward overtime pay.

Specify the Overtime Buffer Period and an employee has to work passed the overtime
buffer period to be counted toward overtime pay.

Select The 2" rate applied as overtime hour exceeds if you want to specify the time
an employee has to work passed after the Overtime Buffer Period to be counted toward
second overtime rate.

To specify when break time starts and ends, select Break Time and select the Start
Time and End Time. You can set a second break time if needed. Note that Break Time
will not be counted toward Work Hours.

The time range shows the start and end times of a shift schedule. Using the above
figures as an example, an employee working 4 hours passed the 18:00 pm regular end
time will receive overtime pay for 3.5 hours (18:30 ~ 22:00), while an employee working
20 minutes passed 18:00 will not receive overtime pay. The 2" rate will be applied once
the employee has worked passed 19:30, which is 1 hour after the Overtime Buffer
Period.

Start Time End Time
07:00 - 9:00 | 09:00 18:00 18:00 - 22:00
Advance Period Regular Work Hours Extended Period
?’?ﬁ:c: Btggeirg::-?od 2nd rate applied
12:00 - 13:00 18:00 - 18:30 19:30
Figure 11-7

Click Save to confirm the shift settings.
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11.2.2 TA Template: Setting Up a Schedule Template

TA Template allows you to set a 1-45 day recurring schedule template composed of the daily
shift schedule created in TA Shift.

1. Click the TA Template icon. This dialog box appears.

TA Template (=]
Q'-)A:I:I Template
Name Period With Holidays
Page 1|of1 .:,\-1 Dizplaying 1 -1 of 1

Figure 11-8

2. Click Add Template. This dialog box appears.

TA Template Settings

Name:
Period: 7
With Holidays: F

Description:

Save Cancel

Figure 11-9
3. Type a Name to identify the template.

4. Inthe Period field, type a number between 1 and 45 to indicate the number of days in

the schedule.

5. Select With Holidays to apply the holidays set up in TA Holiday.
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In the drop-down list below each day, select a daily shift schedule created in TA Shift.

A TA Template may look like this. In this example, the template is a 2-week work
schedule, because the Period is set to 14 days. The drop-down list under each day
indicates the daily work schedule selected for that day. A blank drop-down list means

that no work schedule is assigned for that day.

TA Template Settings

Mame: Front Desk-PT
Period: 14
With Holidays:
Dayl Day2 Day3 Day4 Day5 Day6 Day7?
merning ¥ morning ¥ afternoon ¥ special event |V special event v special event ¥ - ¥
Day8 Day9 Dayl10 Dayll Dayl2 Dayl3 Dayl4
merning ¥ morning ¥ afternoon v afternoon ¥ morning R - B - ¥
Description: Part-time work schedule for front desk (2 weeks)
Save |7 cancel
Figure 11-10
Click Save.

11.2.3 TA Holidays: Setting Certain Dates as Holidays

1.

Click the TA Holiday icon. This dialog box appears.

-
] TA Holiday =

(@ Add Holiday @ Remove Holiday £7 Edit Holiday

January 2010 - December 2010
February 2010 March 2010 April 2010

5 8
2 10 11 12 13 14 15
317 18 19 20 21 2

25 26 27T 28

18 18 19 20 21 22 23 2

July 2010 August 2010

Figure 11-11
Select a date and click Add Holiday.

Type a name for the holiday.

il — : @

Click OK and that day will be designated as a holiday if With Holidays is selected in TA

Template
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11.2.4 TA Schedule: Assigning Schedules to Employees

After creating daily shift schedules in TA Shift or arranging a schedule template in TA
Template, you can now assign the schedules you set up to an employee or an entire
department and select a start date.

Note: The employees listed in TA Schedule are the users in User List on GV-ASManager.
To assign employees to a group, open the employees’ user information in User List and
select the Business tab. In the Division field, type the division of the employee and all
employees with the same division name will be grouped into one division in GV-TAWeb.
Departments can be created under a division and offices can be created under a
department if needed.

1. Click the TA Schedule icon. This dialog box appears.

(2] TA Schedule =|[2][% 1

. T s Employee 07027 (Sun)  O7/28 (Mon)  O7/29 (Tue)  O7/30 (Wed) O7/31 (Thu) 0801 (Fri) 0802 (Sat)

= M T W L E =1

i 2 EAm
6 7 8 98 10 11 12
13 14 15 16 17 18 19
20 21 22 23 24 35 2%
27 28 28 30

Today
Company

Searching the employee...

aghan
» g Admin
» GBFAE
- G HR
4 giRaD
» & HW Engineering
» £ SW Engineering
- g Upper Management

@

Page 1 |of1 No data to display

Figure 11-12
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To assign daily shift schedules day by day:

2. To assign daily schedules day-by-day, select an employee or a group of employees in
the Company section and click Assign Shift. You can also press Shift or Ctrl to select
multiple employees in a department. This dialog box appears.

Assign Shift »
Shift: FAE Schedule w
Date: 2014/04/24 |

Apply to...
(%) Group: FAE

{3 Only Selected Users

0K Cancel

Figure 11-13
Select a daily schedule and assign it to a date.
You can choose to apply the schedule to the entire group or only the selected users.

Repeat the steps for all the dates you want to schedule a shift.

o o k~ w

Click OK. A TA schedule window may look like this. In this example, different daily
schedules created in TA Shift are assigned from Monday to Saturday to two employees.

"
= || E]| X

il Assign Shift 5 Assign Template .@ Remove Schedule
Employes 0102 (Sun) 01103 (Mon) 01:04 (Tued 0105 (Wed) 0106 (Thu) 01007 (Fri) 01408 (Sat)
1 Angeline Tay Z Hight | Hight W Special Event Special Event
2 Grace Chong - | Morning | - Special Event Special Event
Page 1 afi =2 Displaying 1 - 2 of 2

Figure 11-14

177



Q GeoUision:

To assign a schedule template:

7. To assign a schedule template from TA Template, select an employee or a group of
employees and click Assign Template. This dialog box appears.

v
Assign Template X

Template: - w
Template Day of Start Date: w
Start Date: 3
[ ] End Date: 3

Schedule Overlapping Scheme

(®) Overwrite the original schedule
() Keep the original schedule

Apply to...

(@) Group: Al

Selected Users
oK Cancel

Figure 11-15
8. Using the Template drop-down list, select a schedule template created in TA Template.

9. Select a day from the Template Day of Start Date drop-down list and the template will
start on that day.

| Assign Template ¥

Template: FAE Schedule v
Template Day of Start Date: || w
; Start Date: 1 . FAE Schedule ‘

[ End Date: 2 1 FAE Schiedule

. 31 FAE Schedule

Schedule Overlapping Scheme
4 ; FAE Schedule

(&) Owerwrite the ariginal schedl s . Fap schedule
) Keep the otiginal schedule g . -

7o
Apply to...

() Group: (Emnpty)

Ok Cancel

Figure 11-16

10. Select a Start Date to begin applying the template and the schedule will begin with the
day specified in Template Day of Start Date. Select an End Date to discontinue the
schedule if needed.
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11. In the Schedule Overlapping Scheme section, select Overwrite the original schedule
if you want to overwrite the original schedule in the case of an overlap.

12. Select Keep the original schedule and the template will not be assigned if there is an
existing schedule during the time period you specified.

13. Click OK. A TA schedule window may look like this. In this example, an FAE weekly
schedule created in TA Template are assigned to two employees.

o Assian Shitt 5 Assign Template -.é)RemDve Schedule

Employee 0109 (Sun) 0140 (Mon) 01411 (Tue) 01412 (Wied) 0143 (Thu) 01414 (Fri) 01415 (Sat)
1 ShalynnlLee |- FAE Schedule I FAE Schedule I FAE Schedule | FAE Schedule | FAE Schedule i - |
ERRC LR - [ FAESchedule | FAE Schedule i FAE Schedule J§ FAE Schedule | FAESchedule | - |

Page 1 of1 = Displaying 1 - 2 of 2

Figure 11-17

Hint: To set a weekly schedule with Saturday and Sunday as non-working days, set a 7-day
Period and designate two consecutive days as non-working days by not selecting a daily shift.

TA Template Settings *
Marne: FAE schedule
Period: 7
wyith Holidays: F
Dayl Day2 Day3 Day4 Day5 Dayb Day7
FAE Schedule ¥ FAE Schedule v FAE Schedule v FAE Schedule v FAE Schedule v |- v - v

Figure 11-18

Then, in TA Schedule, match the first non-working day with a Saturday.

Assign Template Assign Template G
Template: FAE Schedle v TGS EESHELY i
Ternplate Day of Start Date: || v Template Day of Start Date:  |6.: - e
Start Date: 1: FAE Schedule Sl DR 2014/08/30 O

. [ End Date: August 2014 = 4
D End Date: 2 :ZiE gi:zgi:z Schedule Overlapping Scheme| S
Schedule Overlapping Scheme ~ ) o
4+ FAE Schedule (& Cwverwtrite the original sched
) Cverwtite the ofiginal schedl s . Fag Schedule () Keep the original schedule
) Keep the otiginal schedule IE‘ o I
- Apply to...
Fo-
Apply to... O Group: Al
Select the first non-working day Select a Saturday for Start Date

Figure 11-19
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11.3 TA User: Specifying Hourly Pay

You can specify the hourly pay for regular work hours and overtime work hours using TA

User.

1. Click the TA User icon. This dialog box appears.

&P TA User =]
Company User Data
Searching the employea Narne:
a g an /| Regular Hourly Pay:
4 g Trading Overtime Hourly Pay:

£ Lydia Ching
£ Ng Koh Sheng || Overtime Hourly Pay (Second rate):
£\ Edmund Lau
£ Lance Yeo
£ Tony Tey
£ vivien Lee _
£ Jeslin Poh Ed

Figure 11-20
2. Select an employee from the list.
3. Type the Hourly Regular Pay and the Hourly Overtime Pay.

4. Type the Overtime Hourly Pay (Second rate) if you have set up the second overtime
period. See 11.2.1 TA Shift: Setting Up a Daily Schedule.

5. Click Update to save the settings.

Note: The employees listed in TA User are the users in the User List. To see how to add,

edit or delete users, refer to 4.6 Setting Users.
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11.4 TA Report: Looking Up Records

TA Report allows you to look up workforce schedules, attendance record, payroll and

summaries of each department’s data.

1. Click the TA Report icon. This dialog box appears.

{E] TA Report =|[3]%
Report Template ) Searching reports by the title jo)
= 3 All Templates Title Template

@ =5 Schedule Templates
(=] Employee Schedule
(=2 Unscheduled Employee
= 5 Time Templates
[z5] Daily Time Card
;l Employee Time Card
[ Time Card List
\afd Average Hour Summary
watd Exception Summary
= (5] Payroll Templates
E Payroll List
[ Employee Payroll
st Payroll Summary
= =5 Job Code Templates
[E5] Job Code

_'| Job Code Summary
Page 1 of1 .::' Mo data to display

Figure 11-21

2.  On the left panel, the following data and graphs are available:

Note: Accessing Average Hour Summary, Exception Summary or Payroll Summary

requires Flash Player 10 or later.

[Schedule Templates]
e Employee Schedule: Shows the work schedule of an individual employee.

o Unscheduled Employee: Shows the days when employees are not scheduled to

work.

[Time Templates]

e Daily Time Card: Shows the work schedule and the actual punch in/out time of

employees in a department.
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182

Employee Time Card: Shows the work schedule and the actual punch in/out time
of an individual employee.

Time Card List: Searches for records within a department.

e Show Detailed Punch: Click to display the detailed information of every punch
time. For the option to work, With direction must be selected in the
Calculation field.

I=| Time Card List

i save R [PyExport -

Date Name Division  De.. JobTitle Employee ID Exception | Punch Message  Punch In Time Punch Qut Time  Period Time
4 2017/05/04 (Thu) ~ Rachel Mil ADI 12:00:00 18:13:H A
Access Granted  12:00:00 i 181331 i 06:13:H
Access Granted  18:1446 [ - i
Figure 11-22

To search for normal activities only, do not select any events. To search for
abnormal activities, select one or more events under the Filter section. The following
events are available.

In Late: Punching in after the assigned start time.

¢ In Early: Punching in before the assigned start time.

¢ Out Late: Punching out after the assigned end time.

e Out Early: Punching out before the assigned end time.

e Over Hours: Working after the Overtime Buffer Period but before the Extended
Period.

e Unscheduled Absence: Absence during scheduled work day.

e Missed Punch: Punching in without punching out or punching out without
punching in.

o Not Scheduled: Working on days when there is no assigned shift for that day.

e Below the required working hours: Actual number of hours worked is below
the assigned work hours.

Average Hour Summary: Shows each department’s average work hours per
person during the time period specified and the percentage occupied in comparison
to other departments.

Exception Summary: Displays a department’s total counts of Exception Events
within the time period specified.
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[Payroll Templates]

o Payroll List: Shows the hourly pay, total work hours and total pay of the
employees within a department during the time period specified.

e Employee Payroll: Shows the hourly pay, total work hours and total pay of an
employee for each day of the time period specified.

e Payroll Summary: Shows the average total pay of each department during the
time period specified and the percentage occupied within the company.

[Job Code Templates]

e Job Code: Shows the employee’s punch in and punch out time of different job
codes during the time period specified.

e Job Code Summary: Shows the employee’s total work time of different job codes
during the time period specified.

Using the Daily Time Card as an example, double-click Daily Time Card on the left
menu. This dialog box appears.

r 1
=| Daily Time Card m=E
._‘g‘ Save u Run [}Expart v

Date Mame Division Department Office Job Title Employee ID Punch In Time Punch Qut Time Punch Qut Time

< >
No data to display

(3]

Page 1 |of 1

Report Settings ¥

Title: Daily Time Card Organization: - Select — v ~
Date: 2015/11/16
Calculation: Without direction v

Exception

A: In Late B: In Early C: Out Late D: Out Early
E: Over Hours F: Unscheduled Absence G: Missed Punch H: Not Scheduled
1: Below the required working hours

Description: v

Figure 11-23

Select the Date and Organization to look up the employees’ scheduled shift and actual
attendance record.

You can use the Calculation drop-down list to further filter the search results.

. Without Direction: Shows all attendance records.
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e  With Direction: Only shows attendance record registered from readers that have
been set as entry readers (IN readers).

e  With TA Function Key: Only shows attendance record registered using the
function keys of the GV-AS1010.
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Click the Run button toward the top. A dialog box similar to the one below appears.

Using the fifth person as an example, Paul punched in at 10:01 and punched out at

16:56, even though his scheduled work time is from 9:00 to 17:00. He is therefore listed

as A (In Late) and D (Out Early) in the Exception column. The number of hours he

worked is listed under the Work Time column.

r
=] Daily Time Card

M=E
H Save u Run E}Export =
Name . Punch In Time Punch Qut Time Work Time Start Time End Time: Duty Work Time Exception
oy rura LU a) v L] v T o ey T o
2 Irving 18:00 19:00 00:47 17:35 19:00 01:20 A CH e
3 | Iverson 17:52 18:16 00:18 17:35 19:00 01:20 ADH
4 Parker 10:01 16:56 06:55 0%:00 17:00 0g2:00 AD
I 5 Paul 10001 [T][&] 16:36 [T][&] 06:55 05:00 17:00 000 AD I
6 Rick = £ = = = = =
7 | Rondo 17:52 ME 18:16 00:19 17:35 15:00 01:20 A DH [
< >
Page 1|of1 .:}' Mo data to display
Report Settings b
Title: Daily Time Card Organization: Select i A
Date: 2015/11/16 |
Calculation: Without direction b
Exception
A: In Late B: In Early C: Out Late D: Qut Earhy
E: Over Hours F: Unscheduled Absence G: Missad Punch H: Mokt Sche
1: Below the reguired working hours
v
Description:
< >

Figure 11-24

You can click the Access Log icon [A] to see complete attendance records or click the
TA Log icon Il to see attendance records excluding records that are not during the
scheduled work hours.

To add/edit attendance records, click the TA Log icon [Tl. And click the Add or Edit
buttons. The manually added and edited records are highlighted in green.

TALog: 2017/05/04 (Thu) Black Widow X
& Add
Local Time Message Door Direction = Camera1  Camera2
1 2017/05/04 09:00:00 Access Granted AS1010 - Door 1 In
2 | 2017/05/04 16:51:32 Access Denied: APB (Double Entry) AS1010 - Door 1 In i
3 2017/05/04 16:51:35 Access Denied: APB (Double Entry) AS1010 - Door 1 In
4 2017/05/04 16:51:35 Time Attendance: Work Time Start AS1010 - Door 1 In
5 2017/05/04 16:52:00 Time Attendance: Work Time Start AS1010 - Door 1 In
6 | 2017/05/04 16:52:04 Access Denied: APB (Double Entry) AS1010 - Door 1 In
7 2017/05/04 16:52:04 Time Attendance: Work Time Start AS1010 - Door 1 In
& 2017/05/04 17:06:40 Access Denied: APB (Double Entry) AS1010 - Door 1 In
9 2017/05/04 17:06:40 Time Attendance: Work Time Start AS1010 - Door 1 In
10 2017/05/04 17:07:11 Access Denied: APB (Double Entry) AS1010 - Door 1 In "
11| 2017/05/04 17:.07:11 Time Attendance: Work Time Start AS1010 - Door 1 In
< >
Page 1|of1 & Displaying 1 - 14 of 14
Figure 11-25
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9. Click Save and a shortcut of the Daily Time Card for the specified department and date
will be created in the TA Report main page.

P -
[=] TA Report =[] [%

Report Template <
= ) Al Templates
=i Schedule Templates
‘__I Employes Schedule Da.ily T
[ Unzcheduled Employes
= Time Templates
[=| Daily Time Card
[=] Employee Time Card
[=| Exception
ﬁ Average Hour Summary
‘ﬁ Exception Summary
= 3 Payroll Templstes
[= Payrall List
[=| Employee Payroll
\ah Payrall Summary Page 1 of1 .? Dizplaying 1 -1 of 1

Searching reports by the title.. [©

Title: Template
1 Daily Time Card =i

Figure 11-26
10. Click Export to export the data in excel (CSV), HTML or PDF format.

11. To select which data to display, click the arrow next to the column title and click

Column.
Name Punch In Time |~ | Punch Cut Time Work Time Start Time

1 Lydia Ching 09:56 El 40 09:00

2 MNg Koh Sheng 09:57 il A0 09:00

3 Edmund Lau 09:57 0g-0n
A Columns 2

4  Lance Yeo 09:57 E Name

5 Tony Tey 0857 - - Punch In Time

6 | Vivien Lee 09:57 18:37 08 Punch Cut Time

7 Jeslin Poh 09:56 18:37 0g Work Time

Figure 11-27
Note:

1. The Export function is only available after you have saved the report by clicking the
Save button.

2. Inthe Time Card List, you can select CSV (individual) or HTML (individual) to export
the user records individually as an excel file or HTML page.
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11.5 Creating Accounts to Manage GV-TAWeb

The administrator can create accounts with different privileges to manage GV-TAWeb.

1.

On the menu bar, click Tools and select Operators. A dialog box appears.

Account ‘ ﬂ
RN . _—
o & Guest ) -
Béj User Email: hrstaff @geovision.com tw
é s E Level: User
éj Supervisor
ASManager | ASRemote |
Database Tool | ASWeb | WMweb | TAWeb
Scheduls Setup
Report Viewing
Data Group | Read |Write | Execute *
Data Group 1 [ [ [ |E
Data Group 2 [ [ [
Data Group 3 [ [ [
Data Group 4 [ [ [
Data Group 5 |— |— |—
Data Group 6 |— |— |— S
4| [l 3
[T] Mllow password removal using ASProfileRestors [ 0K ] [ Cancel ]

Figure 11-28
To create an account, click the New button in the bottom left corner.

Type the account’s ID and Password. Re-type the password in the Password
Confirmation field.

In the Level drop-down list, select Supervisor to have access to all GV-TAWeb functions.
To grant limited access, select User. Click OK.

Click the TAWeb tab.

Select the privileges you want to grant. The following options are available.
B Schedule Setting: Access TA Shift, TA Template and TA Schedule.
B Report viewing: Access TA Report.

B Payroll settings: Access TA User.

Click OK.
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Chapter 12 GV-VMWeb for Visitor Management

The GV-VMWeb is a visitor management system for internal business use where the
administrator can create a visitor database and grant access to visitors on a LAN
environment. GV-VMWeb can also be set up to allow visitors to register their own visitor
account and create visit requests over the internet using the Visitor service.

/= GeoWebServer - Windows Internet Explorer Q@E‘
0O~ @i 35 & o

S Favorites | @& GeowehServer

Please use https:/l to establish a secured connection (SSL).

For Internet Explorer 7 User:
Please ignore certificate error and click on [Continue to this website] to proceed.

(: GeoUision:

Available Web services are listed bellow:

ASWeb Access & Security Management

TAWeb Time and Attendance Management

Visitor Visitor

VMWweb  Visitor Management

Figure 12-1

To use the GV-VMWeb, the browser in the client PC must be Internet Explorer 9 or later.

12.1 Connecting to GV-ASManager

Before GV-VMWeb can connect to a GV-ASManager, remote access must be enabled on the

GV-ASManager as below:

e Onthe menu bar, click Tools, select Servers and enable Web Server. This dialog box

appears.
GeoWebServer Setting Dialog El
Hitp Port | €I Hitps Part | 443
[ Takes effect after you restart WebServer. |
IP Filter
Rule From [P TolP

Add

Figure 12-2
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If you want to grant or deny the access from certain IP addresses, click Add and type the
IP addresses. Otherwise click OK to start the connection. When the server is started, the
. .

icon appears at the bottom of the main screen.

To start the GV-VMWeb:

1. Open an Internet browser, and type the IP address of the GV-ASManager to be
connected. This web page appears.

(= GeoWebServer - Windows Internet Explorer @@IE
@ﬁ < g 127.00.1 v %) | x| (&Y v

i Favorites | (@ Geowebserver

Please use https:// to establish a secured connection (SSL).

For Internet Explorer 7 User:
Please ignore certificate error and click on [Continue to this website] to proceed.

Q GeoVision:

Available Web services are listed bellow:

ASweb Access & Security Management
TAWeb Time and Attendance Management
Visitor Visitor

VMweb  Visitor Management

Figure 12-3
2. Click https:// for SSL encrypted connection, or VMWeb for regular connection.

3. Enter a valid username and password for login. The GV-VMWeb page appears.

)
e @ hitp://192.168.4.75/VM\eb/VM\/eb.srf £ - ¢ @vmweb | i e 88
41 | g system Settings + Logout
£ visitors =
& Search || @ Information Syhew £
Visitor User Gender Company Job Title Division Department Office
~
Usar: >
Company: >
Job Title: w7
Organization: | Select -— X |
v
User Define 01:
SeaEh Eilert Page 1 of1 2 No data to display
[=| Demands For Visit - [All Visitors]
B = Search: | Card Number w yel
Visit Date \isit Time Destination Notes Approval Permit Card Number Check In Check Out Deactivation Date User
Page 1 |at1 & o data to display
Ready

Figure 12-4
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12.2 Creating Accounts to Manage GV-VMWeb

The administrator can create multiple accounts with different privileges to manage each step

of granting access as shown below.

Specify time
& destination
of the visit

Verify and
grant
permission

Create
visitor
profile

Issue visitor
card

You can create a security staff account with privileges to create Visitor Data and Visit
Records, while another account with privileges to Verify visitors and Issue Card can be
assigned to a management staff. In this setup, the security staff can create a visitor profile
and a visit request for visitors, but the management staff needs to approve the visit and issue
a card to the visitor before the visitor can be granted access.

Note: You need to create a visitor card before you can issue a card to a visitor. To see how
to add a visitor card, refer to 4.3 Adding Cards.

To create accounts:

1. On the menu bar, click Tools and select Operators. This dialog box appears.

o HRStaf

hrstaff @geovision.com tw

E| User Email:
& pEED Level: User
Béﬁ Supervisor

42y admin

Il - £ admin2 ASManager I ASRemote
Database Tool | ASWeb | VMWeb | TAweb

Set Up Visitor Data
[¥]View Visit Record
Edit Visit Record
Permit Visit

lssue Card

Data Group | Read |Write | Execute =
Data Group 1 E

Data Group 2
Data Group 3

r
r
Data Group 4 [
r
O

Data Group 5

| o
| o

Data Group &
4| 1 3

[ Miow passward removal using ASProfile Restore [ 0K ] [ Cancel ]

Figure 12-5
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2. To create an account, click the New button in the bottom left corner. This dialog box
appears.

Add Account |

1D:

Password:

Password Confimation:

Email:

Level: | Supervisaor - |

[ 0K | | Cancel |

Figure 12-6

3. Type the Supervisor’'s ID and Password. Re-type the password in the Password
Confirmation field.

4. Inthe Level drop-down list, select Supervisor to have access to all GV-VMWeb
functions. Click OK. To grant limited access, select User and click OK.

5. Click the VMWeb tab.
6. Select the privileges you want to grant. The following options are available.
B Set Up Visitor Data: Create or edit visitor profiles.
B View Visit Record: Look up visit records in the past for each visitor.
B Edit Visit Record: Create or edit visits in GV-VMWeb.
B Approve Visit: Record the name of the account that approved the visit request.
B Permit Visit: Grant permission to allow the visit in GV-VMWeb.

B |Issue Card: Assign a card to the visitor in GV-VMWeb. The Verify privilege must
also be allowed for the account to have access to this option.

B System Settings: Enable the Auto-Verify option under Setting drop-down list ==~
7. Click OK.
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12.3 Creating Visitor Profile

GV-VMWeb allows you to create visitors profile and grant different access to each visitor.

To create a visitor account:

1. Inthe Visitor section, click the New button. This dialog box appears.

ﬁg Visitor Settings s

General | Home || Business | User Defined

First Name: @ Middle Name: Last Name:

Display: v
Phato: Browse... .';" ®
Cards:

Card Number Card Code

oK Cancel

Figure 12-7

2. Inthe General tab, you can type the name of the visitor and click Browse to upload a

photo of the visitor. If you have a webcam installed, click the Webcam icon 2 totake a
picture from the webcam for the visitor profile. Any valid card number and card code for

the visitor will be displayed under the Cards section.

3. Inthe Home and Business tab, you can fill out other personal information about the
visitor, such as phone number, address, birthday and gender.

4. Inthe User Defined tab, customized field labels will be displayed. To see how to
customize the fields, see 4.6.2 Customizing a Data Field.

5. Click OK to save the visitor information.

Note:
1. The visitor profile created will be updated to the User List in GV-ASManager.

2. The webcam function requires Flash Player 10 or later.
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12.4 Granting Visitor Access

After the visitor's account is created, access permission can be granted to visitors using the
Demand for Visits section. In this section, you can specify the date and time of the visit,

assign an access card to the visitor and view visit record.

1. Select the visitor account in the Visitors section and click the New button in the
Demands for Visit section.

|=| Demands For Visit - [Slydell Bob]
@ New B i Search: | Card Number w
Visit Date Visit Time Destination Motes Approval Permit Card Mumber Check In Check Out Deaclivation Date | User
11/23/2015 |[3|| 18:09 (@ | | Initech Board Meeting 123-45678 | % v
Update Cancel
Page 1 |of 1 .:,:' Mo data to display
Figure 12-8

Select a Visit Date and Visit Time to note the time when the visitor will be visiting.
3.  You can type a Destination and Note for your own reference.

Under Approval, the account that permitted the access will automatically be recorded
after permission is granted.

5. Select the Permit checkbox to grant access permission.

6. Click the Card Number drop-down list. This dialog box appears.
@ Card Number: 2| gy
Card Number Card Type Card Status Activation Date

1 12345678 Wisitor Active 11112015
2 234.56789 Wisitor Active 11112015
3 123-45687 Wigitor Active 11112015
< >
Page 1 0f1 = Displaying 1- 3 of 3
Setting
Deactivation: Al Day v
Date: B Time: hd
Figure 12-9
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Note: If you have a GV-PCR310 Enroliment Reader installed, you can place the visitor card
on the GV-PCR310 and click Card Reader & to quickly identify the card number.

7. Select a visitor card to assign to the visitor and use the Deactivation drop-down list to
specify when the card will be deactivated. You can click the Add button “? to create a
new visitor card if needed.

8. Click the Update button to continue editing the Demand for Visit entry.

9. The Check-In time is the time when the Demand for Visit entry is created. After the
visitor has returned the visitor card, you can return to this visit record and select the
Check-Out checkbox to check out the card. You can also choose to automatically check
out the visitor card when the visitor presents the card at an exit door. Refer to Step 2:
Configuring the Doors or Elevator Floors in Chapter 4 to see how to set up automatic

check out.

|| Demands For Visit - [Slydell Bob]

@ New X Delete [Py Export - Search: | Card Number - el
Visit Date Visit Time Drestination Motes Approval | Permit | Card Mumber Check In Check Out Deactivation Date  User
11/23/2015 18:09 Initach Board Mesting |1 123-45678 ié{ﬁ{'ggﬁ ] 11/23/2015 23:59  Slydell Bob

Update Cancel
Page 1 |of 1 .:}' Displaying 1- 1 of 1

Figure 12-10

10. Click the Update button to save the settings and the data will be updated to
GV-ASManager.
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To search for visitors with certain criteria, type the visitor’s information in the Filter section on
the left and click the Search button. The search results will be listed in the Visitors section.

You can also search visit records from the past by using the Search function under Demands
For Visit section. Use the drop-down list to search by Card Number, Destination, Notes, User

or the person who approved the visit.

£ Visitors

Visitor

&8 search | @ Information

SNew £iEdit X Delete

User Gender

User:
Company:

Job Title:

User Define 01:
User Define 02:

Search

Organization: | Select —

Clear

L]
All Visitors
1 Slydell Bob Female

2 G Peter Female

1|of 1

Page

|—| Demands For Visit -

(&) New [-b

Visit Date

Page 1 |of1

Visit Time:

[G Peter]

Destination

(28]

MNotes Approval  Permit  Card Nu

Company  Job Title

o ]
™

»

Division Departm... Office

Displaying 1- 2 of 2

Search:

ber

Card Number
Card Number
Destination
Notes

User
Approval

v 2

Deactivation Date ~ User

Mo data o display

Figure 12-11

12.6 Visitor Self Registration

Visitors can create a visitor account over the Internet and request permission to access the

premise.

The administrator needs to first set up the mail server on GV-VMWeb. The visitor will be able
to register a visitor account, activate the account and create a visit request. The visit request
will show up in GV-VMWeb for the administrator to grant or deny access.

Set up mail
server

Administrator

Register
a visitor
account

Visitor

Activate
visitor
account

Visitor

Create a

visit request

Visitor

Grant
permission

Administrator
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12.6.1 Setting Up Mail Server in GV-VMWeb

The administrator must first set up the mail server in GV-VMWeb. The mail server will be
used to send a confirmation e-mail to the visitor when they register an account.

1. Open an Internet browser, and type the IP address of the GV-ASManager to be
connected.

2. Click https:// and then VMWeb for SSL encrypted connection, or VMWeb for regular
connection.

3. Enter a valid username and password for login. The GV-VMWeb page appears.

4. In the top-right corner, click System Settings and select Visitor Web.

i4 admin | System Settings ~ Logout
Auto-Permit
Yy Vieitor Web
B Themes 3

Figure 12-12
5. Under the Servers tab, set up the mail server.

& Visitor Web X
Servers || Confirmation E-Mail Password E-Mail

Mail Server Information

SMTP Server Address: geovision.com.tw
Login Mame: admin

Login Password: sesee

S5L: i Port: 25

Web Server Information

HTTP Server Address: 192.168.0.171

Save Cancel

Figure 12-13
B SMTP Server Address: Type your mail server's URL address or IP address.
B Login Name / Password: Type the login name and password of the mail server.
B SSL: Select SSL if your e-mail server requires the SSL authentication for

connection.
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B Port: Keep the default port 25 or type a new port number for webmail providers that
may use different SMTP port such as Yahoo and Hotmail.

B HTTP Server Address: Type the IP address or the domain name of the
GV-ASManager.

6. Click the Confirmation E-Mail tab and type the Sender Name, Sender Address, Mail
Subject and Mail Message. After registering a visitor account, a confirmation e-mail will
be sent to the visitor and the visitor must click the activation link to confirm the account.

g Visitor Web %
Servers Confirmation E-Mail Password E-Mail
Sender Mame: Geo Admin
Sender Address: admin@geovision.com.tw
Mail Subject: Visitor Account Confirmation
Mail Message: Thank you for registering a visitor account. To activate your account,

click the link below.

Send Test Mail

Save Cancel

Figure 12-14

7. Click the Password E-Mail tab and fill out the information. The visitor will be able to
retrieve a forgotten password by clicking the “Forgot your password?” link at the login
page. An e-mail with the password will be sent to the visitor.
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12.6.2 Creating a Visitor Account

1. Open an Internet browser, and type the IP address of the GV-ASManager to be
connected. This web page appears.

{= GeoWebServer - Windows Internet Explorer |ZHE|[$__<|
OO~ [ nmroas %] <) (2 [£28

5 Favorites (& GeowebServer

|

Please use https:// to establish a secured connection (SSL).

For Internet Explorer 7 User:
Please ignore certificate error and click on [Continue to this website] to proceed.

° e
(. GeoUision:
Available Web services are listed bellow:

ASWeb Access & Security Management
TAWeb Time and Attendance Management
Visitor Visitor

VMWeb  Visitor Management

£

Figure 12-15

2. Click https:// and then Visitor for SSL encrypted connection, or Visitor directly for
regular connection. The Visitor Login page appears.

Visitor Login

E-Mail:
|

Password:

Forgot your password?

(Register a visitor account)

Figure 12-16
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3. Click Register a Visitor Account. This window appears.

Back to the login page

Register a Visitor Account

E-Mail Account: Lumbergh@geovision.com.tw
Password: csssse
Re-type Password: ssssse
Word Verification: Type the characters you see in the picture below.
Copil adlB,
QQPkHaAFB2

Submit

Figure 12-17
4. Type the e-mail address and type a password for the visitor account.
5. Type the characters for word verification.

6. Click Submit. A confirmation e-mail will be sent to the e-mail address shortly. Click the
activation link in the e-mail to activate the visitor account.

12.6.3 Creating a Visit Request

After the visitor account is activated, the visitor can now log into his or her account to create a
visit request.

1. Open an Internet browser, and type the IP address of the GV-ASManager to be
connected. A web page appears.

2. Click https:// and then Visitor for SSL encrypted connection, or Visitor directly for
regular connection. The Visitor Login page appears.

3. Type the visitor account and password, and click Login. This window appears.

4 Lumbergh ision.com.tw [] ‘LF‘... vord Change &Vizr{ursﬂ‘ling Logout
& Add Visit

Visit Date Wisit Time Notes Permit Check In Check Out

&

Page 1|of1 No data to display

Figure 12-18

199



Q GeoUision:

4. Click the Visitor Setting button to complete the visitor profile. Refer to Creating Visitor
Profile earlier this chapter for more details.

5. Click the Add Visit button. This dialog box appears.

Add Visit X
Visit Date: 2011/07/27 ]
\isit Time: 10:00
MNotes: Board Meeting
Save Cancel

Figure 12-19
6. Specify the planned visit date and time.

7. Click Save.

When the administrator logs into GV-VMWeb, he or she can click the visitor's name to see

the visit request submitted.

%

=] Demands For Visit - [Lumbergh Bill]

&) New Search: | Card Number w
Visit Date « Visit Time = Destination MNotes Approval Permit  Card Number  Checkin Check Out Deactivation Date Cardholder
1 08/282011 10:00 Board Meeting .(3 Lumbergh Bill
Page 1 of1 oy Displaying 1-1 of 1
Ready

Figure 12-20

The administrator can double-click the visit request to grant access and assign visitor card to
the visitor.
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Chapter 13 License Plate Recognition

The License Plate Recognition functions allow GV-LPR1200, GV-DSP LPR, GV-DVR LPR
and GV-VMS LPR to grant access when the detected license plate numbers match the
vehicle registered in GV-ASManager’s database. GV-ASManager can connect with up to 255
GV-LPR1200, GV-DSP LPR, GV-DVR LPR and / or GV-VMS LPR, which can recognize
license plates detected in the connected cameras.

Video Source +
Plate Recognition

B

] ’}
| gt
GV-LPR1200 Setting & Database
ﬁ

: . 1ch
e
GV-ASManager

—

Analog Camera
GV-DSP LPR

Plate Recognition

Analog Camera 8ch

Sy, B
w..,

E5 > GV-DVR LPR/ GV-VMS LPR

Computer installed with
IP Camera e GV-System/GV-VMS

e LPR Plugin &
e GV-USB Dongle .

= L

——

 — cm——

Figure 13-1
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Main Screen

ASManager - [LPR Monitor]

5 Fle Montoring View Setup Personnel Language Took Window Help BEES
14 fREHE OB B Foad o
LPRs [EJ| = LPR Moni Live Video 2 X
816 v T E 1. Comera view sepp @
PR Status Message Lane Local Time
~ G TesTeE-A2S6AZE0 €JPlate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane 1 9/27/2012 5:56:20 PM L V d
~ Plate Recognized: Unvegistered Vehice(invald Schede) 2012 556134 P Ive video
B titenet €Plate Recognized: Unregstered Vehicle(Invalid Schedule)  Lane 012 5:56:35 PH
B 2:Lane2 Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane 1 S12712012 5 M
gf t""i €Plate Recognized: Unregstered Vehicle(Invalid Schedule)  Lane 712012 5:56:58 PM
: Lane
vegistered Vehicle(lnvalid Schedule)  Lane 012 5:57:20 P
LPR Li t B 5iiones ‘xj ered Vehicl(Invald Schedule) 712012565720
Is D silmes D Lo . rizni2 ™
N 7iLme? Pt Recognized: Unveg: . 012 5:57:48 PM ot
o . = . layba 2 X
D orLanes Plate Recognized: Uinre: ane 27121
» @ m2 Connecting... @ Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane 9/27/2012 5:58:09 PH 1: Camera 1 v
Plate Recognized: Unregistered Vehicle(Invald Schedule) 27) t
€Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane
Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lan )
€Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane
Plate Recognized: Unregistered Vehicle(Invald Scheclie)
Qiate Recognized: Unreass . 0125:58:39 P P|ayback
4 5| € Plte Recogrized: Unregistered vehicle(Invald Schede) 012 5:58:48 PH
= = | @ plate Recognized: Unregistered Vehicl(invaid Schedule)  Lane 2712012 5:59:04 PM
Cameras 2 X || €piate Recognized: Unregistered Vehidle(Invaiid Schedue) 3
|| @ plate Recognized: Unvegistered vehicle(Invalid Schedule)  Lane 1
€Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane 9
Plate Recognized: Unregistered Vehicle(Invald Schedule) i
€Plate Recognized: Unregistered Vehicle(Invalid Schedule)  Lane
Plate Recognized: Unregstered Vehicle(Invalid Schedule)  Lane 1 312712012 5:59:37 PH
€JPlate Recognized: Unregistered Vehicle(Invalid Schedule) e 0125 M Info 22X
Unregistered Vehicie(Invalid Schedule)  Lane g -
Unregistered Vehicle(Invalid Schedule)  Lane
Unregistered Vehicle(invaiid Schedule)  Lane Lane
Unregistered Vehicie(Invalid Schedule)  Lane | f ti
12 Camera 12 Unregistered Vehicie(Invalid Schedule)  Lane 3 Lane: Lane 1 ntormation
o 13: Camera 13 ID: 1 W' d
>
o~ 14: Cpers 19 Direction in v indaow
= 15: Chmera 15 v bnails >
Ready Operator: 1 T sprpoizedsazem
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13.1 Installing PC LPR

A GV-DVR / NVR or GV-VMS can be turned into a GV-DVR LPR / GV-VMS LPR simply by
installing the LPR Plugin from the GeoVision Website and by inserting an LPR Dongle.

Note: Refer to Appendix E. Supported Recognition Engines of PC LPR to see the
recognition engines supported.

13.1.1 System Requirements

Depending on the resolution settings and the number of channels, you will need different
CPU capacity. Before setting up GV-DVR LPR / GV-VMS LPR, make sure the PC meets the
minimum system requirements.

GV-DVR LPR
Number of Channels 1-4 Channels 5-8 Channels
OS 64-bit Windows 7 / 8 /8.1 /10 / Server 2008 R2 / Server 2012 R2
CPU 1.3 MP Core i5 2400, 3.1 GHz Core i7 2600, 3.4 GHz
2 MP Core i7 4770, 3.4 GHz Core i7 6700, 3.4 GHz
Memory 2 x 2 GB Dual Channels
Hard Disk 500 GB
VGA PCI-Express, 1280 x 1024 , 32-bit color and support DirectX 10c
DirectX End-User Runtimes (November 2008)
GV-DVR / NVR GV-ASManager V4.2.1 - V4.2.3: V8.5.9.0

GV-ASManager V4.3: V8.6.0.0
GV-ASManager V4.3.5 - V4.4: V8.6.2.0
GV-ASManager V4.4.1: V8.6.2.0 or V8.7.0.0
GV-ASManager V4.4.2: V8.7.0.0 or V8.7.1.0
GV-ASManager V4.4.3: V8.7.1.0
GV-ASManager V5.0: V8.7.1.0
GV-ASManager V5.0.1.0 - V5.0.2.0: V8.7.3.0

Note: The above system requirements were determined with a bit rate of 2 Mbits for 1.3 MP

resolution and 2 MP resolution.
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GV-VMS LPR (for 32 CH)

Number of Channels

1-4 Channels 5-8 Channels

0S 64-bit Windows 7/ 8/ 8.1/ 10/ Server 2008 R2 / Server 2012 R2
CPU 1.3 MP _ _

AN Core i7 3770, 3.4 GHz Core i7 4770, 3.4 GHz
Memory 2 x 2 GB Dual Channels
Hard Disk 500 GB
VGA PCI-Express, 1280 x 1024 , 32-bit color and support DirectX 10c
DirectX End-User Runtimes (November 2008)
GV-VMS GV-ASManager V4.3.5 - V4.4.1: V15.10.1.0

GV-ASManager V4.4.2: V15.10 or V15.11
GV-ASManager V4.4.3: V15.11.3
GV-ASManager V5.0.0.0: V16.10.3.0
GV-ASManager V5.0.1.0 - V5.0.2.0: V16.11.0.0

Note: The above system requirements were determined with a bit rate of 2 Mbits for 1.3 MP

resolution and 2 MP resolution.

GV-VMS LPR (for 64 CH)

Number of Channels

1-4 Channels 5-8 Channels

OS 64-bit Windows 7/ 8/8.1/ 10/ Server 2008 R2 / Server 2012 R2
CPU 1.3 MP Core i7 6770, 3.4 GHz
(Only 2 Lanes)
2 MP Core i7 6700, 3.4 Ghz A
(Only 1 Lane)
Memory 2 x 2 GB Dual Channels
Hard Disk 500 GB
VGA PCI-Express, 1280 x 1024 , 32-bit color and support DirectX 10c
DirectX End-User Runtimes (November 2008)
GV-VMS GV-ASManager V4.3.5-V4.4.1: V15.10.1.0

GV-ASManager V4.4.2: V15.10 or V15.11
GV-ASManager V4.4.3: V15.11.3
GV-ASManager V5.0: V16.10.3.0
GV-ASManager V5.0.1.0 - V5.0.2.0: V16.11.0.0

Note: The above system requirements were determined with a bit rate of 2 Mbits for 1.3 MP

resolution and 2 MP resolution.
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Note:

1. Itis recommended to use separate PCs for GV-ASManager and GV-DVR LPR/
GV-VMS LPR.

2. Each recognition camera counts as 1 channel. For example, if you set up 4 recognition
cameras for a single LPR lane, you will need a 4-ch LPR dongle.

3. The total number of recognition cameras and overview cameras connected per
GV-DVR / NVR / VMS cannot exceed 16 cameras.
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13.1.2 Installing LPR Plugin

Downloading from GeoVision Website

1. Go to the Software Download and Upgrading page of GeoVision Website:

http://www.geovision.com.tw/download/product/GV-LPR

2. Select Primary Applications from the drop-down list, and

+
3. Click the Download icon ®# of GV-LPR Plugin.

Show entries

|| Primary Applications |

i

i

Type

Title

GV-ASManager

GV-LPR Plugin (for GV-DVR/NVR
V8.7.0.0 & GV-VMS v15.10.0.0)

Ver.

V4.4.3.0

V4.4.2.0

Size Download
390MB &
25.9MB &

Figure 13-3

13.1.3 Inserting LPR Dongle

To see recognition results, an LPR Dongle needs to be inserted to the computer of the
GV-DVR / NVR / VMS. Both internal and external dongles are available. The dongle options
include 1, 2, 3, 4, 5, 6, 7, 8 channels.

The following types of USB Dongle are supported:

e GV-LPR with GV-DVR /NVR / VMS (Black, Blue)

e GV-LPR with Video Capture Card (Black, Blue)

Note:

1. When multiple LPR dongles are inserted, the dongle that supports the most number of
channels will be applied. The number of channels supported on each dongle will not be
combined.

2. If no LPR dongle is inserted, license plates will be captured but the plate numbers will
not be recognized.
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13.1.4 Accessing Recognition Results on PC LPR

LPR Plugin comes with a tool that allows you to access the snapshots and recognized plate
numbers of the detected license plate. When installing LPR cameras for the first time, you
can use this tool to see the recognition results and make sure the cameras have been set up

correctly.

1. Open the folder of the GV-DVR / NVR / VMS and run TestRecogPicView.exe. The upper
row is the live view of channels 1 to 4 and the lower row shows the snapshots of any
license plates detected. The recognized plate numbers and the height of the captured
license plate in pixels are displayed under the snapshots.

& TestRecogPicView

Stop Switch Page Close

Lane 1 test Lane 2 test Lane 3 test Lane 4 test

GTB710 h: 48 GTB710 h: 48 GTB710 h: 48 GTB710 h: 48

Figure 13-4
2. To see the results from channels 5 to 8, click Switch Page to switch to page 2.

3. To manually force the GV-DVR LPR / GV-VMS LPR to detect license plates, click the
Test buttons.
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13.2 Setting Up PC LPR

To set up GV-DVR LPR / GV-VMS LPR, follow the requirements listed in 713.1 Installing
GV-DVR LPR / GV-VMS LPR and then follow the steps below:

e Step1 Enabling LPR Functions on GV-DVR LPR / GV-VMS LPR

Enable the recognition cameras and/or the overview cameras on GV-DVR LPR/
GV-VMS LPR.

e Step2 Adding GV-DVR LPR to GV-ASManager

Establish the communication between GV-ASManager and GV-DVR LPR / GV-VMS
LPR.

e Step 3 Configuring a Channel

Set up the related cameras and the recognition conditions of the channel.

Note: For optimal results, the recognition cameras should be cameras specialized for
license plate recognition, such as GeoVision’s LPR Camera Series. For more information,
visit GeoVision’s website at: http://www.geovision.com.tw/products.php?c2=124
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Step 1: Enabling LPR Functions on PC LPR

To enable license recognition on GV-DVR LPR, click the Configure button, select Video

Analysis, select License Plate Recognition to access the following LPR related functions.

Syskem Configure k|

License Plate Recognition Enable LFR Setvice

Zarmera Popup Setking Enable Owverview Camera Service
Object Index/Monitor Setting

Privacy Mask Setting

Advanced Mokion Deteckion Setking

Scene Change Detection Setting Configure r
Widen Lowpass Filker Setting

Auto Start LPR. Service
Auta Skark Overview Camera Service

Figure 13-5

To enable license recognition on GV-VMS LPR, click the Home button k&4, select Toolbar

4, select Tools [, and select License Plate Recognition to access the following LPR

related functions.

Audio b

Live Object Index
Search Object Index

~* Enable LPR Service License Plate Recognition ¥

~ Enable Overview Camera Service

~" Auto Start LPR Service

~" Auto Start Overview Camera Service

Configure

TEST279(127.0.0.1)

Figure 13-6

m  Enable LPR Service: Enable recognition of license plates detected in the Recognition

Camera.

m  Enable Overview Camera Service: Allow GV-ASManager to use cameras connected
to the GV-DVR/ NVR / VMS as overview camera.
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m  Auto Start LPR Service: Automatically start LPR Service at GV-DVR / NVR / VMS
startup.

m  Auto Start Overview Camera Service: Automatically start Overview Camera Service
at GV-DVR / NVR / VMS startup.

m  Configure: Allows you to export LPR data. See Exporting LPR Data section below.

Note: Make sure the LPR dongle is inserted to the computer of the GV-DVR / NVR / VMS.
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13.2.2 Step 2: Adding PC LPR to GV-ASManager

1. On the menu bar, click Setup and select Devices. This dialog box appears
Dewice List
@@ mME = @eeqm
D Controller Type In] LFF Type
2 Cantraller 2 [EUEA=E ey 1 LPR 1 FC LFR
2 LFR 2 Standalone LPR
Figure 13-7

Note: You can also click the Search button to search for GV-DVR LPR / GV-VMS LPR
detected in the same LAN.

2. On the right LPR side, click the Add button &2. This dialog box appears.

-

Please Enter II¥ I&l
ID: 1
Mame: LPR 1
Figure 13-8

3. Type an ID number and Name for the LPR.

4. Use the drop-down list to select PC-LPR.
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5. Click OK. This dialog box appears.

LPR Setua
General Setup | Lane 1 [ Lane 2 | Lane 3 [ Lane 4 [ Lane 5 | Lane 6 [ Lane 7 [ Lane 8]
General LPR Engine
Device ID 1 Type: DVRLPR Name Value
Device Name LPR1 Coumtry, Gohed
Version 6020
Data Group Max. number of logs per folder 939
Max. number of lines per log file 939
Conmection Log: API Enable
Log: Recogntion Disable
IP Address 152.168.0.201 [;\J D Camers = Log: Recogrition upon /O tigger  Disable
(e ndiin 1 Camera 1 Log: Video input Disable
2 Camera 2 Log: Result export Disable
Passwod:  ssess 3 Camera 3 Log: FPS Disable
4 Camera 4 = Saving image: Unidentfiable image  Disable
Command Port 3388 5 Camera 5 Saving image: Identfiable image Disable
6 Camera 6 Saving image: Min. free space(MB) 2048
R all 7 Camera 7 Saving imags: Number of imagss . 1000
Log Part : 5552 8 Camers 8
9 Camera 9
Number of Cameras : 22 - 10 Camera 10
i Camera 11
12 Camera 12
13 Camera 13
14 Camera 14
15 Camera 15
16 Camera 16 -
[ Defar |

Figure 13-9

6. Assign the PC LPR to a Data Group if needed or select No Groups to disable the data
group function. You can then allow or forbid a user to read / write / execute the functions

assigned under the data group. Refer to Setting Up System User in Chapter 8 for more
details.

Under Connection, type the IP Address, User name and Password of the PC LPR. You

can also click the Search button li] to search for PC LPR in the same LAN.

8. You can modify the following settings if necessary.
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Command Port: The default command port is 3388.
Data Port: The default data port is 5611.
Log Port: The default log port is 5552.

Number of Cameras: Select the number of cameras supported by the GV-DVR /
NVR / VMS.

Camera Name: On the right side of the dialog box, select a camera to modify the
camera name.
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9. Under LPR Engine, select the Country of the recognition engine. You can also modify
the log-related settings to change how and what information is stored for debug purposes.

13.2.3 Step 3: Configuring a Channel

1. To configure the channel, select a Lane tab. This dialog box appears.

LPR Setup [

General Setup | Lane1 | Lane 2 | Lane3 | Lane 4 | Lane 5 | Lane 6 | Lane 7 | Lane @ | Lane 9 | Lane 10 | Lane 11 | Lane 12 | Lane 13 | Lane 14 | Lane 15 | Lane 16

V| Enable
Recognition Region Setup Recogrition Engine
Lane Name: Lane 1
Camera 1 | Camera 2
Name Value i
Recognition Camera: ’ .
Recognition: Recognition loop number 10
1. | Comeiel i | 3 | flone 'l = Max. characters 9
2| Camera 2 w| 4 [Nore =) Min. characters 4
Maux. character height(pixel] 200
in. character height(pixel] 12
Enahle rotation detection Enable
Overview Camera: Drelayed snapshot: Enable fast ratation detection  Disable
. | P @ = ‘ il Secl07E0] |E‘ Max. rotation detection angle 13
i ————————— — Mir. rotation detection angle  -18
2. | Camnera 4 ~ ‘ 1] Sec(0~E0) |f‘ Enable Slant detection Enable
] | Nane - ‘ i Sec(07E0) . aw Slant delec.tlnn angle 10 E
—_—————— Min. Slant detection angle -10
4. | Mone o Sec(0E0) Detect 2 line license plate Disable
Dietection number of license . 1
B | Mone o Sec(0~ED.
ol ) Default plate background co... Light
B. | Mone o Sec|0~E0) Inwert plate background color  Enable
X . Plate Filter Enable
Diive Ditection {Incoming - Replace al | with 1 Disable
IE' " X Replace all 0 with zero Disable
Recagnition Setting Replace zera with O Disable

Recognition: |BP 140 detection v| License plate rule 1
License plate rule 2

Matching Mode: |AI\ Characters Match 'l e Berniak M - License plate rule 3
one License plate rule 4
St | ‘ Madule 1 - Input 1 T | /| Do not record unrecognized esults Lcemepbiciues
—_— License olate rule & X
Sensor 2 ‘ Mane v| 4 m b
Sensor 3 M
e Trigger output by LPR event: Default
Sz Mone Name Value -
Delay after tigger ] ms(0~E0000)
. Plate Recogrized: Registered Yehicle(lnwalid £
| Repeat Recognition Plate Recognized: Uniegistered Yehicle
Time out: 20 Sec(1~60) Plate Recognized: Unregistered Yehiclellnval...
" . " . L Parking Access Granted: Vehicle Added Man
| Continue recognizing until a registered vehicle is recognized Parking A Cranted: Vehicle Added M
aiking Access Granted: Vehicle Added Man...
Parking Access Granted: Vehicle Remaved ...
Parking Access Granted: Vehicle Removed -
] I 3
Sync from DYR-LFR ok | [ canesl |

Figure 13-10
2. Select Enable.

Note: To apply the current settings of the connected GV-DVR LPR / GV-VMS LPR, click
Sync from DVR LPR and skip to step 9.
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3. Select up to four cameras connected to the GV-DVR / NVR / VMS to be the Recognition
Camera. Having more than 1 camera is useful when the width of the lane requires
multiple cameras. If multiple cameras recognize the same license plate at the same time,
the data will be recorded as 1 record.

Note: The resolution of the recognition camera needs to be at least D1. Each recognition
camera counts as 1 channel. If you set up 4 recognition cameras for a single LPR lane, you
will need a 4-ch LPR.

4. Select up to six Overview Cameras to capture the overall appearance of the vehicle. The
overview camera must be connected to the GV-DVR / NVR / VMS. Under Delayed
snapshot, you can type the number of seconds to delay the capturing of snapshot after
the license plate is recognized.

5. Next to Drive Direction, select Incoming to designate an LPR lane as the entrance of
the parking lot or select Outgoing to set the lane as the exit of the parking lot.

6. Configure the Recognition Settings:

B Recognition: Select to start license plate detection upon motion detection or I/O
detection. For I/O detection, PC LPR will only capture up to 1 license plate per I/O
trigger.

B Matching Mode: To trigger the output device specified in Barrier Control only when
the detected license plate matches a registered license plate completely, select All
Characters Match. When Allow 1 mismatched character or Allow 2
mismatched characters is selected, 1 or 2 mismatched characters will be
tolerated, and the first and last characters must be unchanged. For example,
license plate ABC-123 will be considered matching with AZC-223 when Allow 2
mismatched characters is selected.

H  Motion Detection by I/O Trigger: When Always is selected, the PC LPR will
always start detecting license plate upon motion detection. If you select an Input,
the PC LPR will only conduct plate detection during the time period when the
selected input is being triggered. Multiple license plates can be captured during an
input trigger.

B Sensitivity: Adjust the sensitivity level for motion detection.
B Sensor: Select the input sensor for I/0O detection.

B Delay after trigger: Delay recognition for the number of milliseconds specified
after 1/0 trigger.
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Repeat Recognition: Repeat recognition until the number of seconds specified in
Time out. You can also set the PC LPR to Continue recognizing until a
registered vehicle is recognized.

Adjust the Recognition Region Setup for each camera if needed: Only license plates

inside the area drawn will be recognized.

Use the Barrier Control drop-down list to select an output device. The output device will

be triggered when the detected license plate matches a registered license plate according

to the Matching Mode set in step 5.

Select Do not record unrecognized results to omit unrecognized results from LPR log.

Under Trigger output by LPR event, you can click the field under Value to select an

output device to trigger when the LPR event occurs.

. Under Recognition Engine, adjust the settings below to improve recognition accuracy.

Recognition loop number: Repeat recognition for the number of times specified.

Max. / Min. characters: Set the maximum or minimum number of characters on
the license plate to activate the recognition process. If the number of characters
exceeds the maximum or is under the minimum, the system will not start the
recognition.

Max. / Min. height of characters: You can set the maximum and minimum height
of characters on the license plate in pixels to activate the recognition process.

Enable rotation detection: License plates tilted horizontally can be detected.

Enable fast rotation detection: This option can increase the recognition speed by
10 % but decrease the accuracy by 3%.

Max. / Min. rotation detection angle: Set the maximum and minimum tilt angle to
be allowed to activate the recognition process.

Enable Slant Detection: License plates tilted vertically can be detected.

Max. / Min. slant detection angle: Set the maximum and minimum tilt angle to
activate the recognition process.

Detect 2 line license plate: Recognize two rows of characters on license plates.
Note this option is only available on the engine version of V5000 or later.

Detection number of license plates: Set the maximum number of plates to be
recognized simultaneously.

Default plate background color: Select Light to only recognize plates with white
characters on dark background or select Dark to only recognize plates with dark
characters on white background. This function is only supported when Global or
China is selected for Country.
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Invert plate background color: Select Enable to invert plate color when the
license plate cannot be recognized. This function is only supported when Global or
China is selected for Country.

Replace | with 1: Always identify the character “I” as “1” (one).

Replace zero with O: Always identify the character “0” as “O” (letter O).

Replace Q with zero: Always identify the character “Q” as “0” (zero). Note this
option is only available on the engine version of V5000 or later.

License Plate Rule: You can customize up to six license plate rules and the
recognized plates will be converted to similar character to follow the rule. The rule
must be between 4 and 9 characters and consists of “A” (Alphabets), “D” (Numeric
digits) and “X” (Any). For example, if the rule is AA-DDDD, a license plate detected
as XY-123A will be converted to XY-1234 to follow the rule. The rule will be ignored
if none of the detected plate numbers follow the rule.

Note: Refer to Appendix E. Supported Recognition Engines of PC LPR to see the
recognition engines supported by GV-DVR LPR / GV-VMS LPR.

12. Click OK to apply the settings and return to the main screen. An LPR folder tree will be
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displayed on the Device View window as shown below.

If the icon == appears, it indicates the connection between the GV-DVR LPR / GV-VMS
LPR and GV-ASManager has been established.

If the icon == appears, it indicates the connection failed. Make sure the above

connection setup is correctly configured.

[1Em1E
LPR

-

~ EIJl TEST6E-AZS6A2E0
SaLPR1

b

Status

h, 1: Lane 1

B 2iLane2
B 3 Lane 3
B 4 Lane 4
B SiLanes
B 6iLane s
B TiLane 7

J) & lane s

Figure 13-11
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Note:

1. The Overview Cameras need to be set to round-the-clock recording on GV-DVR / NVR /
VMS.

2. To ensure optimal performance, the total number of Overview Cameras supported in a
GV-DVR / NVR / VMS is limited based on the resolution of the overview cameras:

e Overview camera: D1 = maximum 16 overview cameras
e Overview camera: 1 MP = maximum 8 overview cameras
e Overview camera: 2 MP = maximum 4 overview cameras
e Overview camera: 3 MP = maximum 3 overview cameras
o Overview camera: 4 MP = maximum 2 overview cameras
¢ Overview camera: 5 MP = maximum 1 overview camera
3. To open a gate when the detected license plate is recognized as a registered vehicle:

a. Set up I/O devices on the GV-DVR LPR / GV-VMS LPR (Configure button >
Accessories > I/O Device > I/0 Device Setup). Refer to 6.7 I/O Device Setup in
the DVR User’s Manual to see how to set the gate as the output device.

b. Select the output device under Barrier Control.
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13.2.4 Exporting LPR Data

You can export LPR data to other machines, such as a parking lot ticket machine. There are
two ways to export the data, through RS-232 connection or export into a file that can be
imported into a third-party program. The Export Setting page also allows you to customize a
storage path to store captured license plates.

On GV-DVR LPR, click the Configure button, select Video Analysis, select License Plate
Recognition, select Configure and click Export Setting.
[ Al W W o Enable LPR. Service

Enable Cwerview Camera Service

Auka Skark LPR Service
Auba Skark Oeverview Camera Service

Configure Export Setting

License Plate Recognition
Camera Popup Setting Adwanced videa Analysis
Ohject Index/Monitar Setting Accessaries

Privacy Mask Setking Al Setting

Advanced Maotion Detection Setting Tools

Scene Change Detection Setting y f " =

Video Lowpass Filker Setting

Figure 13-12

On GV-VMS LPR, click the Home button kil select Toolbar E4, select Tools [, select
License Plate Recognition, select Configure, and select Export Setting.
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Export through RS-232

1. If you are connecting the computer to a machine using RS-232 connection, click the

Export Through RS232 tab and select Enable Export through RS232.

Configure @
Export through RS232 | Export to File | Other|
[¥] Enable Export through RS232
RS232 Setup
Select Port COM 1 = :&@
Select Recognition lterns to Export Recognition Time Export Format

Select Al Export ltern &
Export ltem Length (Bytes) [¥] Year |=
[¥] Recognized Plate 12 [¥] Manth
License Plate 12 Day
[¥] Recoanition Confidence 24 g Hour -
Messages 2
¥ Lane 1
[¥] Drive Direction 1 Export Content Format
# utc Mot configurable — Content
Local Time Mot configurable @ r
[¥] Lane Camera 2 :dd preﬁx- {
User name or license plate Mot configurable eparatle itlems by _

[¥] Add suffix }
OK ] [ Cancel

Figure 13-13

Next to Select Port, select the COM port that is used for connection.

Under Select Recognition Items to Export, select the LPR data you want to export.

Under Length (Bytes), you can click the number to specify the length of the data you

want to display.

Under Recognition Time Export Format, select how detailed you want the time

information to be.

Under Export Content Format, you can add text or symboils to the beginning or the end
of the LPR data. You can also separate each item with the text or symbol specified.

Click OK.
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Export Into a File
1. To export a TXT file to the machine, click the Export to File tab and select Enable File
Export.

It

Configure

Export through RS232 | Exportto File | Other

Path

D:\GV-VMSILPR|Export E

File Extension File Mame Setting
ot @ Fixed File Name

. LPR_EventLog
Export Content Format Setting

[ Select Export Itemn ©) User Define
Define File Name

[¥] Add data to the end of the existing export file

ok | | cancel

Figure 13-14
2. Select a storage Path to store the exported file by clicking the ... button.

3. Under File Extension, you can change the default txt file extension if needed.
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4. To select what items to export, click Select Export Item button.

Select Export Item le
Select Recognition temsz to Export Recoanition Tirme Export Format
[v] Selectl | 7130/2013 2159:17 v
Expaort ltem

Recognized Flate
Licenze Flate

Flate Region
Recognition Confidence
hMezzages

Lane

Drrive Direction

uTe

Local Time

Lane Camera
Flate Region Export Format

Width and Height A

Ok | [ Cancel

Figure 13-15
a. Select the items you want to export.

b. Use the Recognition Time Export Format to select how you want to display the
recognition time.

c. Use the Plate Region Export Format drop-down list to specify how you want to
display the position of the license plate detected.

d. Click OK.
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5.

[ ]
6.
7.

222

Under File Name Setting,

You can use a Fixed File Name.

To define your own file name, select User Define and click the Define File Name

button. Next, select the data you want listed in the file name.

File Name Setting

Lane Camera

Export ltem Sample Value
Recognized Flate GEO7SY

License Plate GEOBAA

Plate Region 160147

Recognition Confidence 099098097096095094
Messages 21

Lane 2

Drrive Direction 1]

T 20130814035159350
Local Time 20130814115159350

1

Preview

Recagnition Time Expart Format

Export Herm
Year
rdamnth
Day
Haur
kinute
Second

|

Flate Region Export Format

\Width and Height

Auxiliary Information Setting

Add prefix

|EVENT_

Separate items by

[ &dd suffix

EVENT_GEOT89_GEOGI8_160147_099098087096095094_21_2_0_20130814035159390_201308141151 |

Ok

D

Cancel ]

X

Figure 13-16

To add the new export data to the end of the existing export file, click Add data to the

end of the existing export file. If this option is not selected, the old data will be

overwritten.

Click OK.
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Customize Storage Path for Storing Captured License Plates

1.

2.
3.

Click the Other tab.

Configure

Export through RS232 | Exportto File | Other |

Path for image database

DAGV-VMS) Select

OK

| ’ Cancel

Figure 13-17
Click Select to select a folder for storing captured license plates.

Click OK.
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13.3 Setting Up Standalone LPR

To set up GV-DSP LPR / GV-LPR1200 functions on the GV-ASManager, follow the steps
below.

Model Firmware Version GV-ASManager
V2.0.3 V4.2.1
V2.0.4 V4.2.3

GV-DSP LPR V2.1 V4.3 -V4.3.5
V2.2 V4.4 —-V4.43
V2.3 V5.0

GV-LPR1200 V1.01 V4.3 -V4.3.5
V1.1 V4.4 -V4.4.3
V1.2 V5.0

e Step1 Enabling Connection with GV-ASManager
Enable connection with GV-ASManager on GV-DSP LPR / GV-LPR1200.
e Step2 Adding Standalone LPR to GV-ASManager

Establish the communication between GV-ASManager and GV-DSP LPR /
GV-LPR1200.

e Step 3 Configuring a Channel

Set up the related cameras and the recognition conditions of the channel.
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Step 1: Enabling Connection with GV-ASManager

To enable connection with GV-ASManager on GV-DSP LPR / GV-LPR1200, first make sure
a mini or micro SD card is inserted to the standalone LPR and formatted. Next, log in the Web

interface of the standalone LPR and follow the steps below.

1. Inthe left menu under Events and Alerts, select Registry Database. This dialog box

appears.

Registry Database Setting
Reqgistry Database
In this section you can set registry database and compared mode.,

Enable Registry Database

Reqgistry Database Comparison | Complets (A1 Characters Mateh) w

Figure 13-18

2. Select Enable Registry Database.

3. Use the Registry Database Comparison drop-down list to select one of these options:

Complete (All Characters Match): Detected license plate must match a registered

license plate completely.

Like (One Character Mismatch): 1 mismatched character will be tolerated and the
order of the characters will be ignored. For example, license plate ABC-123 will be
considered matching with ZBC-321.

Somewhat Like (Two Characters Mismatch): 2 mismatched characters will be
tolerated and the order of the characters will be ignored.

4. Click the Apply button.

To set the Recognition Engine and recognition conditions, recognition sensitivity for example,

refer to the Detection Mode and Recognition Engine Settings in Chapter 4 of the GV-DSP
LPR User Manual, and Chapter 4 of the GV-IP LPR Camera User Manual.

To open a gate when the detected license plate is recognized as a registered vehicle, refer to
Output Setting in the GV-DSP LPR User Manual and the GV-IP LPR Camera User Manual to
see how to set the gate as the output device.
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13.3.2 Step 2: Adding Standalone LPR to GV-ASManager

1. On the menu bar, click Setup and select Devices. This dialog box appears

Dewvice List

QO MH = eeqm

D Controller Type In] LFF Type

2 Contraller 2 GWAS 210 1 LPR 1 PC LPFR
2 LPR 2

Standalone LPR

Figure 13-19

Note: You can also click the Search button to search for GV-DSP LPR / GV-LPR1200
detected in the same LAN.

2. On the right LPR side, click the Add button 2. This dialog box appears.

LPR2

Standalone LPR

J )

Figure 13-20
3. Type an ID number and Name for the LPR.

4. Use the drop-down list to select Standalone LPR.
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5. Click OK. The LPR Setup page appears.

LPR. Setup :
General
Device D 2 Type: D5P-LFR
Device Name : LPR2
Data Group: No Groups T]
Connection
IP Address : 192.168.0.63
User : admin
Password : T
Hitps Port : 443
V5S Port : 10000
Number of Cameras :

Figure 13-21

6. Assign the standalone LPR to a Data Group if needed or select No Groups to disable
the data group function. You can then allow or forbid a user to read / write / execute the
functions assigned under the data group. Refer to Setting Up System User in Chapter 8
for more details.

7. Under Connection, type the IP Address, User name and Password of the standalone

LPR You can also click the Search button EJ to search for standalone LPR detected in
the same LAN.

8. You can modify the following settings if necessary.
B Https Port: The default Https port is 443.
B VSS Port: The default VSS port is 10000.
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13.

2.
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3.3 Step 3: Configuring a Channel

To configure the channel, select the Lane 1 tab. This dialog box appears.

LPR Setup

General Setup | Lane 1

| Enable

Fecognition Region Setup
Lane Mame:
Camera 1

Fecognition Camera:

1. | Camera 1 3. | Mone - Recognitn - 0@
2 | Mone 4 | Mone |E|

Playback Camera | Mohe - |

Overview Camera: Delayed snapshat: -

1 [MS1610, Camera 1~ o Secln6n] [T

5 [¥MS1610, Camerats ~| o Secii~en) |

3 [VMS1810, Camera2 ~| p Seciisn) [T

4 [Mene <] [0 Sec(*60) R
5. [Mone 0 Sec(0~60) j I BB9Z38F
B | Hone 0 Sec060) j

Drrive Direction: Incoming - d |

Figure 13-22
Select Enable.

Select a Playback Camera. The playback camera needs to be connected to a GV-DVR /
NVR and the GV-DVR / NVR needs to be added to the camera list. You can select an
event in the monitoring window, and GV-ASManager will play back the camera view
recorded at the time of the event. Refer to Retrieving Recording Video in Chapter 5 for
details.

Select up to six Overview Cameras to capture the overall appearance of the vehicle. The
overview camera must be connected to a GV-DVR / NVR and the GV-DVR / NVR needs
to be added to the camera list:

a. Right-click the GV-DVR / NVR in the Camera List and select Settings.
b. Click the Add button and select Add DVR Mapping.
c. Type the connection information of the overview camera and click OK.

Next to Drive Direction, select Incoming to designate an LPR lane as the entrance of
the parking lot or select Outgoing to set the lane as the exit of the parking lot

Click OK to apply the settings.
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Recognition conditions, area, and associated output device can be set up on the Web

interface of the standalone LPR. Refer to the Recognition Engine Settings section in Chapter
4 of the GV-DSP LPR User Manual and Chapter 4 of the GV-IP LPR Camera User Manual.

Note:

1. The Playback Cameras need to be set to recording on GV-DVR / NVR in either
round-the-clock mode or upon motion detection.

2. The Overview Cameras need to be set to round-the-clock recording on GV-DVR / NVR.

3. To ensure optimal performance, the total number of Overview Cameras supported in a

GV-DVR / NVR is limited based on the resolution of the overview cameras:

Overview camera
Overview camera
Overview camera
Overview camera
Overview camera

Overview camera

: D1 = maximum 16 overview cameras

: 1 MP = maximum 8 overview cameras
: 2 MP = maximum 4 overview cameras
: 3 MP = maximum 3 overview cameras
: 4 MP = maximum 2 overview cameras

: 5 MP = maximum 1 overview camera
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13.4 Adding Vehicles

Once you have set up the PC LPR or standalone LPR, you will need to create a vehicle
database. The detected license plate number must match the license plate number of a

registered vehicle before access can be granted.

1. There are two ways to add a vehicle:

e When an unregistered vehicle is detected, the message Plate Recognized:
Unregistered Vehicle is displayed. Right-click the message and select New / Edit
Vehicle. The Adding a New Vehicle dialog box appears with the detected license

plate number (Figure 13-24).

e Onthe menu bar, click Personnel and select Vehicles. This dialog box appears.

=3 Wehicle List
® i = = )
T ey Import User Define Fields Setting
Search by | Licenze Plate v|

-
©
Refresh

Auto Select | Filter VWiew

o -5

License Plate User Brand Colar Ticket

Wehicle Sta...

Activation Date

Deactivation

Total Wehicles: 0

Figure 13-23
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2. Click the New button on the toolbar. This dialog box appears.

m License Plate Recognition

Add a new wehicle @
Uzer bk
License Plate: AB-1234
Brand: | ﬂ
Model: | j
Colar: |Black ﬂ
Ticket: | ﬂ
Wehicle Status: |Active w7 |
| Activation D ate: 5A19/2016 E~
Tirne: 1237 =
Deactivation Date: 5/19/2M6
Tirme: 1337
Usger Define 07: User Define 04:
User Define 02: User Define 05:
User Define 03: User Define 06:
Arocess Group: Default - |
=I/LPR 1

Lane 1 24-hour restricked

Data Group: Mo Groups v| Ok | Cancel

Figure 13-24

3. The settings are available for the card:

B User: Assign the vehicle to a user.

B License Plate: Type the license plate number of the vehicle.

B Brand/Model / Color: Specify the brand, model and color of the vehicle if needed.

B Ticket: You can type a note for your own reference.

B Vehicle Status: Set the vehicle status to be Active or Inactive. The Deactivation

Date, if enabled, will override the selection here.

B Activation/Deactivation Date: Specify a time to activate and deactivate the

vehicle access.
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B User Define: Type the data for any customized data fields. Up to six user-defined

data fields can be created. For details, see 4.6.2 Customizing a Data Field.

B Access Group: Access Groups control which vehicle can access which channel

and at what time. For details, see 4.5 Setting Access Groups.

For first-time users of the GV-ASManager, the access group is not yet established.

Select User Define for test run.

B LPR: The LPR column displays the associated channels. The selection for each

channel will be automatically brought up if an access group was selected.

When setting up LPR functions for the first time, select 24-hour access for each

channel for test run.

B Data Group: Assign the vehicle to a data group or select No Groups to disable the

data group function. You can then allow or forbid a user to read/write/execute the

functions listed under the data group. Refer to Setting Up System User in Chapter 8

for more details.

To assign multiple vehicles to a user, click Personnel on the menu bar and select Users.

Next to Vehicle List, click the Add button to assign vehicles to the user.

User, Setup

General | Home | Business | User Define | Fingerprint | Scan

First M ame:

Mambre
Dizplay:

Apelido Mombre

Card List:
[032] 34B59554359

Middle MName:

Employee ID;
w | | 021634587

Last M ame:
Apelido

Wehicle List:

[]5end5Ms

Data Group:
Mo Groups

X

l

oK ] ’ Cancel

Figure 13-25

You can also import and export vehicle data in mdb or xlIs format. Refer to 4.3.4 Importing /

Exporting Card Data for similar settings.
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13.5 Monitoring LPR Activities

13.5.1 LPR Device View

The LPR Device View displays the connection status of the connected LPRs. To open the

LPR Device View, click View on the menu bar and select LPRs.

16416
LPR

~ El] TEST6E-A2564280
L LPR1

¥

b

Status

h 1: Lane 1

0 zilanez
h 3: Lane 3
By 4iLane 4
h S:Lane 5
0y 6iLlanes
h 7 lane 7

2 8iLaned

Figure 13-26

Right-click an LPR to access the following options:

Name Function

Reconnect Reconnects with the LPR.

Sync LPR After modifying the LPR settings, clicking Sync LPR will renew the
settings immediately.

Settings Accesses the LPR setup dialog box.

Right-click an LPR channel to access the following options:

Name

Function

Unlock Door

Opens the gate barrier for the time period specified for the output
device. Make sure the gate barrier has been set up as the designated
output device. For PC LPR, refer to the Barrier Control option in 13.2.3
Step 3: Configuring a Channel. For standalone LPR, see the Output
Settings section in Chapter 4 of the GV-DSP LPR User Manual and
GV-IP LPR Camera User Manual.

Recognize

Forces license plate recognition.

Settings

Modifies the controller settings in the Controller Setup dialog box.
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13.5.2 Monitoring Windows

To monitor LPR activities, click Monitoring and select New LPR Monitor. This dialog box

appears.

=9 | PR Monitor

T B4

Message
iW Flate Recognized

j‘JPIate Recognized:
1JPlate Recognized:
1JPlate Recognized:
1JPlate Recognized:
1JPlate Recognized:
1JPlate Recognized:
.i,)'PIate Recognized:
.i,)'PIate Recognized:
.i‘JPIate Recognized:
.i,i'PIate Recognized:
.i,J'PIate Recognized:
.i,J'PIate Recognized:
j,)PIate Recognized:
j‘JPIate Recognized:
1JPlate Recognized:
1JPlate Recognized:
1JPlate Recognized:
1JPlate Recognized:

: Unreqistered Yehicle
Unreqgistered Yehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unregistered Vehicle
nreqistered Vehicle
Unreqgistered Yehicls
Unreqgistered Yehicls
Unreqgistered Yehicls
Unreqgistered Yehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle
Unreqistered Vehicle

Lane

Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1
Lane 1

Local Time:

af 012 4 01 PM
Q202012 4:38:02 PM
9f20/2012 4:38:15 PM
Qf20/2012 4:38:21 PM
Q202012 4:38:23 PM
Qf20/2012 4:38:28 PM
/202012 4:38:30 PM
Qf20/2012 4;38:32 PM
Q202012 4:38:34 PM
Q202012 4:38:36 PM
Q202012 4:38:41 PM
Q202012 4:36:43 PM
QI20/2012 4:38:47 PM
Qf20/2012 4:38:48 PM
Q202012 4:38:49 PM
9f20/2012 4:38:51 PM
9f20/2012 4:39:01 PM
Qf20/2012 4;39:07 PM
Qf20/2012 4:39:09 PM

License Plate
LGF1244
MAAOZ43
MAAOSIS
MAAOSE4
MAAOSE4
MAAOSE
MAAOSE
MAAOS59
MAAOS59
MAAOSE0
MAAOSE0
MAAOSF0
MAAOSF0
JELCT

MAAOSFD
MAAOSFD
MAAOSES
MAAOSES
MAAOSES

Recoq...
LGF1244
Maanz43
MAA053E3
MAAO5E4
MAAOSE4
MAA05ES
MAA05ES
MAA055
MAA055
MAA05E0
MAA0SE0
Maa0s70
Maa0s7s0
JELCY
MAA057Ta
MAA057Ta
MAA05E3
MAA05E3
MAA05ES

User

>

153

Tiles | Thumbnails

Figure 13-27

For details on the Monitoring Windows, refer to 3.3 Monitoring Windows.
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13.6 Receiving Notifications for LPR Activities

When alarm conditions occur, the system can automatically send e-mail and SMS alerts to

one or multiple recipients.

To set up LPR or vehicle hotlist notifications, click Tools, select Notifications, and click the
LPR or Hotlist tab. This dialog box appears. Select an event to start setting up alert methods.

Notification Setting El

Access | Event | LPR -| Haot List

Plate R e B [¥] &)l Lanes Flate Recognized: Uriegistered Vehicle
late Recagnize: edistered Yehicle
E
Flate Recognized: Registered Vehicle(lnvalid Schedule] woeer = LA L
Plate Recognized: Unregistered Wehicle @ O 4ILPRs AllLanes Irvoke Alam
Plate Recognized: Unregisterad Vehicle(lnvalid 5cheduls] | Siren v | E]

Plate Mot Recoghized

] 5end E-Mail Alert
[ 5end SMS Alert

[ Trigger Recording

Popup Message

5 Second(s]

All Access Groups
% Al Access Groups

Application Path

| )

Application Parameter

Server Configuration

[@ tail Server ]l% SMS Server ]

[ 1] H Cancel ][ Apply ]

Figure 13-28

For detailed settings, refer to 8.2 Setting Up Alert Notification.
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13.7 Setting Up Vehicle Hotlist

The vehicle hotlist is a list of stolen vehicles or other vehicles of interest. There are three
ways to add vehicles to the hotlist: manually add vehicles, import from vehicle list or import
from an external database. Up to 2-million vehicles can be added to the vehicle hotlist.

13.7.1 Setting Up the Hotlist Database

To import from a database, you need to complete the steps below first.

1. Run ASDBManager.exe from the GV-ASManager program folder at :\Access
ControNASManager\.

2. Select Settings from Source to ASManager Database and select Set the mapping
relations for vehicle hotlist. This dialog box appears.

Set the mapping relations for vehicle hotlist.

Set the mapping relations for vehicle hotlst, |"-rj-:'|
Source Database : [E wcel v]
Select a source table : | [Sheet1$] W |
Field Mame Field Type L) Field Mame Field Tupe
E| Licenze Plate v arChar < [Plate] WarChar
E Group Mame i arChar <= [Group] WarChar
E| tema rivfarChar <-»  [Memao] WarChar
< >
Immediate Yiew [0~ 100]
Licenze Plate Group Mame temao
[ 0k, l [ Cancel

Figure 13-29
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3. Use the Source Database drop-down list to select if you want to use the same database
as other data, an excel database or other types of database.

Select the path of the database and click Open.
Next to Select a source table, select the appropriate tab in the database.

Match the License Plate, Group Name and Memo to the appropriate fields.

N o o &

Click OK to import.

13.7.2 Adding License Plates to the Hotlist

On the menu bar of GV-ASManager, click Tools and select Hotlist. This dialog box appears.

= Vehicle Hotlist SRECN X
Group Vehicle Hotlist -
© @ =h 2 e License Plate v” |*r
Name License Plate Memo

Default
San Francisco

Keyword ‘

Vehicle
License Plate:

Memo:

Auto update of hotlist will not execute when hotlist is opened.

0 item(s)

Figure 13-30
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If you have imported data from an external database using ASDBManager, the vehicles will
be listed under the Default group already. You can also add license plates manually, import
existing license plates from the vehicle list or create keywords (partial license plates).

Adding License Plates Manually
1. Under the Group section, click the Add button & to create a hotlist group if needed.

2. To add vehicles to the hotlist manually, click the Add button &) under Vehicle Hotlist and
type the License Plate. You can add a Memo to note the stolen time and location.

Adding a Mew Yehicle

License Plate: ‘F1 234567 |

Memo:

Stolen 20131247, Macarthur Blvd and San Pablo Ave.

édd

Figure 13-31
3. Click Add.

Import License Plates from Vehicle List

1. To import an existing license plate from the vehicle list, click the Import button [,

& |mport license plates from vehicle list
Search by | License Flate w Auko Select  Filker View
License Plate User Erand Model Color Ticket wehicle Sta... | Ackivation Date Deactivation Date | Access Group
L ARBTES4 52 Crange Active 12/24/2013 2:53:00 PM
[ AZ3456TE Black Active 12)24/2013 2:52:00 PM
0 3456759 Gray Active 12}24/2013 2:53:00 PM
(S0 ATES43129 Orange Active 12/24/2013 2:59:00 PM

Total Yehicles: 4

Figure 13-32

2. Select the vehicles you want to add, and click the Select button.
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You can create keywords, which are partial license plates.

a. Select Keyword under Group, and click the Add button & under Vehicle Hotlist.

Group ehicle Hotlist _
Q@ © =h ele | License Plate | v
Name License Plate Memo

I Keyword I “Ba44”

Default

San Francisco
Figure 13-33

b. Under Add a New Keyword, type a partial license plate for Keyword.
Add a New Keyword

Keyword: ELE26
Memo:

Figure 13-34

c. Click Add. License plates that contain the keyword will be highlighted.

When GV-ASManager recognizes a license plate that matches a license plate or a keyword

in the hotlist, the vehicle will be highlighted in red in the LPR Monitor window as shown below.

£ LPR Monitor |

YIEE

Default

Plate Recognized: Registered Vehicle

B84406A |EEINN.

Figure 13-35
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13.8 Managing Parking Lots

You can manage parking lots by setting LPR lanes as the entry or exit of a parking lot. Only
registered vehicles with access to these LPR lanes will be allowed to enter and exit the
parking lot. You can set a maximum parking capacity and a maximum stay time allowed for

the parking lot.

Note: For the parking lot function to work properly:

1. GV-DSP LPR/ GV-DVR LPR / GV-VMS LPR must remain connected to
GV-ASManager.

2. The time of GV-ASManager and GV-DSP LPR / GV-DVR LPR / GV-VMS LPR must be
synchronized to the same NTP server.

3. GV-LPR1200 cannot be used for parking lot functions.
4. The following versions should be used.
e  GV-ASManager V4.3 or later
e GV-DVR LPR using GV-LPR Plugin for GV-DVR / NVR V8.6.0.0 or later
¢ GV-VMS LPR using GV-LPR Plugin for GV-VMS V15.10.0.0 or later
e GV-DSP LPR firmware V2.1 or later

13.8.1 Setting Up a Parking Lot

1. On the menu bar, click Setup and select Parking Lots.

2. Click the Add button &2,
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3. Type a new Parking Lot ID and Parking Lot Name if needed, and click OK. This dialog
box appears.

Wil Parking Lot Setup ﬁ
General Setup
Parking Lot 1D : 1 Parking Space Count: 100
Parking Lot Name : Parking Lot 1 Parking Lot Mode: |Enable -
[] Mze. Stay Time Mlowed : 0 Data Group: INo Groups vI
Anti-Back Time: 1] Second(s)
[ Shared space J
Lane Setup
+f=0 Incoming = L_.'|!E|I|
.= Outgoing < Cane]
_q Lane 2
A Lane 3
ok | | Cancel

Figure 13-36
4. Under General Setup, the following settings are available.
B Parking Lot Name: Rename the parking lot if needed.

®  Max. Stay Time Allowed: When enabled, vehicles that stay in the parking lot
beyond the maximum stay time will be highlighted as “Overstayed Vehicle” in
Parking Lot Monitor.

B Parking Space Count: Set the total number of parking spaces available in the
parking lot. When the parking lot is full, entry to the parking lot will be denied unless
you manually open the gate from Parking Lot Monitor.

B Parking Lot Mode: The default setting is Enable. When No Incoming is selected,
outgoing vehicles will be allowed, but no vehicles can enter the parking lot. When
Disable is selected, vehicles cannot enter or exit the parking lot.
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Data Group: You can use the Data Group drop-down list to assign the parking lot
to a data group or select No Groups to disable the data group function. You can
then allow or forbid a user to read/write/execute the functions assigned under the
data group. Refer to Setting Up System User in Chapter 8 for more details.

Anti-Back Time: Specify the time interval in seconds the same license number is
prohibited from entering or exiting the parking lot.

Share Space: You can set up Share Space if multiple vehicles are sharing the
same set of parking spaces.

a. Under Share Group, click the Add button to create a group.

Share space @
Share Group Group Setup
Q@ Share space count: 7 [O~10000]
M arne
B1_Comparpd,
g'lz_gnmpanyi Wehicles
_Comparny =

B2_ComparwD Q@
B2_|:|:|mpan_|r|E Plate Mumber

ABD9915

ADFBZTE

ARz

AMDO335

AMF3108

ARFI315

BMD 3078

RMDFFA0

EO45HPM

Figure 13-37

b. Next to Share space count, type the number of parking spaces shared by that
group.

c. Under Vehicles, click the Add button to select the license plates of vehicles that
will be sharing the set of parking spaces.

In the figure above, company A has 7 allocated spaces in the parking lot that are
shared by 9 employees, each with a registered vehicle. The first 7 vehicles in the
list will be able to enter the parking lot, while the remaining 2 vehicles will be denied
access even if there are other empty spaces available in the parking lot.
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5. To designate an LPR lane as the entrance of the parking lot, select Incoming on the left,
select an LPR lane on the right, and click the Add button.

Lane Setup

~Emd Incoming

2 Uutgoing

K

Figure 13-38

6. For exit, select Outgoing, select another LPR lane, and click the Add button. You can set
multiple incoming and outgoing lanes.

7. Click OK.

You can set GV-ASManager to send e-mail / SMS notifications, trigger recording, or pop up
messages upon the specified parking lot activities. On the menu bar, click Tools, select
Notifications, and click LPR.
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13.8.2 Monitoring Parking Lots

Using the Parking Lot Monitor, you can see the list of vehicles that have entered and exited

the

parking lot, along with their snapshots and information. You can also manually add or

remove a vehicle, and manually open the parking gate.
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On the menu bar, click Monitoring and select New Parking Lot Monitor.

Select a parking lot and click OK. This window appears.

Select a parking lot

Auto select Vehicles inside or entering the parking lot
Search license plate
i Mlquﬂ

Qs

| Srarch

Ucee Mute

==

Thatw ey Time Lene Local Teme Haat Time: G Playte Mhamiber's Fh,

& EarTH

Wbt e Raywil 2 Dwyl(d 02018 | TIPS 09 | IFIT005 ARG 2MIRAINLE 20048 A ! rd Flabe Fecageuged Registerad ¥y

= BITHMA  Wehicle Stayed 2 Dwytlsh 033180 EA0VTIS A0 27000015 12 M1LNLE 001 A Piate Recagaaed: Registered ¥

=B Wehecls Sayed I Daslih D210 EOSE0NS DR0EIA . BI0S01S LG, 21NIELY R02 AR Plabe Becageaed Hegivleread ¥

3 Dyl 07135 TATNE AROGDT . AINA015 LIAG 2FUINLE 20000 A Pinte Fecagried Regirterec v =

0 BTAREC  Wahicle Seayed

Wbl Crortiyid | 11 Dardid Sl084% 2742003 %:33:02 ALY R2ELE) MY B30T A Pirkanig Aoy Geanted: Maiul

Ucendn Pt Teah Sy Tima Lara Lesal Tera Higat Toma Ut Flaty Mumber's Fhe,  Baiasge

Ll bl Viehicle Dxiced U R Lane 1 22008 L0&29 . 2F10/H15 10:0,, ILIIOLS B0k A Plake Recognimed: Pegistered Vel

= SN Vel Boknd TR Lane 1 LIS AR0&I5 . 37208 10004, 1OURTOES AT A Priake Fncog e d: Regiibmed Vel

S MTURANS, Vebacle Eofed ;0351 Lane 1 IUNZOLS DEO&LL . 2F00E0LS 100, TUNTNLS 2L 1] And Pilske Recogmued: Regiabersd Vel
o= k3448 Vel Benedd #:0352 Lane 1 2/ U 2005 LRO&DT . 220 F00E 1000, JFLINIOLY 2OL0T Ak b Fake Recegnied: Regibared Vel .
I Ll

| Fuingapeces coume iz |

1
History: Vehicles that have exited the parking lot Current vehicle count
and vehicles that have been denied access

Figure 13-39

Vehicles inside the parking lot are listed in the top half of the Parking Lot Monitor.
Vehicles that have exited the parking lot or have been denied access are listed under
History in the lower half of the window. You can also use the Search function to search
for license plates.




License Plate Recognition

3. To manually add a vehicle to the vehicle list,

a. Right-click the top half of the Parking Lot Monitor.

b. To add a vehicle already inside the parking lot to the vehicle list, select Add. If a
vehicle is unable to enter the parking lot due to incorrect license plate recognition,
you can select Add and Open Gate to manually add to vehicle list and open the gate
for the vehicle at the same time.

& BT0427H

Wehicle Stayed

Mew/Edit Vehicle...

& Dayis) 07:31:48 2F10/2015 10:02:08 ] 27102015 10:02:] 210720135 2:02:0

55 BTT3TEA Wehicle Stayed 2 Dayis) 07:31:43  Lane 1 2105201
Modify Plate Mumber...

£ BT9636C  Wehicle Stayed 2 Dayis) 07:31:33 Lane 1 27105201
Add »
50 BT9845C  Wehicle Stayed 2 Day(s) 07:3L:25 Lanel 27107201 Add and Open Gate >
Remaove ¥

YWehicle Owerstayed | 11 Dayis) 00:00:45 | Lane 4 2412015
: : Remove and Open Gate >

Figure 13-40

c. Select the entry lane, type the license plate number, and select the entry time.

Li} Add Parking Vehicle

Flate Mumber |

Drate:

Tirme:

212/2M45 El

52303 PM =

[ 0K ] [ Cancel

Figure 13-41

Note:

1.

If the vehicle had to be manually added because its license plate is not in the

GV-ASManager database, remember to click New/Edit Vehicle to add the vehicle to

the database, or else the vehicle will be unable to exit the parking lot.

If the license plate was incorrectly recognized, you can click Modify Plate Number to
manually edit the plate number.
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4. To manually remove a vehicle from the vehicle list,

a. Right-click the top half of the Parking Lot Monitor.

b. To remove a vehicle that is no longer inside the parking lot, right-click the vehicle in

the list, and select Remove. If a vehicle is unable to exit the parking lot due to

incorrect license plate recognition, you can select Remove and Open Gate.

c. Select the exit lane, and select the exit time.

You can click View on the menu bar, and select Info to see information and snapshots of the

selected vehicle.

Info

o

Vehicle Exited

User Photo:
License Plate:
Stay Time:
Lane:

Local Time:
Host Time:
UTC:
Message:
User:

Incoeming Info.

K328002

00:03:52

Lane 1

2/10/2015 9:59:30 AM

2/10/2015 9:59:30 AM

2/10/2015 1:59:30 AM

Plate Recognized: Registered Vehicle

Outgoing Info.

Lane 1

2102015 10:03:22 AM

2/10/2015 10:03:22 AM

2/10/2015 2:03:22 AM

Plate Recognized: Registered Vehicle

»

m
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13.9 LPR Functions in GV-ASWeb

Using GV-ASWeb, you can connect to GV-ASManager over network and remotely access
the following LPR functions:

LPR List: Adds and deletes PC and standalone LPR to / from GV-ASManager.

¢ Vehicle List: Adds, deletes, edits and searches vehicles.

e LPR Log: Searches records of license plate detected and plays back recordings.

e Parking Lot: Sets up parking lots. See 13.8 Managing Parking Lots for instructions.

o Access Group Setup: Sets up access groups to restrict who can access which channels
at what time.

Refer to 10.1 Connecting to GV-ASManager to see how to log into GV-ASWeb.
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13.9.1 LPRList

You can use LPR List to remotely add and delete a standalone / PC LPR to GV-ASManager,

set up channels and delete an LPR.

-—:i:—-
1.  On GV-ASWeb, click the LPR List icon BEZEES This window appears.

&5 LPRList

008 Information

W | i

Lane
Mo items for display.

£2 1:DSP LPR 01 (1/1 Lane)
DSP_LPR

D Lane 1

)

Page 1 |of 1

Figure 13-43

2. Click the Add button 2 to add an LPR. For details on the settings, see 13.2.2 Adding
PC LPR to GV-ASManager and 13.3.2 Adding Standalone LPR to GV-ASManager.

3. To set the individual channels, click the Edit button &4 and select a channel. For
details on the configurations, refer to 13.2.3 and 13.3.3 Configuring a Channel.

4. Todelete an LPR, select an LPR and click the Delete button @,

Note: After adding or deleting an LPR through GV-ASWeb, the change will be reflected in
the LPR List in GV-ASManager.
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13.9.2 Vehicle List

License Plate Recognition

Vehicle List allows you to remotely add, search, edit and delete vehicles.

(=]
1.  On GV-ASWeb, click the Vehicle List icon .

2.

3.
4.
5.

= adding a New Yehicle

¥ehicle

Izer:

License Plate:
Brand:

Model:

Colar:

Ticket:

wehiche Status:

[] Activation Date:
[] Deactivation Date:
Data Group:

Access Group:

Lane

= ZZLPR 1 (8 Lanes)
;;. Lane 1
2. Lange 2
2. Lane 3

TiLane ¢
s

TiLane &
s

Click the New button 2. This dialog box appears.

Boltan M 2| &
123435678 Photo: E.; lx_u_”y‘ ®
»
»
»
W
Active 7
»
= w
Mo Groups k4
Default 7
Schedule

24-hour restricted
24-hour restricted
24-hour restricted
24-hour restricted
24-hour restricted

Qb Cancel

Figure 13-44

Fill out the required information. Refer to 13.4 Adding Vehicles for more details.
Click OK to save the settings.

To delete a vehicle, simply select the vehicle and click the Delete button.

Note: After adding, editing or deleting a vehicle through GV-ASWeb, the change will be
reflected in the Vehicle List in GV-ASManager.
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13.9.3 LPRLog

Using LPR Log, you can look up a record, see snapshots of detected license plates, track the
locations of detected vehicles and play back recorded videos.

Setting Search Criteria

You can narrow down the search results by setting search criteria such as LPR lanes, date,
parking lots, and license plates.

In the Filter section on the left, set the search criteria and click the Search button. For
example, we want to search for records that match the log message of “Unregistered Vehicle”,
license plate number “FM-0505", and detected by LPR 1. The resulting filter window may look
like this.

=\ LPR Log =oj[x
, A
= LPR Log
s b Export = View Mode *
- Log I Message Lane Local Time License Plate Recognized Plate
Message: | Plate Recognized: Unr v &) Plate Recognized: Unregistered Veh... Lanel 3/26/2016 3:52:17 AM K335533 335533

Lane: |LPR 1 - Lane 1 "
Area: A
Direction: | In/Out v
Stay time from:
to:

Parking Lot: A
Hotlist Group: >

Date Period: | Date Range ~A

Start Date: |03/01/2017 [3 |00:00
End Date: | 04/25/2017 [ 23:59 ¥
~ Group by license plate
[] Enable
The least count log:
Sort By:
Direction: 3
["] Registered vehicle first v

< >

Search Ciear Poge|  1lof1 2 No data to display

Figure 13-45

If Fuzzy Matching is selected, the letters below will be recognized as numbers:

B Letter B will become 8 B Letter Z will become 2
B Letter O and D will become 0 (Zero) B |etter | will become 1
B Letter S will become 5 B Letter G will become 6
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When a license plate number is typed in the Recognized Plate field, you can apply Fuzzy
Matching and the Matching Mode you set will be applied as well (e.g. Allow 1 mismatched
character). When a license plate number is typed in the License Plate field, only the license
plate that matches completely will be displayed in the search results.

Tip: When searching license plates,

1. You can include question marks in the license plate, for example OP987?5, to represent
any character or number.

2. You can add an asterisk at the end of a partial license plate, for example OP98*, and any
plates that start with OP98 will be displayed.

Search Results Window

Below is an example of a search results window.

= LPR Log ==
ﬁ ‘ LPR Lﬂ
Eed Export:| TXT Thiz Page oK
Message Recognized... Licens... Lane Local Time Plate Number's Photo Recognition Camera  Overview Camera 1 = Overvi.. Ower.. User
1 Plate Recog... DI2NP 0ZNP  LPR1-Llanei @21/2012 3. - e [
2 Plate Recog... OI2NP oI2NP LPR1-Lane1 @21/2012 3. - Er BB
3 Plate Recog.. 012NP 012NP  LPR1-Llane1 /212012 3. - ke EE
4 Plate Recog... 0P335 0PI835 LPR1-Llaned! @/21/2012 3. m ber BB
5 Plate Recog... 0P335 0P9885 LPR1-Llane1 9/21/20123:. m A G R -
I
[v]
[4 4 |Page| 1|of428| b B | 2 Displaying 1 - 30 of 12842

Figure 13-46

A snapshot of the detected license plate will be displayed.

: Indicates the availability of the video image.

You can right-click each search result to access more information such as vehicle information
=, user information @3 or log information (for parking lot).

To see how to export logs, refer to 10.4.3 Exporting Logs for details. To see how to customize
the search results columns, refer to 10.4.4 Defining Columns for details.
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Note: You can play back video only when Remote ViewLog Service included in Control
Center Server is enabled on the DVR. And the Remote ViewLog function is enabled on Video
Server or Compact DVR.

Obtaining the positions

If the license plates of vehicles that have entered and exited the monitored areas are
recognized in the connected LPR cameras, their driving routes will be displayed on the map.
To track the positions of those vehicles, click View Mode in the top-right corner and select
Map Mode. For details on pinning the locations of the LPR cameras on the map see 10.12

Creating Maps.
ate Lists I ki
| Map Satellite w w
Lists with Snapshot(160 x 120) R R
Lists with Snapshot(320 x 240) ¢ '
1 @ i
- ) i Fa
Lists with Snapshot(640 x 480) "~ New B
... Taipei City
Map Mode —— Taoyuan City - =
£} o Dongyanshan
National Forest
- " “Recreation
Hsinc Y
+
7y Sy i
Go,,_gle . 7 Ifl Map data 82017 Google 10 krnl—ll Terms of Use  Report a map errur.

Figure 13-47
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13.9.4 Access Group Setup

Using GV-ASWeb, you can remotely set up access groups to restrict who can access which
channel at what time. On the main page of GV-ASWeb, click the Access Groups icon

. For details on how to set up access groups, refer to Setting Access Groups in
Chapter 4.

%Moﬁs(;ruupsfnetup o =] |
@ Name: Default
Name <
Data Group: Mo Groups
1 Default
2| FAE Door Schedule

=] ﬂ Controller A_Reception (2 Doors)

D Gate A 24-hour restricted
D Gate B 24-hour restricted
page 1|of1| b Bl | & Displaying 1 - 2 of 2
Lane Schedule
_ ~
= &2 LPR1 (B Lanes)
h Lane 1 24-hour restricted L
n Lane 2 24-hour restricted
b Lane 3 24-hour restricted 3
h Lane 4 24-hour restricted
n Lane S 24-hour restricted
h Lane 6 24-hour restricted
h Lane 7 24-hour restricted
- ISR [v]
Page, 1lof1| b bl | & Displaying 1- 9 of 8
Save Close
Page 1lof1| b Pl | & Displ

Figure 13-48
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Chapter 14 GV-Access Mobile Applications

GV-Access Mobile Applications allow you to access up to 5 GV-ASManagers through an iOS
or Android mobile device. You can watch camera live view, check door status, unlock doors

and open an LPR lane.

For details on system requirements, installation and setup, visit our website:
http://www.geovision.com.tw/products.php?c2=147
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Chapter 15 GV-ASNotify

GV-ASNotify is an application that allows you to watch live view and communicate with the
surveillance site through the cameras and GV-CS1320 connected with GV-ASManager. You
can connect to multiple GV-ASManagers at a time, and remotely unlock the doors when
needed.

If a GV-CS1320 is connected, a notification message and snapshot appear when the bell
button (touch pad) on the GV-CS1320 is activated. You can then use the microphone and
speaker functions of GV-ASNotify to communicate with the visitor requesting access to the
building, while monitoring the live view of the GV-CS1320 at the same time.

GV-ASNotify also supports two-way audio for GV-IP Cameras with audio functions, but the
bell button notification function is only available for GV-CS1320.

15.1 Installing GV-ASNotify
The GV-ASNofify App can be downloaded from the GeoVision website.
e Downloading from GeoVision Website

Go to http://www.geovision.com.tw/download/product/GV-ASManager and click the

+
Download icon ®# of GV-ASNotify.

Note: If you do not have Microsoft DirectX End-User Runtimes (November 2008) installed,
download and install from: http://www.microsoft.com/en-us/download/details.aspx?id=15805.
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15.2 Connecting to GV-ASManager
Before GV-ASNotify can connect to a GV-ASManager, you must enable Remote Monitor
Server on the GV-ASManager to allow the remote access:

e Click Tools on the menu bar of the GV-ASManager, select Servers and enable Remote

Monitor Server. When the server is started, the icon 2 appears at the bottom of the
main screen.

1. Run GV-ASNotify.exe.
2. To connect to a GV-ASManager, click the Add Host button. This dialog box appears.

=5} Add Host ) |
Hostname: ASManager-PC2
Address: 192.168.2.162
Part: 9987
ID: admin
Password: LLIT 1]
[ OK ] | Cancel
b "
Figure 15-1

3. Type the IP address, login ID, and password of the GV-ASManager. Modify the default
port 9987 if needed.

4. Click OK. The GV-ASManager is added to the host list.

ASNoti

= &

Add Host  Options

a B

Unlock

=) TEST198-PC
=[] Centroller
=-{ Controller1
i)-[F Doorl
- Controller1
=18 Camera
-8 Controller1
=1 212

Figure 15-2
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15.3 Utilizing GV-ASNotify

1. Inthe host list, select a camera or GV-CS1320 connected to the GV-ASManager to
access its live view

E.d Aoty E=Een
] fr- 1 i
L e ;S —m Lm
Add Host  Options Speaker Mic Processe Unlock

-3 TEST198-PC
= @ Cantroller
B@ Controller 1
£ B Doorl
L2 Cortroller 1, Carmera 1
E Controller 1
BE Carnera
Bli Controller 1
L% Cameral
w212
Bl; DWR-FE420/FEA21(192.168.2.21
L% Camera 1

4 1 | »

Figure 15-3
2. To speak to the surveillance site, click the Mic button.

3. To listen to audio from the surveillance site, click the Speaker button.

Note: To use the two-way audio function:
« The device must be a GV-IP Camera with audio functions or a GV-CS1320.

« GV-ASManager must be connected to the GV-IP Camera / GV-CS1320 directly. Audio is
not supported when the GV-ASManager is connected to the camera through a GV-DVR /
GV-NVR / GV-VMS / GV-Video Server / GV-Compact DVR.
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GV-CS1320 Functions

If the GV-ASManager is connected to a GV-CS1320, a snapshot and notification will appear
on the right when the bell button on the GV-CS1320 is activated.

1. You can use the Speaker and Mic buttons to communicate with the surveillance site or
use the Unlock button to grant access.

2. After handling the event, you can mark the notification as “Processed” by selecting the
notification and then clicking the Processed button. Events marked as Processed will be

grayed out.
E4 AsNotify SRR =
s @
I [
Add Host  Options Speaker Mic Processed  Unlock

- TEST198-PC
5-[] Controller
-@ Controller 1
_E Door 1
L.5% Controller 1, Camera 1
& @ Controller 1
[E Doarl
[E] Door2

EBell Button Active
Door 1, Controller 1
1171142015 2:30:19 Pr4

Bell Button Active

+--|! Carmera

Figure 15-4

3. To trigger a computer audio alarm when the bell button is activated, click the Options
button, select Invoke Alarm, and use the drop-down list to select an alarm sound.

Figure 15-5

258



Database Settings

Chapter 16 Database Settings

Before you can run GV-ASManager, it is required to create a database or to upgrade your old
database to fit the latest version of GV-ASManager. You can select either a Microsoft Office
Access or Microsoft SQL Server to be the database of GV-ASManager.

If a database already exits, you can use Source Database function to convert various
database formats into GV-ASManager’s Access or SQL Server formats.

Note: GV-ASManager has a 2 GB database size limit. To get additional data allowance, you
can install and create a Microsoft SQL Server.

16.1 Starting the Database Tools

To start the Database Tools, you may use one of the methods:

® \When you log in the GV-ASManager for the first time, this message will pop up: “Cannot
open database. Would you like to set up database?”. Click Yes. The following Database
Tools dialog box will appear.

® You can also run ASDBManager.exe from the program folder to access the Database
Tools.

&n Database Tools §|

Please Select Databaze Tools
YWhich tool do vou uze for database? @1

ASkanager [ atabaze Setting :

Setup, upgrade, deletion, backup and recovery.

Settingz from Source to ASManager D atabaze

Set the connection of Source Database, the mapping relations of the
tablez betweem Source and ASkanager database, the auto-update
request, and the manual update request.

R e-login ] | E xit

Figure 16-1
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16.2 Creating a Database

You can select either Microsoft Office Access or Microsoft SQL Server as the database of

GV-ASManager.

1. Click the ASManager Database Setting button on the Database Tools dialog box (Figure

16-1).

2. Click the Setup MDB/MSSQL Database for ASManager button. This dialog box

appears.
Setup Database Connection [ﬂhJ
Database Type
Microsoft Cffice Access Database
S0L Database Setting
Data Source:
Authentication:
I @ Windows Authentication
SQL Server Authentication
Ll Database
[ ASConfig Name: ASCorfig -
ASLog Name: ASlog -
| ASLPR Name: ASLPR -
|
ASPatrol Name: ASPatrol -
I | Test connection |
[ ok | | concel |
Figure 16-2

3. To use Access as the database, select Microsoft Office Access Database and click OK.

The database is created in the local computer.

4. To use SQL Server as the database, select Microsoft SQL Server.

a. Under SQL Database Setting, type IP address or domain name of the SQL server in

the Data Source field, and select its authentication way.

b. Under Database, name the databases for Configuration files and Log files that will

be created on the SQL server separately.

c. Click Test Connection to test the connection to the SQL server.

d. Click OK. The databases are created in the SQL server.
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16.3 Other Database Settings

You can upgrade, delete, back up, restore, and compact the database of GV-ASManager.
Click ASManager Database Setting button on the Database Tools dialog box (Figure 16-1).
This dialog box appears.

-

% &5Manager Database Setting @

Setup MODE / MSSOL Database for A5k anager

|Jpgrade to latest databasze version

Delete A5 Manager Databaze

Backup Database

Schedule

Recover Databasze

Compact D atabaze

,__"{E"_ Schedule

Figure 16-3

[Upgrade to latest database version] You can manually upgrade the database to the latest

version.

[Delete ASManager Database] Removes the database from the local computer or the SQL

Server.
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[Backup Database] Set the backup storage path and select the type of files you want to back
up: Config, Logs, Account Profiles. You can also set up a Schedule to automatically back up
the database.

[Recovery Database] You can restore the Config, Logs, Account Profiles you backed up
previously to the current computer or import them to another computer.

[Compact Database] Compacts the database to reduce the size of the database. You can
also set up a Schedule to automatically compact the database.

Note: To automatically back up Log and Image files, use the Auto Backup function. See 8.3
Startup, Backup and Export Setup.
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16.4 Mapping Source Database

The Source Database function can convert OLE DB, Active Directory database and excel

files into GV-ASManager (Access or SQL Server) database. Click the Setting from Source

to ASManager Database button on the Database Tools dialog box (Figure 16-1). This dialog

box appears.

T

-

o

b’_,‘l Options
I Setting Set Connection :
Input/Modify the infarmation for source database connection.
Update

Set Mapping :
Set the mapping relations for user data.

Set Mapping :
Set the mapping relations for cards.

{ Unset )

Set Mapping :
Map the comesponding fields for vehicle data.
( Unset )

Set Mapping :

Map the vehicle hotlist fields between the GY-ASManager
database and the source database.

{ Unset )

Input/Modify the Auto-update time setting.

[ Stop when emrors eceur during execution.

Source Database: MSDASQLL

Figure 16-4
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Under the Setting Menu:
[Set Connection] Configures the connection to an active directory or an OLEDB provider.

[Set Mapping] Maps the user, cards, vehicle or hotlist fields between the GV-ASManager
database and the source database.

[Input/Modify the auto-update time setting] Specify a time to update the database
automatically.

Under the Update Menu:

[Update User Data manually] Update the user data manually.
[Update Card Data manually] Update the card data manually.
[Update Vehicle Data Manually] Update the vehicle data manually.

[Update Vehicle Hotlist Manually] Update the vehicle hotlist manually.
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16.4.1 Converting Data from the Active Directory Database

1. Click the Set Connection button on the Options dialog box (Figure 16-4). The Source
Database dialog box appears.

2. Select Active Directory. This dialog box appears.

.;__%Set up a connection to active directory 5'

~ Server
Server name: IT 92168220128 Part: 389

[~ Account Bind type
User Mame: Asdministrator € Bind as currently lngged on user
Password:  [essssses & Bind with credentials

r~ Digtinguished name [DM] or haming context:
Connect to the wing node:

& Defaut

" This Node

Test Cornection

Figure 16-5

3. Ifyou log in the local computer with the authorized username and password from the
source database server, select Bind as currently logged on user and type the IP
address or domain name of the server. If not, select Bind with credentials, type the IP
address or domain name of the server and its login username and password.

4. Ensure the Port number matches that of the source database server.

5. Select Default Root Node to connect to the root node of the source database.
Otherwise, select This Node and specify the node path.

6. Click Test Connection to connect to the source database server.

7. Click the Update Cardholder Data manually button in the Options dialog box (Figure
16-4) to convert the cardholder data from the source database to the GV-ASManager

database immediately.

8. Click the Update Card Data manually button in the Options dialog box (Figure 15-4) to
convert the card data from the source database to the GV-ASManager database

immediately.

9. To update the database automatically later, click the Input/Modify the Auto-update
time setting button in the Options dialog box (Figure 16-4) and specify the time in

minutes.
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16.4.2 Converting Data from the OLE Database

To convert data from the OLE database, you need to go through these instructions:
A. Connect an OLE database

B. Map the user data

C. Map the card / vehicle data

D. Convert the data from the source database

A. To connect an OLE database:

1. Click the Set Connection button on the Options dialog box (Figure 16-4). The Source
Database dialog box appears.

2. Select Other Database. This dialog box appears.
x

Provider | Connection | Advanced | &1 |

Select the data vou want to connect to:

OLE DB Provider[z]

icrozoft Jet 4.0 OLE DB Provider

ticrozaft OLE DB Provider for Indesing Service
ticrozaft OLE DB Provider for QDEC Diivers
Microzoft OLE DB Provider for Oracle
ticrozoft OLE DB Provider for SOL Server
Microzoft OLE DB Simple Provider

M5S0 ataShape

OLE DB Provider for Microsoft Directory Services

Ok, | Cancel | Help |

Figure 16-6
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Select the OLE DB provider that you wish to connect to, and click OK. The connection
dialog box appears. The dialog box varies depending on the OLE DB provider you
choose. Here we select Microsoft OLE DB Provider for SQL Server as example.

B Data Link Properties x|

Provider Cennection |.6.I:Ivanced| 2l I

Specify the following to connect to SAL Server data:
1. Select or enter a zerver name:

DYLANMNSQLEXPRESS j Refresh |

2. Enter information to log on ta the server:
€ Use Windows NT Integrated security

' Lse a specific user name and password:

Usger name; Ifae

Paszward: |ou
[" Blark password W Allow gaving passward

3. (% Select the database on the server:

I.&dventure‘u\-"orks j
= Attach a database file as a database name:
IAdventureWnrks
Wsing the filename:
Ok | Cancel | Help
Figure 16-7

Type the IP address or domain name of the source database server, select its login
authentication method, and select a specific database on the server. Click Test
Connection to connect to the source database server.
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B. To map the user data:

1. Click the Set the mapping relations for user button in the Options dialog box (Figure
15-4). This window appears.

& Mapping Setting -3 x|
EW' Add a table from your database corresponding to the card holder table. and then set the mapping relations of their
= fields.
S
Table Mame HumanResources [Employes] |
HumanRezources [Employee]
i~ Mapping Relations
Field Mame | Field Type | | + |_Mapping Fields I | | -
+ f Name nvarChar «== & ContactID =] FirstName % WiddleMame % LastMame
%] First Mame niarChar == @
- %] Last Mame niarChar z=> &
The fields of the S i -
GV-ASManager B s marchar  <=> & Click this button
%] his] nvarChar <= @ E%] EmployeelD
database : gam ool @ to map the fields
Birthday DateTime <=3
%] EmployesID niarChar «=> & between tWO
Home Phone narChar ot = dlfferent
%] Home Fax niarChar == @
%] IMobile Phone narChar ==+ &g databases .
%] Home ZipCade nvarChar o= @
%] Home Address niarChar z=> &
] Dees | Sl Horne F-Mail rivarChar <=3 [ =
Select a+ - Immediate View :—|1 0 =(0=7100) T~ Auto Calumn Width
Mame | First Mame LaslNamel Send SMS' SMS' 1D | Gender | Bithdap | EmployeelD | Home Phone | Home Fax | Mobile Phone | Home ZipCode | Home Ad =
source table Zhengw M =
TeriLee,Duffy 12
Jossef H Goldberg 1
Gail & Erickson 3 § . .
Kential CKel 2 This section displays
Dawid M Bradley 3 RN 13 N
Thiemy B DHers 5 the mapping results:.
Ganett.R.v'oung 32
Jian ShuoWang 33 -
4| | »
Clear | Save | Cancel I

Figure 16-8
2. Click the Add button to select a related table on the source database.

3. Click the B puttons to map each field of GV-ASManager database to a corresponding
field of the source database.

4. In the following steps, we demonstrate how to map the Name filed as example. Click
the & button in the Name field. This dialog box appears.

Set the mapping fields ﬂ
@ 3 Destination Fisld INamel
‘( Select the source fields for mapping.
~ Fields i~ Mapping Fields
Field Mame | Field Type | - Field Mame | Field Type |
=] EmployeelD Integer Contact|D Integer

‘_t—TJ MationallDMumber W artwChar
= LoginD YarwChar
:__—TJ ManagelD Integer Add - |

(=] Tite Warw/Char Cancel |
(=] githDate DETimeStamp |
=] MaritalStatus W Char eie

=| Gender i Char

= ; P |
:::] HireD ate DETimeStamp

(3] SalariedFlag Bolean - DOMWN |

:__—TJ YacationHours Smalllnt
:__—TJ SickLeaveHours Smalllnt

Set Foreign Key
=] CurrentFlag Boolean LI

Figure 16-9
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In the left side of the mapping field dialog box, select the field(s) of the source database
corresponding to the Name field of the GV-ASManager database. Then click Add. In this
example (Figure 16-9), the Contact ID field of the source database corresponds to the
Name filed of the GV-ASManager database.

If the field of the source database, without having the data entered, is linked to an index
or another table, click the Set Foreign Key button. This dialog box appears.

zl
- Information
Foreign Key T able: Frimary K.ey Table:
IHumamHesDurees.[E mployee] I Person. [Contact] j
=
Foreign Key Field: Frimary K.ey Field:
|ConlactID I ContactD j
Al Primay Key Fields i~ Mapping Fields
Field Name | Field Type -~ Field Name | Field Type |
f ContactiD Integer =| FirstName “Warw/Char
E{‘ MNameStyle Boolean _-Ti:] tiddleM ame “Warw/Char
L:ﬂ Title Warw/Char Add-» E] LastM ame WarwChar
L:ﬂ Suffis Warw/Char Cancel |
E| Emailsddress WVarwChar
E| EmailPromation Integer
g Ehnne . Ear\é\::har . up |
aszwordH ash arLhar —
E{‘ PaszwordSal WarChar EON
L:ﬂ AdditionalContactinfo  LongWarw'Cha o
ﬁ' | 3 Set Foreign Key

Figure 16-10

When the foreign key dialog box is open, the linked Primary Key Table and Primary

Key Field should be displayed if the connection of the Foreign Key Table and Primary
Key Table has been created. Otherwise, use the drop-down lists to select the Primary
Key Table and Field.

In the left side of the foreign key dialog box, select the field(s) of the Primary Key Table
corresponding to the field of the Foreign Key Table. In this example (Figure 16-10), the
Contact ID field of “Human Resource (Employee)” Foreign Key Table is linked to the
First Name, Middle Name and Last Name fields of “Person (Contact)” Primary Key
Table.

Click OK. In the Mapping Setting window, you can see the mapping results. In the
example (Figure 16-8), the Name field of the GV-ASManager database is mapped to the
Contact ID field of the source database which includes First Name, Middle Name and
Last Name (which are linked from the Primary Key Table).
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Note: To map the Photo field,

1. Click the B putton and select the corresponding Source Field.

Photo Path

Source Field
[[F'huh:u] - ) Abzolute Path @ Relative Path
Phota Path
C:AFAE e
| (] | I Cancel I

2. Select Absolute Path if the source field contains complete storage paths of the photos.
A B c D E F G H | |
1 | Cardholde Mame Firstharme LastName SendShMS SMEMess 1D Gender  Binthday FPhoto
2
3 1 Abel Carte Abel Carter FALSE TRUE  1933/11/20 CAFAE\abeljpg
4 2 Edhwin'wa Edwin  Wang FALSE TRUE 193071271 CAFAE\edwin.jpg
5 4 Jesse Bol Jesse Bolton FALSE TRUE 1979118 CAFAE esse.jpg
b 5 Jackie Lan Jackie Lawson FALSE TRUE 1975/6/30 CAFAE\jackie jpy
3. Select Relative Path and appoint a folder if all photos are stored under the same folder

and the source field only contains the relative path under the appointed folder.

A, B C ] E F G H I ol
1 |Cardholde Name Firsttame LastName SendsSk= ShESkess 1D Gender  Birthday Fhota
2
& 1 Abel Care Abel Carer FALSE TRUE  138311/200akeljpg
4 & Echwin WWa Edwin Wang FALSE TRLUE 19301211 Jedwin jpg
5 4 Jezze Bal Jesze Balton FALSE TEUE 1979/1/16)jes=ejpg
h 5 Jackie Lay Jackie Lawsan FALSE TEUE 1975/6/300jackie jpg
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C. To map the card / vehicle data:

Database Settings

1. Click the Set the mapping relations for cards / vehicles button in the Options dialog

box (Figure 16-4). This window appears.

% Set the mapping relations for cards. l = S
Using field mapping to establish relation between figlds from the Card and Source. BE
Select a source table
- > Select a
Field Name Field Type <>  Field Name Field Type source table
E‘ Cardholder Integer “—
E‘ Card Number n¥arChar “—
E‘ Code Type Integer € -
E‘ Activation Date Date Time “—
E‘ Deactivation Date Date Time “—
E‘ Deactivate (Yes/No) Bool “—
E‘ Pin Code n¥arChar “—
E‘ Access Groups n¥arChar “—
E‘ Card Status (0: Nomal, 1: Disable) Integer €

The fields of the GV-
ASManager database

\/
The fields of the
source database

Figure 16-11

2. Select a related table on the source database.

3. Click the Field Name column on the right side to map each field of the GV-ASManager

database and the source database.

D. To convert the data from the source database:

1. Click the Update Cardholder Data manually button in the Options dialog box (Figure
16-4) to convert the cardholder data from the source database to the GV-ASManager

database immediately.

2. Click the Update Card Data manually button in the Options dialog box (Figure 16-4) to
convert the card data from the source database to the GV-ASManager database

immediately.

3. To update the database automatically later, click the Input/Modify the Auto-update
time setting button in the Options dialog box (Figure 16-4) and specify the update time.
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16.4.3 Converting Data from an Excel File

To convert data from an excel file:

1. Click the Set Connection button on the Options dialog box (Figure 16-4). The Source
Database dialog box appears.

2. Select Other Database, select Excel File, and click OK.

Source Database &J

- —

Flease select the source database. @1 ! !!
H—

Source Database

) Active Directony

@ Other Database | Excel File -

| ok | [ cance ||

Figure 16-12
3. Locate the storage path of the excel file.
Follow the steps in To map the card / vehicle data and To map the user data in the
previous section to match the columns of the excel files with the fields in
GV-ASManager.
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Chapter 17 Net Module Utility

With the Net Module Ultility installed, you can change settings and update the firmware of
the GV-AS / GV-EV Controller.

Visit http://www.geovision.com.tw/download/product/GV-ASManager, select

-
Supplemental Utilities, click the Download icon &=& of Net Module Utility and follow
the onscreen instructions to install the program.

Run Net Module Utility. This window appears.

A GyNetModule Utility =163

3 Seatch Sek Login Advanced. .. Reboot Default Firmware ... Updateto.,,  Cancelqu...
Module Marme: Version Contraller Mame  MAC Address IF Address Subnet Mask Defaul: Gate...  Metwark A...  Action Status e
@ GY-A5200 ¥2,0,0-20090204  Controller 1 00:13:E2:01:14069 192,168.3.42 255,255,252.0 192.168.0.1 Intel(RI PR... Sk Login first
|j GY-A5200 ¥2.0.0-20090313  Controller 1 00:13:E2:01:1404F  192.165.3.227 255.255.252.0 192.168.0.1 Intel(RI PR... Set Login first
@ GY-A5400 ¥1.0.0-20090924  Contraller 2 00:13:E2:01:07:50  192.168.0.224 255.255.252.0 192.168.0.1 Intel(R) PR... Set Login first
ﬂ GV-AS100 ¥1.0,2-2009093x  Controller 1 00:13:E2:01:00:84  192,168.2.160 255,255,252.0 192,168.0.1 Intel(R) PR, Seek Login first
@ GY-A5100 ¥1.0,2-20091005  Controller 2 00:13:E2:0L:07:57  192,168.0,109 255,255,252.0 192.168.0.1 Intel(R) PR, Set Login first
|j GY-IOBOX ¥1.0.0-20020929  IOEOR-01 00:13:E2:01:00:A9  192.165.2.97 255.255.252.0 192.168.0.1 Intel(RI PR... Set Login first
@ GY-IOBOR ¥1.0.0-20090929  TOECR-01 00:15:E2:01:00:A7  192.165.0.159 255.255.252.0 192.168.0.1 Intel{R) PR... Set Login first
ﬂ GV-IOBOY ¥1.0,0-20090904  TOBOR-01 00:13:E2:0L:00:BZ 192,166,014 255,255,252.0 192,168.0.1 Intel(R) PR Sek Login first b
< >
Ready

Figure 17-1

The buttons on the window:

Search: Click this button to locate any GV-AS / GV-EV Controller or GV-1/O device on the
same LAN.

Set Login: You can select the desired modules from the list, and click this button to log
on to these modules with the same ID and password together.

Setting: Click this button to change the Machine Name, IP address, 3DES Code, Device
Port, login ID and password.

Advanced Setting: Click this button to directly link to the Web interface of the selected
module.

Reboot: Click this button to perform a warm boot of the selected module. This operation
will keep the current configuration.

Default: Click this button to reset all configuration parameters to their factory settings.
This may take 5 seconds to complete.

Firmware Update: Click this button and assign the firmware file for update.

Update to the latest firmware version: The GV-ASManager software comes with the
latest GV-AS / GV-EV Controller firmware. Clicking this button can upgrade your

controller firmware.
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Chapter 18 Troubleshooting

Q1: GV-ASManager cannot connect to GV-AS / GV-EV Controller over the
Internet.

There are several causes for this problem such as IP address conflict, incorrect connection
settings and network failure. The following solution is to assign the fixed IP to the
GV-ASManager and GV-AS / GV-EV Controller respectively. This way can determine if the
problem is caused by the faulty devices and incorrect network settings.

1. Disconnect the hub or switch, which connects the GV-ASManager and GV-AS / GV-EV
Controller, from the network.

2. Give the GV-ASManager a fixed IP address that is NOT used by another device, e.g.
192.168.0.154.

Internet Protocol (TCP/IP) Properties

General

“Y'ou can get [P settings assigned automatically if your network supports
this capability. Otherwize, you need to ask your netwark administrator far
the appropriate P settings.

O
®
1P address

ally

192,168, 0 W15
Subnet mask: i 2h5 285255 . 0

Default gateway:

() Usze the following DMS server addresses:
Preferred DNS server:

Alternate DNS server

Figure 18-1
3. Reset the GV-AS / GV-EV Controller module and Ethernet module to factory defaults.
a. Plug the GV-ASKeypad to the GV-AS / GV-EV Controller.
b. Remove the jumper cap from the 2-pin Default jumper.
c. Press the Reset button.
d. Replace the jumper cap back to the 2-pin Default jumper.

e. To reset the Ethernet Module, press and hold the Default EN button for 6 seconds.
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4. Open the browser and enter the GV-AS / GV-EV Controller default address:
http://192.168.0.100

Network Configuration

Q GeoUision:

Machine Name

Basic Setting Machine Name Ceontroller 1
¢ Network Setting DHCF Client
+ QOther Setting
*  Firmware Update OEnable

* Account Setting
Advance Setting @ Disable
* Function Setting

IP Address: 192 168 i} 100
* Parameter Setting
. . Subnet Mask: 265 265 || 282 || D
¢ Time Setting
+  Input Setting Default Gateway: 192 w0 1
*  OQutput Setting Domain Name Server: 192 95 ) 1 g1

Figure 18-2

5. In the IP address field, give the controller an IP address that is NOT used by another
device, e.g. 192.168.0.XXX.

6. On the GV-ASManager, enter the following settings:
Controller ID: 1
Network: TCP/IP
IP: 192.168.0.XXX
Port: 4000
User: admin

Password: admin

Crypto key: 12345678

mlﬁatﬂ Gate 2| Gate 3| Gate d
: ! General
. ] ﬂ| % @ % ﬁ % @ ﬁa ﬂ @ Cantraller Name Contrioller_T aipsi
P = Contraller 1D P
Device Yiew Interlock : [ Doora - DootB
i on [] DootC - DoarD
Device
GMT - % |08 |00 hd
@ TEST151 g
Enable Daylight Saving
Contraller D Droor & Door B I Diata Group:
Connection
) COM Part:
Please Enter, ID E
_| @ Netwark : TCPAP v
| D: | P 152 168.0100
Fort: 4000
Mame: | Cantraller 1 Cancel User: admin
Password ; LITTTY
Crypto Key LITTY YT

Figure 18-3
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7. The connection between the GV-ASManager and the controller should be established,

and the connection icon <~ should appear. If disconnection happens after you connect
the hub or switch to the network, then it should be other network problems. Please

contact your network administrator.

Q2: The connection established between the GV-ASManager and GV-AS /
GV-EV Controller is interrupted.

This may be due to IP address conflict. Follow these steps to troubleshoot the problem:

1. Disconnect the hub or switch, which connects to the GV-ASManager and GV-AS / GV-EV
Controller, from the network.

2. Run Windows Command Prompt. Take Classic Windows Start Menu for example, click
Start, select Accessories and click Command Prompt.

3. Type arp —d and press Enter.

et ICAWINDOWS\system32\cmd. exe

Microsoft Windows BPF [Version 5.1.26801]
¢G> Copyright 1985-2801 Microsoft Corp.

iC:“Documents and Settings“Jjoycelarp —d_

Figure 18-4

4. Give the GV-ASManager a fixed IP address that is NOT used by another device. See
Figure 17-1.

5. Open the browser and enter the assigned IP address of the controller. The Network
Configuration page appears. See Figure 18-2.

6. Inthe IP address field, give the controller an IP address that is NOT used by another
device, e.g. 192.168.0.XXX.

7. On the GV-ASManager, enter the following settings. See Figure 18-3.
Controller ID: 1
Network: TCP/IP
IP: 192.168.0.XXX
Port: 4000

User: admin
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Password: admin
Crypto key: 12345678
The connection between the GV-ASManager and GV-AS / GV-EV Controller should be

established, and the connection icon <~ should appear. If disconnection happens after
you connect the hub or switch to the network, then it should be other network problems.

Please contact your network administrator.

Q3: GV-ASManager cannot receive card messages but the reader accepts the

card when the connection between the GV-ASManager and GV-AS / GV-EV
Controller is well established.

It may be due to memory failure in the controller. Reset both the controller module and the

Ethernet module to factory settings. Refer to Step 3 in Question 1.

Q4: The GV-ASManager cannot retrieve the video from the DVR for playback.

1. Make sure the Remote ViewLog Service on Control Center Server is enabled on the

DVR.

2. Make sure the time on the GV-ASManager and the DVR is consistent.

Make sure the event file you want to play back has been created completely on the DVR.
For example, the assigned time length of every recorded event on the DVR is 5 minutes.
The desired event of 5 minutes must have been displayed on the ViewLog Event List, so

you can access the event file for playback.

Q5: After | add a card by presenting to the reader, the message “Access Denied

Invalid Card” still appears

(For details on adding a card, see Step 1 in 4.3.1 Adding a Single Card.)

It may be the card format is not compatible with the controller. For GV-AS100, GV-AS110 and

GV-AS120, ensure the format is 26~64 bits. Otherwise, send us the related information of
your card format so that we can customize the format for you.
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Q6: The GV-ASManager cannot receive card messages from the GV-Reader
connected to the GV-AS / GV-EV Controller through RS-485 interface.

1. Make sure the GV-Reader is correctly wiring to the controller and Switch 4 on the
GV-Reader is set to OFF.

2. Make sure the correct GV-Reader ID is set on the controller.

Q7: | can’t change the Advanced Settings on the Web interface of the GV-AS /
GV-EV Controller. The “Submit” button is missing.

To modify the Advanced Settings, make sure the Web Setting Switch on the controllers is
set to ON. For the location of the Web Setting Switch, refer to the Web Setting Switch section
of each controller or GV-ASNet / GV-ASBox.

Q8: After installing GV-ASManager, the message “d3dx9_40.dll cannot be
found” appears.

Make sure DirectX End-User Runtimes is installed and restart the computer afterwards. To
install DirectX End-User Runtimes, refer to the Download Guide or visit
https://www.microsoft.com/en-us/download/details.aspx?id=15805

Q9: What ports should | open to enable external network access with
GV-ASManager?

Devices Ports

Controller 4000 (data and command transmission)

4000 (data and command transmission); 10000 (video transmission)

GV-CS1320 To enable the push notification of the ‘door bell activated’ event, 2
additional ports are required: 2195 (for iOS) and 443 (for Android)

PC-LPR 3388, 5611, 5552

Standalone LPR 443, 10000 (video transmission)
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Q10: How can | find more help?

Visit our website at http://www.geovision.com.tw

Write to us at support@geovision.com.tw
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Appendix

A. Compatible IP Devices

This list provides the supported IP device brands. For detailed information on the supported
IP devices, refer to Supported IP Camera List on GeoVision’s Website:
http://www.geovision.com.tw/ _upload/files/support_list.pdf

GeoVision
ACTi

Arecont Vision
AVTech

AXIS

Bosch

Canon
CNB
D-Link
Etrovision

Hikvision
Hunt
IQeye
JvC

LG
MESSOA
MOBOTIX

Panasonic

Pelco
RIVA

Samsung

Sanyo
SONY
UbDP
Verint
VIVOTEK
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B. Event Notifications

e “Alarm” events

Appendix

Type

Description

Force Open

Door <name> is forcibly open.

Duress

Duress function is triggered.
See “Duress” in 1.2 Concepts.

Tamper

Tamper Inputs are triggered.

For hardware settings, see Connecting Input Devices
in GV-AS / GV-EV Controller User’s Manual.

For software settings, see Step 4 in 4.2.2 Step 2:
Configuring the Doors or Elevator Floors.

Fire Alarm

Fire Inputs are triggered.

For hardware settings, see Connecting Input Devices
in GV-AS / EV Controller User’s Manual.

For software settings, see Step 5in 4.2.2 Step 2:
Configuring the Doors.

Held Open

Door <name> is held open over the specified time.

See Step 2 and 5 in 4.2.2 Step 2: Configuring the
Doors.

Access Denied

The access is rejected.

e “Access” events

Type

Description

Access Granted

The access is granted because the access card is
approved.

Access Granted: Card Entry

The access is granted because the door contact
sensor is triggered and the Anti-Passback function is
also enabled.

Access Denied: Invalid Card

The access is rejected because an unknown card is
presented.

Access Denied: Card suspended

The access is rejected because Card <Number> is
suspended.

Access Denied: Wrong PIN

The access is rejected because the PIN number
entered is wrong.

Access Denied: Card Expired

The access is rejected because Card <Number> is
expired.
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The access is rejected because the user access is

Access Denied: Invalid schedule not on the programmed schedule.

The access is rejected because the user has access

Access Denied: Wrong Door to the wrong door.

Access Denied: APB (Double The access is rejected because the Anti-Passback
Entry) rule is violated. Card <Number> is recorded twice.

The access is rejected because the Anti-Passback
Access Denied: APB (No Entry) rule is violated. Card <Number> is recorded as exit,
without entry, to a secure area.

The access is rejected because the Anti-Passback
Access Denied: APB (No Exit) rule is violated. Card <Number> is recorded as entry,
without exit, to a secure area.

The access is rejected because the card format is not

Access Denied: Unknown Card compatible.

The access is rejected because Card <Number> is

Access Denied: Invalid Start Date not enabled.

The access is rejected because the Interlock function
Access Denied: Previous Door Still is violated. The entry door is left unlocked.

Open (Interlock) See “Interlock” at Step 5 in 4.2.1 Step 1: Configuring
a Controller.

e “Event” events

Type Description

Force Open Door <name> is forcibly open.

Duress function is triggered.
See “Duress” in 1.2 Concepts.

Duress

Tamper Inputs are triggered.

For hardware settings, see Connecting Input Devices
Tamper in GV-AS / GV-EV Controller User’s Manual.

For software settings, see Step 4 in 4.2.2 Step 2:
Configuring the Doors or Elevator Floors.

Fire Inputs are triggered.

For hardware settings, see Connecting Input Devices
Fire Alarm in GV-AS / GV-EV Controller User’s Manual.

For software settings, see Step 4 in 4.2.2 Step 2:
Configuring the Doors or Elevator Floors.

Door <name> is held open over the specified time.

Held Open See 4.2.2 Step 2: Configuring the Doors or Elevator
Floors.
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Access Denied

The access is rejected.

Alarm Restored

Alarm sounds are cleared.

Forced Open-Restored

Force Open alarm is cleared.

Duress Restored

Duress alarm is cleared.

Tamper Restored

Tamper alarm is cleared.

Fire Alarm Restored

Fire alarm is cleared.

Held Open Restored

Held Open alarm is cleared.

Restored Alarm Failed

Fail to clear alarm sounds.

Clear Forced Open Event Failed

Fail to clear Force Open alarm.

Clear Duress Event Failed

Fail to clear Duress alarm.

Clear Tamper Event Failed-No
Event Present

Fail to clear Tamper alarm.

Clear Fire Alarm Event Failed-No
Event Present

Fail to clear Fire alarm.

Clear Held Open Event Failed

Fail to clear Held Open alarm.

Clear Access Denied Failed

Fail to clear Access Denied alarm.

Clear Tamper Event Failed-I/O
Still Unclear

Fail to clear Tamper alarm because Tamper Inputs
remain triggering.

Clear Fire Event Failed-I/O Still
Unclear

Fail to clear Fire alarm because Fire Inputs remain
triggering.

Door Open Door <name> is open.
Door Close Door <name> is close.
Door Unlock Door <name> is unlocked.
Door Lock Door <name> is locked.

Two Person Rule-Active

Two-person A/B rule is active when Card <number>
is presented.

Two Person Rule-Confirm

Two-person A/B rule is confirmed when Card
<name> is presented after the other AB card.

Two Person Rule-Inactive

Two-person A/B rule is violated when Card <name>
is presented successively or the other AB Card isn’t
presented within 20 seconds.

Keypad Code Confirm

On the Card or Common mode, the password
entered is correct.

Wrong Keypad Code

On the Card or Common mode, the password
entered is wrong.
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Door Bell Activated

The doorbell of Door <name> is activated.

Release Mode

Door <name> is on the Release Mode.

See 4.2.2 Step 2: Configuring the Doors or Elevator
Floors.

Card or Common Mode

Door <name> is on the Card or Common Mode.

See 4.2.2 Step 2: Configuring the Doors or Elevator
Floors.

Card and PIN Code Mode

Door <name> is on the Card and PIN Code mode.

See 4.2.2 Step 2: Configuring the Doors or Elevator
Floors.

Card Mode

Door <name> is on the Card mode.

See 4.2.2 Step 2: Configuring the Doors or Elevator
Floors.

Fire Unlock Mode

Door <name> is unlocked after Fire Inputs are
triggered.

See “Fire Action” in 4.2.2 Step 2: Configuring the
Doors or Elevator Floors.

Fire Lock Mode

Door <name> is locked after Fire Inputs are
triggered.

See “Fire Action” in 4.2.2 Step 2: Configuring the
Doors or Elevator Floors.

Force Unlock Remotely

Door <name> is unlocked remotely from the control
of GV-ASManager or GV-ASRemote server.

Force Lock Remotely

Door <name> is locked remotely from the control of
GV-ASManager or GV-ASRemote server.

Disable Remote Door Lock
Operation

The event of “Force Unlock Remotely” or “Force Lock
Remotely” is cleared.

Force Unlock Locally

Door <name> is unlocked on the site of Door
Controller.

Force Lock Locally

Door <name> is locked on the site of Door Controller.

Disable Local Door Lock
Operation

The event of “Force Unlock Locally” or “Force Lock
Locally” is cleared.

Reset

Door Controller <name> is reset.
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C. E-Mail and SMS Alert Symbols

Icon Description

8 %M (Message): include related alert message.
J %T (Controller): include door controller's name.
I %D (Door): include triggered door’s name.

(0] %L (Local Time): include local time.

D %U (UTC): include UTC time.

B %S (Snapshot): include snapshot.

* %Q (Direction): include directions for LPR lanes.
e %N (Card Number): include card number.

m %H (User Name): include user name.

49 %G (Gender): include user’s gender.

o %E (Employee ID): include employee ID.

Efi| %Y (Company): include company name.

& %K (Division): include division name.

P %P (Department): include department name.
8 %F (Office): include office name.

%C (Photo): include user photo.
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D. Controller Status

Status

Description

Disconnected (Login Failed)

The username, password or crypto key (3DES)
entered is wrong.

Disconnected (Duplicate Connection)

Another GV-ASManager is connecting with the
controller.

Disconnected (Hardware Error)

The Controller ID entered is wrong. Or controller
errors occur.
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E. Supported Recognition Engines of PC LPR

Appendix

GV-DVR LPR / GV-VMS LPR V5.0.2.0 only supports the following versions of recognition

engines:

No. | Country Engine Version | No. | Country Engine Version
1 Argentina 6.0.2.0 20 Israel 3.1.2.2
2 Australia 4211 21 Italy 6.0.2.1
3 Austria 6.0.2.0 22 Mexico 4556
4 Belgium 6.0.2.0 23 Morocco 6.0.2.7
5 Brazil 6.0.2.0 23 Netherlands 6.0.2.0
6 Bulgaria 6.0.2.0 24 New Zealand 6.0.2.0
7 Canada 6.0.2.0 25 Norway 6.0.2.0
8 Chile 3.2.09 26 Poland 6.0.2.0
9 China 4213 27 Portugal 6.0.2.6
10 Columbia 4215 28 Qatar 3.1.2.2
11 Croatia 6.0.2.0 29 Russia 6.0.2.0
12 Czech 6.0.2.0 30 Slovakia 6.0.2.0
13 France 6.0.2.0 31 South Africa 6.0.0.9
14 Germany 6.0.2.4 32 Spain 6.0.2.0
15 Global 6.0.2.0 33 Taiwan 4559
16 Hong Kong 6.0.1.2 34 UK 6.0.2.0
17 Hungary 6.0.2.0 35 USA 4214
18 India 4211 36 Vietnam 4211
19 Ireland 6.0.2.0
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